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* * * * Start of 1st Change * * * *
4.2
Architectural Reference Model

Figure 4.2-1 shows the architecture for a UE used for MTC connecting to the 3GPP network (UTRAN, E-UTRAN, GERAN, etc.) via the Um/Uu/LTE-Uu interfaces. It also shows the 3GPP network service capability exposure via Tsp to SCS and AS. The architecture covers the various architectural models described in clause 4.1.
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Figure 4.2-1: 3GPP Architecture for Machine-Type Communication
Figure 4.2-2 shows the overall architecture for Service Capability Exposure which enables the 3GPP network to securely expose its services and capabilities provided by 3GPP network interfaces to external 3rd party service provider applications.


[image: image2.emf] 

HSS   PCRF  

SMS - SC/   GMSC/   IWMSC  

MME / SGSN  

MTC - IWF  

S - CSCF  

Network  Entity  

S6 t   Rx   T4/   Tsms   T 6 a/ T 6 b   Tsp   IS C  

...  

     3GPP   interface  

3GPP   TRUST   DOMAIN  

Service Capability Exposure Function  

API 1   API 2   API 3   API n  

...  

Application  

Application  

Application  

OMA/   GSMA/   other SDOs  


Figure 4.2-2: 3GPP Architecture for Service Capability Exposure

NOTE 1:
Refer to TS 23.002 [5], TS 23.060 [6], TS 23.401 [7], TS 23.272 [11] and TS 23.040 [12] for the details of 3GPP network-internal reference points not specifically shown or labelled in figure 4.2-1, figure 4.2-2, or described in this specification.

NOTE 2:
The SCS is controlled by the operator of the HPLMN or by a MTC Service Provider.

NOTE 3:
In the non-roaming case, all 3GPP network entities providing functionality for MTC are in the same PLMN. In the roaming case, 3GPP architecture for MTC supports both the home routed (illustrated in Figure 4.2-1) and the local-breakout roaming (not illustrated) scenarios. For the home routed scenario, the MTC Server/Application User Plane communication is routed through the HPLMN. In the local breakout scenario, the User Plane communication is routed directly through the serving PLMN/VPLMN over deployed GGSN/P-GW.

NOTE 4:
Figure 4.2-2 does not include all the interfaces and network elements that may be connected to SCEF.

The SCS is an entity which connects to the 3GPP network to communicate with UEs used for MTC and the MTC-IWF in the HPLMN. The SCS offers capabilities for use by one or multiple MTC Applications. A UE can host one or multiple MTC Applications. The corresponding MTC Applications in the external network are hosted on one or multiple ASs.

Tsms is the interface that encompasses all the various proprietary SMS-SC to SME interface standards (see TR 23.039 [14]) and is outside the scope of 3GPP specifications. Tsms can be used to send a trigger to a UE encapsulated in a MT-SMS as an over-the-top application by any network entity (e.g. SCS) acting as a SME. Tsp is a 3GPP standardized interface to facilitate value-added services motivated by MTC (e.g. control plane device triggering) and provided by a SCS.

The API between the MTC Capabilities and mobile operator network services provided by the SCS and the MTC Application(s) hosted by the AS(s) are outside the scope of 3GPP specifications and thus, not depicted in the current architecture. It is solely used as abstracts to show an example of an end-to-end view for MTC and simplify mapping to MTC specifications of other standardization organizations. In the indirect model, MTC Capabilities and the MTC Application(s) in the external network can be collocated.

For the roaming scenario, the MTC-IWF shall have the connection with HSS and SMS-SC within the home network only and with serving SGSN/MME/MSC in the visited network.

The Service Capability Exposure Function (SCEF) is the key entity within the 3GPP architecture for service capability exposure that provides a means to securely expose the services and capabilities provided by 3GPP network interfaces. SCEF functionality may be provided by SCS. MTC-IWF may be co-located with SCEF in which case Tsp functionality would be exposed via API. The interface between SCEF and AS or Applications is outside 3GPP scope. Defining interfaces that permit the SCEF to access services or capabilities at either a new or an existing 3GPP Network Element lies within 3GPP scope. The choice of which protocols to specify for such new 3GPP interfaces (e.g. DIAMETER, RESTful APIs, XML over HTTP, etc.) will depend on multiple factors including but not limited to the needs of that specific interface or ease of exposure of requested information.

The trust domain (see figure 4.2-2) cover entities that are protected by adequate network domain security. . The security requirements for the trust domain are out of scope of this document and are assumed to be within SA WG3 scope.
Applications operating in the trust domain may utilize only a subset of functionalities (e.g. authentication, authorization, etc.) provided by the SCEF. Applications operating in the trust domain can also access network entities (e.g. PCRF), wherever the required 3GPP interface(s) are made available, directly without the need to go through the SCEF.

In this release of the specification, the SCEF belongs to the Home PLMN of (the IMSI of) the devices that the application may interact with (e.g. control or monitor) via the API interface.
The SCEF provides, where required by local policies, authentication, authorization and possibly accounting of the requests for service capabilities it receives on its API interface. 
Based on local policies the SCEF authorizes an application to use a given API. This authorization is not on an UE basis as the SCEF does not hold per UE subscription data. Authorization on a per UE per API is, when required, enforced by the HSS. 

Editor’s Note: Whether the authorization enforced by the HSS is done on a per individual application basis depends on whether it is possible to provide a normalized application identifier over the S6t interface.
When needed the SCEF transforms information received on the API (e.g. External-Id, geographical identifiers) into information to be consumed by internal PLMN functions (e.g. IMSI,  cell-Id / ENB-Id / TAI / MBMS SAI , etc..).
Following southbound” interfaces of the SCEF are intra-PLMN: S6t, Rx, Tsp, ISC.  Some of the “southbound” interfaces of the SCEF (i.e. T6a, T6b, MB2) may be roaming interfaces, subject of roaming agreements between the HPLMN and the VPLMN. Inthat case the following apply.
· Multiple features are exposed by a PLMN via the SCEF require some mapping between a geographical scope that may be requested on the API and actual internal PLMN resources such as cells / ENB / TA(s) / MBMS SAI. This mapping is assumed to be provided by the SCEF based on configuration data. How these data are configured is out of 3GPP scope.

· In case of roaming such mapping assumes that the VPLMN is sharing data with the HPLMN allowing the SCEF in the HPLMN to carry out this mapping. How this sharing information is carried out is out of 3GPP scope.

· To support the case where the applications gets by some means, not specified by 3GPP, information on the target internal PLMN resources such as cells / ENB / TA(s), the API should also support the case where no geographical mapping is to be made by the SCEF i.e. where the API directly provide the identification of the internal PLMN resources such as cells / TA(s)
NOTE: 
This may correspond e.g. to the case where the application discovers the internal PLMN resources such as cells / TA(s) via application signalling with their UE. This case facilitates the deployments with UE in a VPLMN.
* * * * End of Changes * * * *
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