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* * * Begin of Changes * * *

4.3.3.4
Relationship of Private and Public User Identities

The home network operator is responsible for the assignment of the Private User Identities, and Public User Identities; other identities that are not defined by the operator may also exist.
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Figure 4.5: Relationship of the Private User Identity and Public User Identities

The IMS Service Profile is a collection of service and user related data as defined in TS 29.228 [30]. The Service Profile is independent from the Implicit Registration Set, e.g. Public User Identities with different Service Profiles may belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic comprising of user / operator preferences that are of static nature i.e. they do not get changed on a frequent basis. It shall be possible to identify Alias Public User Identities. See clause 4.3.3.2 for more details.

Application servers will provide more complex and dynamic service logic that can potentially make use of additional information not available directly via SIP messages (e.g. location, time, day etc.).

The IMS service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. A Public User Identity shall be registered at a single S‑CSCF at one time. All Public User Identities of an IMS subscription shall be registered at the same S‑CSCF. The service profile is downloaded from the HSS to the S‑CSCF. Only one service profile shall be associated with a Public User Identity at the S‑CSCF at a given time. Multiple service profiles may be defined in the HSS for a subscription. Each Public User Identity is associated with one and only one service profile. Each service profile is associated with one or more Public User Identities.

An ISIM application shall securely store the home domain name of the subscriber. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the home domain name shall be stored in IMC. It shall not be possible for the UE to modify the information from which the home domain name is derived.

It is not a requirement for a user to be able to register on behalf of another user which is third party registration specified in IETF RFC 3261 [12] or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.
Public User Identities may be shared across multiple Private User Identities within the same IMS subscription. Hence, a particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User Identities and different contact addresses. If a Public User Identity is shared among the Private User Identities of a subscription, then it is assumed that all Private User Identities in the IMS subscription share the Public User Identity.
The IMS operator may also grant subscriptions allowing WebRTC access to IMS with an unbounded number of Public and Private User Identities as described in section U.2.1.4. For those subscriptions the HSS uses pre-configured Public and Private User Identity templates. When the HSS handles a registration and the Public User Identity and the Private User Identity corresponds to a pre-configured Public User Identity template and to a pre-configured Private User Identity template, the HSS checks that both templates correspond to the same registration.
The relationship for a shared Public User Identity with Private User Identities, and the resulting relationship with service profiles and IMS subscription, is depicted in Figure 4.6.
An IMS subscription may support multiple IMS users.

NOTE 1:
The Public User Identity sharing mechanism described above is not intended to support sharing of identities across large numbers of Private User Identities, since this would result in all these users being forced to be associated with the same IMS subscription and hence the same S‑CSCF.

NOTE 2:
Subscription data is assumed to indicate which Public User Identities within a subscription are shared and which are not.
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Figure 4.6: The relation of a shared Public User Identity (Public-ID-2) and Private User Identities
All Service Profiles of a user shall be stored in the same HSS, even if the user has one or more shared Public User Identities.
* * * Next Change * * *

U.2.1.4
WIC registration of individual Public User Identity from a pool of Public User Identities

The WWSF is provided with a pool of subscriptions, each containing a single unique IMPU/IMPI pair, to IMS and can assign individual Public and Private User Identities from this pool. The WWSF may be located in a third party network and have a business arrangement with the IMS operator.

The IMS operator may also grant subscriptions with an unbounded number of IMPUs and IMPIs. Those subscriptions allow supporting an unbounded number of users where each user may use multiple WICs sharing the same IMPU and each WIC being assigned a different IMPI. A unique IMPU/IMPI pair is assigned whenever a WIC requests IMS registration. When the HSS handles the registration and the IMPU and IMPI correspond to a pre-configured IMPU template and to a pre-configured IMPI template, the HSS checks that both templates correspond to the same registration.
The registration call flow for a WIC being assigned an individual Public User Identity from a pool of Public User Identities assigned to the WWSF is the same registration call flow defined in Figure U.2.1.3-1 with following differences:

-
In step 1, the WWSF or WAF may decide not to authenticate the user. Unauthenticated users are anonymous to the third party but may still be authorized for IMS service.

-
The lifetime of the security should be coordinated between the IMS provider and the WWSF provider; otherwise, the WWSF cannot know when a Public User Identity IMPU-IMPI pair from its pool can be re-assigned to another user.

-
Alternatively, as an implementation specific option, eP-CSCF may indicate to the WWSF when a certain Public User Identity can be re-assigned.

* * * End Of Changes * * *
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