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Abstract of the contribution: Discusses the information provided by WLANs related to emergency services and proposes how this information may be used by the UE. Solutions are proposed for location determination, emergency call number retrieval and WLAN selection.
1. Discussion 

A WLAN AP may advertise (e.g. via beacon frames and/or via ANQP) information that can be useful when the UE wants to establish emergency sessions over WLAN. As an example, Fig. 1 illustrates some of this information included in the beacon frames – see in particular the Interworking IE, QoS Capability IE, Country IE and Extended Capabilities IE.
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Fig. 1
Below we discuss what kind of emergency-related information can be provided by an IEEE 802.11 WLAN AP and how this information could be utilized by a 3GPP UE that wants to setup an emergency session over WLAN.

1. Location Info: A WLAN AP may advertise its location either in Civic or Geospatial format (i.e. latitude, longitude and altitude). If the location information is required for establishing emergency sessions and if the UE cannot determine its own location by implementation-specific means (e.g. by using its GPS receiver), the UE may use the location information advertised by the WLAN AP. This location information is retrieved via ANQP, by requesting the Civil Location and/or Geospatial Location ANQP elements. Note that the Extended Capabilities IE shown in Fig. 1 indicates if the AP provides Civic and/or Geospatial location.

2. Country Info: The UE can determine the country it is located in by receiving the Country IE included in the beacon frames of discovered WLAN APs. The Country IE shall be transmitted by all HS2.0 compliant APs. The country information can be useful for ePDG selection, i.e. for selecting an ePDG in HPLMN or in a VPLMN.
3. Emergency Numbers: A WLAN AP may advertise a list of Emergency Call Numbers that are used in the geographic location of the AP. This list can be retrieved by the UE (via ANQP) and forwarded to the application which initiates the emergency sessions. Each Emergency Call Number is a [URN, URI] pair, e.g. [urn:service:sos.fire, tel:112;sip:+15555551002@fire.com] (see RFC 5031).
4. Emergency Services Info: As shown in Fig. 1, the Interworking IE in the beacon frames provides some information indicating the level of emergency support provided by the WLAN AP. For example, it may indicate that the WLAN AP is for “Emergency Services Only” (see the Access Network Type), if emergency services are reachable (ESR) and if unauthenticated emergency services are accessible (UESA). We believe however that when the emergency services are provided by IMS, this emergency services info provided by AP is irrelevant. For example, even if the AP advertises ESR=0 (emergency services not reachable), the AP can still be used by UE to establish S2b/S2a connectivity to EPC and subsequently initiate IMS emergency services. Only UESA may be relevant since it determines whether the AP supports unauthenticated access for emergency services (this requires further investigation for phase 2).
5. WLAN Selection: To provide good emergency-services experience over WLAN, it is important that the UE selects a WLAN for emergency services that supports QoS (as indicated by the QoS Capability IE shown in Fig. 1) and Expedited Bandwidth Request (EBR). This would enable the UE to establish an emergency traffic stream over WLAN and indicate that this stream is for emergency services. The UE uses this traffic stream for establishing EPC connectivity and then initiating an IMS emergency session. The Expedited Bandwidth Request (EBR) IE (included in the message that requests the new traffic stream, i.e. to the ADDTS Request frame) indicates the precedence of the traffic stream, as shown in the following table (from IEEE 802.11-2012):
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2. Proposal

It is proposed to add the following text in TR 23.771.
[a]
IEEE Std 802.11-2012: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[b]
WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2) Technical Specification", ver.5.00.

6.x
Solution: Determine Location & Country Info
If the UE needs to provide location information when requesting an emergency session, the UE may determine its location by using its own implementation-specific means (e.g. by using its GPS receiver). If, however, the UE cannot determine its location by its own means, the UE may retrieve its location from a WLAN AP, prior or after association with the AP. This location information can be retrieved via ANQP, by requesting the Civil Location and/or Geospatial Location ANQP elements (see [a]). The Extended Capabilities IE included in the beacon frames of an AP indicates if the AP provides Civic and/or Geospatial location.
The UE may determine the country it is located in either by implementation-specific means or by receiving the Country IE included in the beacon frames of available WLAN APs (see [a]). The Country IE is transmitted by all HS2.0 compliant APs, as specified in [b]. The country information can be utilized by the UE during emergency procedures over WLAN, e.g. for ePDG selection.
6.y
Solution: Determine Emergency Call Numbers
The UE may retrieve from a WLAN AP the list of Emergency Call Numbers that are used in the geographic location of the AP. This list can be retrieved via ANQP procedures either prior or after association with the AP. Each Emergency Call Number provided by AP is a [URN, URI] pair, e.g. [urn:service:sos.fire, tel:112;sip:+15555551002@fire.com] (see [a]). The UE may (a) forward the retrieved Emergency Call Numbers to the application which initiates the emergency sessions or (b) may use them to identify emergency session requests.
6.z
Solution: Select a WLAN for Emergency Services

When the UE is not connected to any WLAN wants to select a WLAN for initiating IMS emergency services, then:

-
The UE selects a WLAN based on user preferences (if any); otherwise:
-
If the UE supports the Access Network Discovery & Selection Function (ANDSF) and it is provisioned with WLANSP rules from HPLMN and/or VPLMN, the UE shall select a WLAN access network based on the WLAN selection procedures specified in TS 23.402, clause 4.8. In addition, the following selection criteria may be applied:
-
If multiple WLANs fulfil the selection criteria in the active WLANSP rule, the UE may select one of those WLANs that support QoS and Expedited Bandwidth Request (EBR) [a]. The UE determines which WLAN APs support QoS and EBR by using the applicable procedures in [a].
-
If the UE does not support the Access Network Discovery & Selection Function (ANDSF) or the UE supports ANDSF but is not provisioned with WLANSP rules from either HPLMN or VPLMN, the UE shall select a WLAN access network based on its own implementation-specific criteria. These implementation-specific criteria may give precedence to WLANs that support QoS and Expedited Bandwidth Request (EBR) [a]. 
######################## NEXT CHANGE ########################
8.1
Conclusions for phase 1

Editor's Note:
Once phase 1 has been concluded, the subset of requirements within 23.101 [2] §10  that can actually be supported in Rel13 will be determined. At that point of time it will be discussed whether LS are needed in order to notify this sub-set of requirements to SA1 and / or to GSMA.
The solutions in clauses 6.x, 6.y and 6.z will not be considered in phase 1. 
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