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Abstract of the contribution: the contribution adds clarifications to an existing solution 
1
Introduction

In 23.771 section 6.3.1, it is stated that a geolocation header can be carried within the PANI and that 3GPP TS 24.229 would be impacted to support usage for SEW. Both statements are wrong. 

A geolocation header (defined in RFC 6442) is different to a PANI header (defined in RFC 7315). 

Also 24.229 already states (e.g. section 5.1.6.8.3) that a UE shall include a geolocation herader in a SIP INVITE if it already has location information. 

Therefore the solution described in section 6.3.1 can be simplified by using the existing capability in TS 24.229.

2
Proposal

FIRST CHANGE

6.3
Solution 3 for key issue #3: UPLI via SIP for untrusted WLAN

6.3.1
Overview

1 The solution leverages an existing procedure whereby geolocation information for any access can be conveyed at the IMS level from a UE to a P-CSCF and E-CSCF in the serving VPLMN using mechanisms already defined in 3GPP TS 24.229, by which a UE shall include a geolocation header into the request for the dialogue (e.g. a SIP INVITE) if available to the UE. This corresponds to UPLI (User Provided Location Information) and is not trustable. In the case of WLAN access, TS 24.229 further defines that a PANI shall be included for WLAN access and that the content of the PANI shall include the WLAN AP MAC address for the serving (associated) WLAN AP. Therefore, information such as the BSSID or HESSID can be included in “"i-wlan-node-id" PANI parameter. This is supported by current standards.

2 In the case of WLAN access, the Geolocation header field may contain: 

-
The Venue type and the Venue name provided by the AP when both UE and AP support Passpoint R2;

Editor’s Note:
Whether venue type, venue name can actually be used to determine (automatic process) the PSAP is FFS

-
Its geographical coordinates (e.g. from GPS) if available at the time of the emergency call initiation.

In current standards, the location information provided by the UE in SIP signalling enables the entity that performs call routing (i.e. the E-CSCF or the LRF have access to the serving/associated AP MAC address and/or the Venue type, Venue name and/or the geographical coordinates, and can use this to select a PSAP provided the serving VPLMN is configured with corresponding routing or location related information. Any configured location information for the serving/associated AP MAC address and/or the Venue type, Venue name and/or the geographical coordinates may also be used to provide a location to support PSAP dispatch.
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