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##################### START OF CHANGE ##############################

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Application ID: A globally unique identifier identifying a specific application. This is the identifier used in mobile operating systems by the applications within the mobile operating system. All mobile operating systems have namespaces that identify the applications within the mobile operating system.
Application Layer User ID: An identity identifying a user within the context of a specific application (e.g. alice@social.net). The format of this identifier is outside the scope of 3GPP.

Destination Layer-2 ID: A link-layer identity that identifies a device or a group of devices that are recipients of ProSe communication frames.

Discovery Filter: A container of a ProSe Application code, zero or more ProSe Application Mask(s) and Time To Live value. These are used by the monitoring UE to match ProSe Application Codes that are received on the PC5 interface for Direct Discovery.

EPC ProSe User ID: An identifier for EPC-level ProSe Discovery and EPC support for WLAN direct communication that uniquely identifies a UE registered for ProSe. This identifier can be occasionally reassigned by the ProSe Function.

EPC-level ProSe Discovery: A ProSe Discovery procedure by which the EPC determines the proximity of two ProSe-enabled UEs and informs them of their proximity.

Geographical Area: The Geographical Area identifies a region, whose borders are defined by means of suitable geographic coordinates of e.g. a polygon or circle outlining its borders.

Local PLMN: A PLMN which is not the serving PLMN of the monitoring UE, and in whose radio resources the monitoring UE is authorized by the HPLMN to engage in ProSe Direct Discovery.

Model A: involves one UE announcing "I am here"

Model B: involves one UE asking "who is there" and/or "are you there"

ProSe Application ID: The ProSe Application ID is an identity used for ProSe Direct Discovery, identifying application related information for the ProSe-enabled UE. Each ProSe Application ID could be globally unique, e.g. in case of open Direct Discovery.

ProSe Application Code: The ProSe Application Code is associated with the ProSe Application ID and used in the discovery procedures.

ProSe Application Mask: The ProSe Application Mask is provided by the ProSe Function in order to allow the monitoring UE to perform partial matching of ProSe Application Codes on the PC5 interface.

ProSe Direct Communication: A communication between two or more UEs in proximity that are ProSe-enabled, by means of user plane transmission using E-UTRA technology via a path not traversing any network node.

ProSe Direct Discovery: A procedure employed by a ProSe-enabled UE to discover other ProSe-enabled UEs in its vicinity by using only the capabilities of the two UEs with E-UTRA technology.

ProSe Discovery: A process that identifies that a UE that is ProSe-enabled is in proximity of another, using E-UTRA (with or without E-UTRAN) or EPC.

ProSe Function ID: An FQDN that identifies a ProSe Function.

ProSe Layer-2 Broadcast ID: A well-known layer-2 identifier that is used to address all Pubic Safety ProSe-enabled UEs within communication range.

ProSe Layer-2 Group ID: A pre-configured layer-2 group identifier that may be used to address a set of users at the 3GPP lower layers.

ProSe-enabled non-Public Safety UE: A UE that supports ProSe procedures but not capabilities specific to Public Safety.

ProSe-enabled Public Safety UE: A UE that the HPLMN has configured to be authorized for Public Safety use, and which is ProSe-enabled and supports ProSe procedures and capabilities specific to Public Safety. The UE may, but need not, have a USIM with one of the special access classes {12, 13, 14}.

ProSe-enabled UE: A UE that supports ProSe requirements and associated procedures. Unless explicitly stated otherwise, a Prose-enabled UE refers both to a non-Public Safety UE and a Public Safety UE.

ProSe UE-to-Network Relay: A UE that provides functionality to support connectivity to "unicast" services for Remote UE(s).

Remote UE: A ProSe-enabled Public Safety UE, that is not served by E-UTRAN, and that communicates with a PDN via a ProSe UE-to-Network Relay.
Source Layer-2 ID: A link-layer identity that identifies a device that originates ProSe communication frames.

WLAN Link Layer ID: A link layer identity used for WLAN direct discovery and/or WLAN direct communication. Depending on the WLAN technology it can be temporary (e.g. temporary MAC address) or permanent (e.g. permanent MAC address). The format of this identifier depends on the WLAN technology and is outside of 3GPP scope.

For the purposes of the present document, the following terms and definitions given in TS 22.278 [25] apply:

Open ProSe Discovery

##################### NEXT CHANGE ##############################

4.5.1.1.2.3.3
Provisioning information for one-to-many ProSe Direct Communication

NOTE 1:
ProSe Direct Communication one-to-one is not specified in this version of the 3GPP specifications.

The following information is provisioned to the UE for one-to-many ProSe Direct Communication:

1)
Authorisation policy:

-
When the UE is "served by E-UTRAN":

-
PLMNs in which the UE is authorised to perform one-to-many ProSe Direct Communication.
-
When the UE is "not served by E-UTRAN":

-
Indicates whether the UE is authorised to perform one-to-many ProSe Direct Communication procedures when "not served by E-UTRAN".

2)
ProSe Direct Communication policy/parameters:

-
Include the parameters that enable the UE to perform one-to-many ProSe Direct Communication when provisioned from DPF:

-
ProSe Layer-2 Group ID;

-
ProSe Group IP multicast address

-
Indication whether the UE should use IPv4 or IPv6 for that group

-
For a specific Group configured to operate using IPv4, optionally an IPv4 address to be used by the UE as a source address. If none is provisioned, then the UE shall use Dynamic Configuration of IPv4 Link-Local Addresses IETF RFC 3927 [16] to obtain a link local address for the Group.

-
Include group security related content for one-to-many ProSe Direct Communication.

NOTE 2:
More details on the necessary security aspect will be defined in SA3 specifications.

NOTE 2a:
ProSe Layer-2 Broadcast ID defined in clause 4.6.3.x is a well-known value and need not be configured. When using ProSe Layer-2 Broadcast ID, a broadcast IPv4 or IPv6 address is used as the ProSe Group IP multicast address and there is no security related content.
-
Alternatively these parameters can be provided from the 3rd party public safety provider application server (e.g. GCS AS as in TS 23.468 [26]). If UE receives the same set of data from AS that has been previously provided by DPF then UE uses the data set provided by AS for one-to-many ProSe Direct Communication.

3)
Radio parameters for when the UE is "not served by E-UTRAN":

-
Includes the radio parameters, optionally with Geographical Area(s), that need to be configured in the UE in order to be able perform one-to-many ProSe Direct Communication procedures when "not served by E-UTRAN". This includes e.g. frequency bands. The UE uses the radio parameters configured with Geographical Areas first. Only if the UE cannot locate itself in any Geographical Area, it can use radio parameters provisioned without Geographical Areas.
NOTE 3:
These parameters are defined in TS 36.300 [17].

NOTE 4:
The "not served by E-UTRAN" cover the cases when the UE is not served by the E-UTRAN cell operating on the carrier frequency provisioned for ProSe Direct Communication.
##################### NEXT CHANGE ##############################

4.6.3
Identifiers for ProSe Direct Communication

4.6.3.1
ProSe UE ID

This is a link layer identifier that is used as a source Layer-2 ID in all the packets the UE sends for one-to-many ProSe Direct Communication.

When bearer-level security is configured to be used, the ProSe UE ID is assigned by the ProSe Key Management Function as defined in TS 33.303 [29]. The ProSe Key Management Function ensures that the ProSe UE ID is unique in the context of one-to-many ProSe Direct Communication for this group.

When bearer-level security is configured not to be used (including the case of Layer-2 broadcast communication required to support Dynamic Configuration of IPv4 Link-Local Addresses IETF RFC 3927 [16]), the ProSe UE ID is either configured in the UE or self-assigned by the UE.

Assuming that global uniqueness of ProSe UE ID cannot be ensured, the UE should be prepared to handle conflicts of ProSe UE IDs using mechanisms that are out of scope of this release of the specification (e.g. by self-assigning a new ProSe UE ID when a conflict is detected).

For support of multiple PDN Connections, the ProSe UE-to-Network Relay is assigned a different ProSe UE ID for each PDN Connection.

4.6.3.2
ProSe Layer-2 Group ID

This is a link layer identifier that identifies the group in the context of one-to-many ProSe Direct Communication. It is used as a destination Layer-2 ID in all the packets the UE sends to this group for one-to-many ProSe Direct Communication.

4.6.3.x
ProSe Layer-2 Broadcast ID

This is a well-known link layer identifier that is used for one-to-many ProSe Direct Communication towards all Public Safety ProSe-enabled UEs within communication range, regardless of group membership. It is encoded as “all ones”.
When using dynamically assigned IPv4 addresses, ProSe Layer-2 Broadcast ID is also used as the destination Layer-2 ID for ARP packets as specified in IETF RFC 3927 [16].

##################### END OF CHANGE ##############################

