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Abstract of the contribution: This contribution proposes a solution for service continuity in which case the UE losing connection reconnects to network via a UE-to-Network Relay and re-enters E-UTRAN coverage from UE-to-Network Relay.
1.
Introduction
Service continuity requirement for the case in which UE loses coverage and reconnects to the network via a UE-to-Network and vice versa has been clearly stated in TS 22.278. The requirement should be fulfilled in Rel-13 in the eProSe-Ext work.
2.
Discussion

2.1 Requirement for service continuity 
Service continuity requirement for the UE-to-Network case is defined in TS 22.278 as following:
Based on operator policy and user choice, the system shall be able to move a user traffic session of a Public Safety ProSe-enabled UE that is losing connection to the network to a direct ProSe Communication path via a Public Safety ProSe-enabled UE acting as a ProSe UE-to-network relay, which is in direct Communication Range and has connectivity to the network. A mechanism to support service continuity shall be provided and may apply when the traffic is moved. This requirement is not applicable to ProSe Group Communication and ProSe Broadcast Communication.
It is clear that service continuity shall be provided for the case UE moving from direct network connection and connects to the network via a UE-to-Network Relay and vice versa.
2.2 Working assumptions for service continuity

To achieve service continuity the following assumptions should be made:
(1) UE IP address preservation is required in the same PGW
The IP address corresponding to a PDN connection is allocated by the original PGW, the same IP address needs to be kept in the original PGW for routing IP packets even when the UE re-connects to network via a UE-to-Network Relay. In this way, service continuity is realised by not changing the communication IP address in the correspondent UE or Application Server.
(2) Remote UE and Relay UE connect to the same PGW
Since the UE-to-Network is only applicable to Public Safety, a Public Safety APN can be defined to guarantee that all Public Safety UEs are connected to the same PGW.
Three different cases can be considered here:

(a) Remote UE and Relay UE are from the same operator

Both in the non-roaming and roaming cases, the same PGW can be selected e.g. using a Public Safety APN.

(b) Remote UE and Relay UE are from different operators and one UE is roaming (both connected to the same network)
If the Remote UE is roaming, the traffic of Remote UE should be routed to the same PGW as the Relay UE using local breakout. If the Relay UE is roaming, the traffic of Relay UE should be routed to the same PGW as the Remote UE using local breakout. PGW can be selected as in bullet (a).
(c) Remote UE and Relay UE are from different operators (connected to different networks)
The Remote UE attaches to one PLMN and connects to a PGW-1 in that PLMN, and then uses a Relay connected to PGW-2 from another PLMN. In this case PGW-1 and PGW-2 cannot be the same PGW since they are from different PLMNs. But this is a rare case for Public Safety and should not be considered here.
(3) The Layer-3 Relay shall be reused for service continuity

The Layer-3 UE-to-Network Relay is defined in Rel-12 for relaying uplink and downlink traffic for Remote UE. The same Layer-3 Relay shall be reused for service continuity.

(4) Relay UE PDN connection multiplexing for multiple Remote UEs

In normal case (i.e. without considering service continuity), one Relay UE PDN connection can be multiplexed by multiple Remote UEs. Even service continuity is considered the principle shall not be changed. If one Relay UE PDN connection can be used by only one remote UE, the number of Remote UEs that can be supported will be limited.

There are two ways to achieve this multiplexing. One way is to modify the TFT of Relay UE to include the IP address of the Remote UE. The other way is to encapsulate the IP packet of Remote UE into the IP packet of Relay UE. Which way is better needs to be further studied. 
In this contribution, a solution considering the above assumptions to achieve service continuity is proposed.
3.
Proposal

It is proposed to capture the solution in TR 23.713.
*********************************************************First Change****************************************************
7.5.X Solution for service continuity

7.5.X.1 Functional Description
Service continuity is achieved by IP address preservation in the same PGW both for the Remote UE and the Relay UE. A public safety APN can be used to ensure the Remote UE and Relay UE select the same PGW.
For the service continuity from EPC path to Relay path, the Remote UE IP address allocated by the PGW continues to be used in one-to-one communication with the Relay UE. The PDN connection of Relay UE shall be used for routing Remote UE IP packet and a Bearer Resource Modification procedure shall be used to inform the PGW of the Remote UE IP address for the Relay UE.
For the service continuity from Relay path to EPC path, an indication is used to inform PGW to release the binding between Remote UE IP address and Relay UE IP address via Service Request procedure. The Remote UE IP packet shall be routed via the Remote UE PDN connection.
7.5.X.2 Procedures

7.5.x.2.1
Service Continuity from the EPC Path to the Relay Path
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Figure 7.5.x.2.1 Service Continuity from the EPC Path to the Relay Path
1-2. UE-1 (Remote UE) has a PDN connection to the PGW and an IP address (e.g. IP@1) allocated by the PGW. UE-2 (Relay UE) has a PDN connection to the PGW and an IP address (e.g. IP@2) allocated by the PGW.
3. The Remote UE performs a discovery of UE-to-Network Relay as defined in clause 6. The UE-to-Network Relay selection may be RAN assisted to achieve make-before-break.
4. The Remote UE and the UE-to-Network Relay establishes a connection for one-to-one communication as defined in clause 7.1 with the addition that the Remote UE IP address (e.g. IP@1) is informed to the Relay UE. 
5-7. Reusing the UE requested bearer resource modification procedure to inform the PGW that downlink packets to Remote UE IP address (e.g. IP@1) should be routed via Relay UE PDN connection. The Remote UE IP address is included in Request Bearer Resource Modification and Bearer Resource Command messages,
8. Same as the step 5 in section 5.4.5 UE requested bearer resource modification of TS 23.401.

9. S1 and RRC connection release of Remote UE as in section 5.3.5 S1 release procedure of TS 23.401.

7.5.x.2.2
Service Continuity from the Relay Path to the EPC Path 
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Figure 7.5.x.2.2 Service Continuity from the Relay Path to the EPC Path

1. Remote UE connects to the Network via the Relay UE.
2. Remote UE re-enters E-UTRAN coverage and sends a Service Request (indication) message to the MME-1. The indication is used to release the binding relationship between the Remote UE IP address (e.g. IP@1) and the Relay UE IP address (e.g. IP@2) in the PGW.
3. Same as steps 4-7 in section 5.3.4.1 UE triggered Service Request of TS 23.401.

4. The MME-1 sends a Modify Bearer Request (indication) message to the SGW-1. 
5. The SGW-1 sends a Modify Bearer Request (indication) message to the PGW-1. The PGW-1 releases the binding relationship between the Remote UE IP address (e.g. IP@1) and the Relay UE IP address (e.g. IP@2). The Remote UE IP packet will be routed on Remote UE PDN connection and not on the Relay UE PDN connection.

6-7. The PGW-1 responds to the MME-1 a Modify Bearer Response message.
8. The One-to-one connection is released between the remote UE and the UE-to-Network Relay.
7.5.X.3 Impact on Existing Entities and Interfaces

RAN: To be determined by RAN.
PGW: Needs to bind the Remote UE IP address to the Relay UE IP address.
NAS protocol: The Remote UE IP address will be added in the Request Bearer Resource Modification message. An indication will be added to the Service Request message.
GTP protocol: The Remote UE IP address will be added in the Bearer Resource Command message. An indication will be added to the Modify Bearer Request message.
******************************************************End of changes****************************************************
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