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1. Discussion 

A so –called decomposed architecture has been proposed for Rel-13 (23.706 § 5.2.5)
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This architecture splits up the eP-CSCF and the eIMS-AGW into 2 functional elements

Observation 1: This architecture complicates the IMS architecture that is widely said to be over-complex and inducing too many “boxes”.
Observation 2: This architecture implies more standardization and more IOT effort

Considering the User plane path, this architecture implies 2 entities to handle the user plane at the access side of the IMS, with each entity bringing delay and cost

Observation 3: This architecture would add more delay to the transfer of webRTC related user plane flows

Observation 4: This architecture implies more cost (at least the transport resources that are required to support the Mb interface in the WM-IWF and IMS-AGW)

As the WS-IWF supports Rx and controls the first user plane Gateway of the IMS network, it has to support all functions related with:

· The security between the UE and the network

· The QoS control

· The exchange of charging references with the transport network (PCEF / P-GW)

· The gate control (relationship between the IMS session state machine and authorization for the Service Data flows)

· The LI (the interception would be better positioned in the WM-IWF that “sees” the actual IP address used by the UE than in the IMS-AGW that would not be able to report the IP address used by an interception target)

· Etc…

Observation 5: This architecture leaves little functions in the P-CSCF and IMS-AGW that would both appear as “useless” functions for WebRTC related flows

Note: Nothing prevents an implementation from splitting the EP-CSCF and/or IMS-AGW into smaller functional entities. Any such split is implementation dependent and out of the scope of 3GPP
2. Proposal

To add following text in the TR 23.706

5.4
Conclusion
Solution 3 is endorsed as the solution for the key issue “Single HSS subscription for an unbounded number of users”. The decomposed architecture of solution 5 is not endorsed for Rel-13.
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