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Abstract of the contribution: the contributions adds a new key issues relating to determining whether an emergency call can be supported for the UE in the current location. 
1
Introduction

One issue not yet identified or solved concerns how an HPLMN (or VPLMN) can decide whether to accept or reject an IMS emergency call attempt via a WLAN. For example, an PLMN that only has CS access to legacy PSAPs will not always be able to support an emergency call for a UE outside the normal PLMN coverage area because the PLMN may not have access to a local PSAP for the current UE location. This can apply in both phase 1 (to the HPLMN) and phase 2. 

2
Discussion
The current ePDG selection procedure (based on determining or assuming that the UE is in the home country) guarantees the problem will sometimes arise for some PLMNs in the case of S2b access. A similar problem for S2a access may arise if the TWAG is not configured to filter emergency calls based on the TWAN location. 

Though resolution of key issue 5 may constitute a good building block to address this, resolution of issue 5 will not solve this in all cases since an emergency call can arise from a UE that is not yet attached to the HPLMN or VPLMN (and therefore where the HPLMN or VPLMN has not yet determined whether emergency services can be supported).
3
Proposal

We propose to add a general assumption and a new key issue.
FIRST CHANGE

4
Architectural assumptions

4.1
General architectural assumptions

General assumptions:

1
SEW solutions do not support pre Rel. 13 devices and networks.

2
no new requirements are defined for the UE for undetected emergency calls  

3
In the case of S2b connectivity, the authentication mechanisms used by the UE to authenticate with WLAN for local IP access are out of scope of the SEW work. The SEW work does not consider the development of new authentication mechanisms for this case

4
During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG,  

Editor’s note: how the UE provides such indication is FFS and depends on the connectivity mechanism (e.g. S2b vs. S2a)

5
A UE establishing connectivity for emergency services over WLAN does not provide an emergency APN.

6
It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.

7
In SEW work no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.

8
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. This does not preclude addition of relevant new information in TWAN ID
9
An UE shall select an ePDG of the local country when connecting to an ePDG in order to issue an emergency session. 

10
A PLMN shall be able to determine whether a UE is at a location where an emergency call can be supported by the PLMN (e.g. routed to the correct PSAP).

NEXT CHANGE

5.X
Key Issue 6: Determination of Emergency Call Support

A PLMN that receive as IMS emergency call request from a UE accessing a WLAN may need to decide whether to accept or reject the emergency call request based on whether the PLMN will be able to route the call to an appropriate PSAP. For example, a PLMN that only has CS access to legacy PSAPs will not always be able to support an emergency call for a UE outside the normal PLMN coverage area because the PLMN may not have access to a local PSAP for the current UE location. This can apply in both phase 1 (to the HPLMN) and phase 2. The proposed ePDG selection procedure for phase 1 (i.e. based on determining or assuming that the UE is in the home country) guarantees the problem will sometimes arise for some PLMNs in the case of S2b access. A similar problem for S2a access may arise if the TWAG is not configured to filter emergency calls based on the TWAN location. Resolution of issue 5 will not solve this issue in all cases since an emergency call can still arise from a UE that not is yet attached to the HPLMN or VPLMN.

END OF CHANGES
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