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1. Overall Description:

SA2 has received Liaison Statements from GSMA RILTE (S2-151095, S2-15xxxx) that is working on PRD IR.51: IMS Profile for Voice, Video and SMS over Wi-Fi, which is a profile for VoWiFi based on the 3GPP specifications TS 23.402 and TS 24.302. The profile uses the procedures defined in TS 24.302 section 7.2.1 for ePDG discovery.

The understanding of RILTE is that according to TS 24.302, in roaming case, the UE first attempts to derive the FQDN for ePDG address from the visited PLMN and to connect with ePDG in visited network and only attempts to connect with the ePDG of the (E)HPLMN as the option of last resort. However, in certain VoWiFi deployment scenarios the preference of the home operator might be that the UE should also in roaming case connect to the ePDG in home network. Possible such scenarios are, for instance, when visited networks have not deployed VoWiFi yet, there is no S2b layer roaming agreement with visited networks or not enough interoperability testing was performed to be sure the service works. 
GSMA RILTE asked 3GPP SA2 and CT1 whether, with the current ePDG selection procedures and an appropriate (pre-)configuration, the UE can be enabled to always select the ePDG from the HPLMN, and overriding the ePDG selection from the VPLMN; in such a case the selection of ePDG from HPLMN overrides the ePDG selection from any VPLMN, not dependent on the particular VPLMN where the UE is roaming. 
As an alternative GSMA RILTE asked 3GPP SA2 and CT1 to enhance their specifications appropriately to allow a deployment scenario where the UE connects to ePDG in home network when roaming as the preferred option.
However aspects regarding lawful interception have not been fully considered and further input from lawful interception experts is required. 

As an example, it is not clear what the behaviour should be if a UE finds itself in a VPLMN that has requirements for lawful interception and does not allow the ePDG located in the HPLMN, but in such VPLMN (and possibly country) nobody has deployed any ePDGs yet. Would that UE be allow to select the ePDG in the HPLMN (thus making lawful interception impossible) or would the UE have to renounce establishing SWu?

2. Actions:

To SA3-LI
ACTION: 
SA2 kindly asks SA3-LI to assess whether allowing the UE to always connect to an ePDG in the home network, when roaming, could potentially violate local regulations in terms of lawful interception.
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