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Abstract of the contribution:
This contribution describes options to generate downlink Routing Rule (RR) in UE-initiated mode when ANDSF policy is used for traffic steering.
Discussion
In NW-initiated mode, the PCRF generates PCC rules for both uplink and downlink traffic with access information.

Currently, ANDSF policy ISRP is applied to uplink traffic steering. See description in section 4.8.2.1.4 in 23.402:
NOTE 1:
IP traffic filters in ANDSF policies are applied in the UE for uplink traffic. Thus the source port in this context is the source port within the IP packet sent by the UE; the destination address and port are the destination address and port in the IP packets sent by the UE.

Therefore, it is not clear how the Routing Rule (RR) for downlink traffic is generated in UE-initiated mode when ANDSF policy is used for traffic steering.
Option 1: Downlink RR generated by the UE from ANDSF uplink ISRP
In this option, the UE generates the RR for the downlink traffic by itself and sends them to the network. The UE may generate the downlink RR according to uplink RR which comes from ANDSF ISRP.
This option requires minimum standard work, i.e., the UE behaviour. 
Could the UE always know the downlink traffic filter based on the uplink traffic filter?
Is the UE allowed to configure the downlink RR to route the downlink traffic via the different access network?
Option 2: Downlink RR generated by the network
In this option, the UE sends the uplink RR to the PGW/PCRF, and the PCRF/PGW generates the corresponding downlink RR and sends them to the UE. However, this option seems against the principle that only the UE controls the traffic routing in UE-initiated mode unless it is restricted that uplink and downlink traffic are routed via the same access network.
This option requires some clarification of UE behaviour and NW behaviour in the specification.
Option 3: Downlink RR generated from the ANDSF downlink ISRP
In this option, ANDSF policy is extended to include ISRP for downlink traffic. Currently, each IP traffic filter may identify traffic based on destination address for uplink traffic, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity. One example for definition of ISRP for downlink traffic is: 

Each IP traffic filter may identify traffic based on source address for downlink traffic, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity.
This option requires the definition of ISRP for downlink traffic in the ANDSF in 23.402.
Proposal
It is proposed to discuss the above issue and select one option.
The change below is for option1 based on the draft TS. If option3 is selected, a 23.402 CR is needed.
* * * Start Change * * * *
5.4.2
UE-Initiated NBIFOM Mode 

In the UE-initiated NBIFOM mode only the UE controls the traffic routing within the multi-access PDN connection by applying its ANDSF for IFOM rules and/or the user-configured routing rules. When ANDSF for IFOM rules are used, the UE decide the Routing Rules for downlink traffic. The Routing Filters are unidirectional and can be different for uplink and downlink traffic.
NOTE:
If the UE has valid ANDSF rules for NSWO, for IARP and/or MAPCON, then the UE can also control traffic routing outside the multi-access PDN connection.

The UE can request to move selected IP flows from an old access to a new access within the PDN connection by sending one or more routing rules to the network. These routing rules specify the selected IP flows and the new access.

The network may reject IP flow mobility requests from UE due to subscription (or quota) limitations. When the network rejects an IP flow mobility request, the network shall provide to UE a certain cause value indicating why the request was rejected. This cause value may be used by UE to determine when/if this IP flow mobility operation can be requested again.
The network cannot request IP flow mobility. The IP flow mobility procedures used in UE-initiated NBIFOM mode are described in section 6.

* * * End of Change * * * *
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