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Abstract of the contribution: This P-CR is proposed to solve the editor’s note of providing the emergency request indication in section 4.1 in TR 23.771.
1. Introduction
The P-CR is proposed to solve the following editor’s note in section 4.1 in TR 23.771:

Editor’s note: how the UE provides such indication is FFS and depends on the connectivity mechanism (e.g. S2b vs. S2a)

2. Discussion
According to the description in section 4.3.12.1 in 3GPP TS 23.401, emergency request indication can be provided by the UE in different procedures:

1. For emergency attached UE: the indication is provided during the attach procedure;

2. For normal attached UE with emergency PDN connection established: the indication is provided during the PDN connection establishment procedure.

When the UE accesses EPC via WLAN, the way to provide the emergency request indication is as follows:
1)
For S2a case,
a)
In SCM, the UE provides the emergency request indication to the 3GPP AAA Server in EAP message, the 3GPP AAA Server sends the indication to TWAN.
b)
In MCM:

-
For emergency attach: the UE provides the emergency request indication to the 3GPP AAA Server in EAP message, the 3GPP AAA Server sends the indication to TWAN.

-
For normal attach with emergency PDN connection established: the UE provides the emergency request indication to the TWAN in WLCP message.

2)
For the S2b case,

a)
For emergency attach: the UE provides the emergency request indication to the 3GPP AAA Server in EAP message, the 3GPP AAA Server sends the indication to ePDG.
b)
For normal attach with emergency PDN connection established: the UE provides the emergency request indication to the ePDG in IKEv2 message. 

When the emergency request indication is received, TWAN and ePDG use the Emergency Configuration Data to select PGW.
Proposal
* * * Start Change * * * *

4.1
General architectural assumptions

General assumptions:

1
SEW solutions do not support pre Rel. 13 devices and networks.
2
no new requirements are defined for the UE for undetected emergency calls  

3
In the case of S2b connectivity, the authentication mechanisms used by the UE to authenticate with WLAN for local IP access are out of scope of the SEW work. The SEW work does not consider the development of new authentication mechanisms for this case
4
During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG. The way for the UE to send the indication to the TWAG and the ePDG as follows:  
1)
For S2a case,
a)
In SCM, the UE provides the indication to the 3GPP AAA Server in EAP-AKA message, the 3GPP AAA Server sends the indication to TWAN during the authentication procedure.
b)
In MCM:
-
For emergency attach: the UE provides the indication to the 3GPP AAA Server in EAP-AKA message, the 3GPP AAA Server sends the indication to TWAN during the authentication procedure.
-
For normal attach with emergency PDN connection established: the UE provides the indication to the TWAN in WLCP message.
2)
For the S2b case,
a)
For emergency attach: the UE provides the indication to the 3GPP AAA Server in EAP-AKA message, the 3GPP AAA Server sends the indication to ePDG during the authentication procedure.

b)
For normal attach with emergency PDN connection established: the UE provides the emergency request indication to the ePDG in IKEv2 message.


5
A UE establishing connectivity for emergency services over WLAN does not provide an emergency APN.

6
It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.

7
In SEW work no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.

8
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. This does not preclude addition of relevant new information in TWAN ID
9
An UE shall select an ePDG of the local country when connecting to an ePDG in order to issue an emergency session. 
* * * End of Change * * * *
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