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Abstract of the contribution: Reflections and issues seen with direct interfaces between SCEF and underlying nodes. 
Introduction
In MONTE TR 23.789 and AESE TR 23.708 new direct roaming interfaces between SCEF in home PLMN and underlying nodes in visiting PLMN is introduced. Also the SCEF might be in control of a 3:rd party business partner to the HPLMN operator, making the direct interfaces connect to outside operator domain. In MONTE the interfaces towards MME have been discussed. But in coming generations of MONTE and AESE one can believe that other direct interfaces between SCEF and underlying nodes will be discussed, such as RCAF and local PGW. And the same principal to be agreed for Rel-13 is expected to apply for coming Releases.
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Observe that request might also, according to option B in MONTE TR be communicated directly from SCEF. But for clarity this is not drawn in the picture.

Observe also that the responses might also, according to option A in MONTE TR, be communicated via the HSS to SCEF. But for clarity only option B is drawn in the picture.

With this approach a couple of reflections are done and issues are seen.
The SCEF is connected globally to all MMEs, SGSNs and underlying nodes in roaming PLMNs.
One request might trigger many responses from many underlying nodes. 

Charging information must be generated by all underling nodes. This introduces requirements for all coming nodes that will be connected to SCEF. Charging information reports are sent to a central charging point in the VPLMN, and then sent to the party that shall be charged for the services. 

MME is known by home HSS, but other underlying nodes (such as RCAF, local PGW) might not be known and reachable from other PLMNs or outside of the operator’s domain.

If 3:rd party is in control of the SCEF, then the VPLMN has to rely on that party when it comes to SLA, roaming interface and trust. Who is the chargeable party in this case?
Underlying nodes such as MME is not intended to take business decisions, such as denying SCEF requests. MME will generate response to request and send it to the requesting SCEF, without any decision on whether the request is valid or not.
Analysis

By introducing an aggregator and exposure proxy in the visiting PLMN makes the communication between two parties trusted and secure. It will be two nodes that are functional on the same level The parties can be two operators (ordinary roaming) or between operator and 3:rd party. The aggregator and exposure proxy is a light weight aggregator point making it possible for VPLMN to take appropriate decisions on connected SCEFs and their requests.
With one central point of interconnection, business decisions can be taken in an appropriate and secure way. It will be two nodes on the same level in the architecture that communicate and therefore make it easier to agree upon future features. 

The aggregator and exposure proxy is responsible for authorization of SCEF and the incoming requests.

The aggregator and exposure proxy can easily in a secure way have communication with a 3:rd party SCEF. Aggregator and exposure proxy can aggregate all responses and send only one response to the request from SCEF.

Charging information can be done by one entity in VPLMN, namely the aggregator and exposure proxy. Optionally charging reports can be generated in underlying nodes, but they can then be optional and operator specific.

SCEF only have interfaces two one point in roaming PLMNs, namely the aggregator and exposure proxy in that network. No underlying nodes need to be revealed at VPLMN, since only one new roaming interface is needed. 

In future, for Monitoring Event: Reporting the number of UEs present in a geographic area the aggregator and exposure proxy can assist in finding the correct MMEs to address the request to. 

If the aggregator and exposure proxy is responsible for configuration of its own underlying nodes removes the dependency between possible operator specifics in the configuration. It also introduces opportunities to do operator specific implementations.
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Picture above shows the added aggregator and exposure proxy, with requests being communicated directly from home HSS (Alternative 1).
Alternative 1(HSS-MME) is already available without aggregator and exposure proxy, but it introduces a new possibility for authorization of requests. Business decisions can be taken on every request, since aggregator and exposure proxy can take that before responding back to SCEF. MME might also redirect incoming requests to aggregator and exposure proxy to take business decision (and start generating Charging information) before processing the request.

The aggregator and exposure proxy introduces two new alternative interfaces to communicate the requests. Alternative 2 is between HSS and aggregator and exposure proxy, and alternative 3 is between SCEF and aggregator and exposure proxy. Both alternatives should be evaluated. 
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Picture above shows the added aggregator and exposure proxy, with requests being communicated from home HSS via aggregator and exposure proxy (Alternative 2).
Alternative 2 is similar in communication compared to already agreed direct communication between HSS and MMEs. But it introduces an opportunity in the aggregator and exposure proxy to make business decisions for every request.
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Picture above shows the added aggregator and exposure proxy, with requests being communicated from SCEF via aggregator and exposure proxy (Alternative 3).
Alternative 3 is also similar compared to the already agreed communication (option B). SCEF can ask HSS which MME to direct the request to and then include it in the request and send it via aggregator and exposure proxy.

Alternative 2 and 3 can be seen as future communication channels, made possible by introducing aggregator and exposure proxy.
Proposal

Introduce an aggregator and exposure proxy. 
In MONTE Release 13 requests are proposed to be communicated as in alternative 1 above.

The aggregator and exposure proxy is responsible for:
· Aggregates all responses from underlying nodes

· Generating Charging information
· Authorizing SCEF

· Authorizing requests

Underlying nodes might optionally generate Charging information depending on operator needs. Then the aggregator and exposure proxy might collect all Charging information reports or this can directly be done by a charging node.
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