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This paper discusses the solutions for Flexible Mobile Service Steering that are currently documented in TR 23.718 and proposes a conclusion for Rel-13.
1.
Introduction

This paper discusses the solutions to provide flexible mobile service steering that are currently documented in TR 23.718 and proposes conclusions for FMSS in Rel-13. All solutions for key issue#1 are analyzed. There is only one solution for key issue #2 may need to be adapted to the conclusions reached for key issue #1 on the architecture.

The criteria for evaluation is selected based on previous discussions, then includes, a) compliance with both SA1 and architectural requirements, b) how each solution uses with IETF and ONF work, c) impacts on EPC nodes and signaling load.
2.
Discussion

Three types of solutions for service steering are currently documented in TR 23.718 v 0.3.0:
1) Solutions that propose to enhance the TDF (solution #1) or the PCEF (solution #2) to implement a traffic steering policy. The classifier for traffic steering is located in the TDF (solution #1) or the PCEF (solution #2). The classification is provided to the SGi-LAN for traffic forwarding, when following IETF approach using SFC encapsulation. When following an SDN based approach, as defined by ONF, then the TDF/PCEF includes a NBI to the SFC controller and an interface to provision the classifier in the TDF/PCEF. Alternatively the SFC controller function is implemented in the TDF or PCEF.
2) A solution that propose to enhance the PCEF/TDF (solution #3) to implement traffic steering policy in the UL/DL direction while a new functional entity is proposed to handle steering in the DL direction.
3) A solution that propose a new control plane function, i.e. the SCTCF, (solution #4) to implement the traffic steering policy in the SGi-LAN. The traffic steering is performed using classifiers and forwarding entities in the SGi-LAN. The solution allows optional use of the PCEF/TDF for traffic classification. Solution #4 may be implemented as an SDN approach, as defined by ONF, where the PCRF provisions TSP to the SCTCF that is part of the SFC controller function in the SGi-LAN.

These are further analyzed in the following sub-sections according to the criteria for evaluation listed above.
2.1        Compliance with SA1 requirements
All four solutions propose enhancements to PCC specifications to steer traffic in the (S)Gi-LAN on a per user, session and application basis. The PCRF generates the Traffic Steering Policy (TSP) based on the current information available at the PCRF. None of the solutions take into account core network load as this information is not available to any PCC nodes.

In particular, it has been discussed if and how each solution  takes into account the application characteristics, described as application type, application protocol, target address name and application provider to generate a TSP, but neither Gx nor Sd provides this information to PCRF today. A potential solution is to associate an Application Identifier to a combination of application characteristics. The Application Identifier is provisioned in the PCEF, TDF or SCTCF depending on the solution. Reporting the application detected to the PCRF does not include the application characteristics but a combination of application characteristics mapped to an application identifier can also be preconfigured in the PCRF.
Conclusion 1: All four solutions achieve the same level of compliance to SA1 requirements. The PCRF generates the TSP to steer traffic on per user, session and application basis and the existing UE context and operator policies are taken into account to generate a TSP. 
2.2
Compliance with architectural requirements

2.2.1
Architectural requirement to support application detection functionality

There are architectural requirements to support application detection functionality for application based traffic steering. 
One discussion is whether application detection for traffic steering should be performed in the PCEF/TDF as proposed by solution #1 and #2 or whether application detection for traffic steering can be decoupled from other PCC functions  as proposed by solution #3 and #4. In our view, the application detection for QoS and charging and for traffic steering should be decoupled to address the most generic scenario where QoS and charging, typically related, are performed for an application and steering is performed for a different application
Conclusion 2: The application detection functionality for service steering may be decoupled from application detection for QoS and charging implemented in the PCEF/TDF today as proposed by solution #3 and #4. 
Solution #4 can use application detection in the PCEF/TDF, if a service requires QoS and charging and traffic steering, and the PCEF/TDF then performs packet marking towards the SGi-LAN.

Conclusion 3:  The solution #4 is the most flexible solution that allows both to use application detection functionality implemented in the SGi-LAN and in addition allows both implementation options the application detection functionality in the PCEF/TDF as proposed by the solutions #1, #2 and the solution #3 for UL traffic, if deployed, to assist and influence the service steering in the SGi-LAN.
2.2.2
Architectural requirement for co-existence with existing deployments

There are architectural requirements to describe how solutions works in conjunction with existing 3GPP features, in particular with ADC feature. 
All solutions work with ADC and other existing 3GPP features.

Conclusion 4:  All solutions work with ADC and other existing 3GPP features as documented in the FMSS TR.
2.2.3
Architectural requirement to perform traffic steering based on the application characteristics
As mentioned in sub-clause 2.1, the PCRF is not aware of the application characteristics but only the application identifier that may be mapped in the PCEF, TDF or SCTCF to a combination of application characteristics.

Conclusion 5:  All four solutions achieve the same level of compliance to this requirement.
2.3
Co-existence with IETF and ONF work
Solutions #1, #2 and #4 describe how the solution can be mapped to the IETF and ONF work. 

When utilizing IETF work, the solution #1 and #2 relies on a single classifier and the solution #4 allows multiple classifiers, in addition SFC encapsulation is used to transfer the service function path selection. All solutions are in line with IETF architecture.
The issue with a single classifier is that all UL and DL traffic is sent to this single classifier, while with multiple classifiers, an initial classifier may inspect all traffic while the non-initial classifier only inspects the traffic that requires application detection. A solution with multiple classifiers allows reducing the user plane processing in the network, in particular if application detection is required that consumes large amount of processing resources. There have been discussions on whether having multiple classifiers is a deployment option or not so that multiple classifiers may be deployed in multiple processors in the PCEF or in the TDF. In our view, it is the opposite, a standardized solution should allow for multiple classifiers while a particular implementation may decide to collocate then in the same physical node.
Conclusion 6: A solution for FMSS should allow multiple classifiers. Both solution #3 and #4 allows multiple classifiers
When utilizing ONF, the solution #1 and #2 enhances the TDF/PCEF to play the role of the SFC classifier, in addition if the SFC controller is located in the SGi-LAN then a NBI is used to provide the traffic steering policies to the SFC controller as described in FMSS TR: “The SFC controller may be collocated with TDF or located within (S)Gi-LAN. If the SFC controller is located with (S)Gi-LAN then a NBI (North-Bound-Interface) is used to provide the traffic steering policies to the SFC controller “ .The figure below provides a possible interpretation of how NBI interface is implemented.
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Figure 1. SFC controller in SGi-LAN interfaces with the TDF
The solution #4 interacts with the SCTCF that is part of the SFC controller to provide a TSP as shown in the figure below.
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Figure 2.  SFC controller in the SGI-LAN interactions with PCRF
The solution #1 and #2 also require an interface to provision the TSP to the SFC controller and an interface to provision the classifiers from the SFC controller. In case SFC controller is collocated in the TDF/PCEF this interfaces are internal to the TDF/PCEF.

Conclusion 7:  The Solution #4 provides a clean de-coupling between standardization bodies. A tighter integration is required in solutions #1 and #2. 

Even though, FMSS WID stated, that the scope is restricted to providing policies over interfaces defined by 3GPP it is worth mentioning that the SFC controller is an important component of a solution for traffic steering to provide the following functions, among others: has an e2e view of the SFC domain, network topology, and load state that is taken into account to construct the service function paths when provisioning the classifiers and forwarding entities. 

2.4
Identified impacts in EPC nodes and interfaces
All solutions have identified impacts in EPC nodes and interfaces described in sub-clauses 6.1.1.2, 6.1.2.2, 6.1.3.2 and 6.1.4.2. As stated in the FMSS WID the scope is restricted to providing policies over interfaces defined by 3GPP. If only interfaces, and entities, defined by 3GPP are considered then both solutions #3 and #4 defines new interfaces and a new functional entity, both solution #3 and #4 have larger impacts on EPC interfaces. At the same time, a possible solution to follow an SDN based approach as defined by ONF would require new interfaces to solution #1 and #2 from the 3GPP entities PCEF/TDF as discussed above.
Some non-functional aspects can also be considered, fault management may be more complex when service steering is introduced in the PDN-GW or the TDF as logs, and notification to detect faults will not be specific for service steering but also for PCC, isolation of specific fault on traffic steering is more difficult to detect. This means that a new interface as proposed by solution #3 or #4 helps to separate the service steering function from PCC, therefore ease its deployment in the operator´s network.
In the specific case of an SDN deployment need a new interface to the SFC controller and the classifiers need to implement an interface to receive TSP(s). As shown in figure 1, these are two new interfaces in the TDF/PCEF that needs to be implemented in solutions #1 and #2.
Conclusion 8:  Solutions #1 and #2 extend existing interfaces and existing functional entities that means that the detection of faults and its management is more complex comparing with solution #3 and #4 that introduce a new interface to separate service steering. A possible solution to follow an SDN based approach as defined by ONF would require new interfaces to solution #1 and #2 to provision classifiers and a new interface with the SFC controller in all solutions.
2.5
Impacts on signaling and processing load 

Solution #4 increases overall IP-CAN session signaling in two new messages to provision, remove modify TS Rules. 

Solution #1 reuses existing signaling. Example: IP-CAN session establishment requires 2 Gx messages. At the time a service with deducible flows is detected, then 2 Gx messages to report flows and provision PCC Rules.
Solution #2 reuses existing signaling when uplink and downlink is handled by the same TDF instance. Example: IP-CAN session establishment requires 2 Gx + 2 Sd messages. At the time a service with deducible flows is detected, then 2 Sd messages to report flows and provision ADC Rules. For those scenarios where uplink and downlink traffic are handled by different TDF instances, then additional signaling is needed to provision uplink and downlink filters to the different instances. IP-CAN session establishment requires 2 Gx + 2 Sd messages per TDF instance.
Solution #3 adds 2 new messages over Sts interface. Example: IP-CAN session establishment requires 2 Gx/Sd + 2 Sts messages. At the time a service with deducible flows is detected, then 2 Gx/Sd messages to report flows and 2 new messages provision TSR over Sts for DL traffic. 
Solution #4 adds 2 new interactions over St interface. Example: IP-CAN session establishment requires 2 Gx/Sd and 2 St messages. At the time a service is detected, application detection is used to do packet marking, no additional signaling is required. In case application reporting is desired as trigger for provisioning TSR from PCRF to SCTCF, then this requires 2 Gx/Sd + 2 St messages.
When using an ONF based solution, solution #1 and #2 require, with a stand-alone SFC controller, two interfaces to provision TSR and the classifier (4 more messages) and when SFC controller is collocated, the PCEF and TDF functionality is impacted to implement a new functional entity. Solution #4 interacts with the SDN controller stand-alone via an interface defined in the SGi-LAN and then to the classifiers (4 more messages).
Conclusion 9: Solution #2 adds less signaling compared with solution #1, #3 and #4. Solution #1, #3 and #4 require two additional messages to provision TSP policies that may be different for UL and DL traffic.
2.6
How agnostic solutions are of the implementation in SGi-LAN

All four solutions can be deployed to be agnostics of how SGi-LAN routing and forwarding is implemented. 
If SGi-LAN is preconfigured to do steering based on a certain tag, then in solutions #1, #2 and #3, the PCEF or TDF can add steering information to the IP packets according to the preconfigured information in the SGI-LAN. In solution #4 the SCTCF can provision the classifiers to tag the IP packets according to the preconfigured information to do routing in SGI-LAN. 
Alternatively, all four solutions may place requirements on SGi-LAN, so not to be agnostics of SGi-LAN routing. If the classifiers insert steering information using e.g. NSH, then the forwarding entities and service functions needs to understand the NSH header. A proxy need to be implemented in case service functions cannot handle the NSH header.

Even in the simpler case defined above, some assumptions in the SGi-LAN are made by all solutions, e.g. where the classifiers are located. 

On the discussion on how the interworking is done, either preconfigured information is provisioned in the SGi-LAN or an interface needs to be provided to the SDN Controller, via PCEF or TDF or via SCTCF depending on the solution.  Solution #4 defines a new entity, the SCTCF to ensure that the traffic steering policy is enforced in the SGi-LAN, this is a new requirement. Other solutions rely on pre-configured information or to interface the SDN controller (collocated or standalone).
Conclusion 10: All four solutions can be deployed to be agnostic of the way routing and forwarding is done in the SGi-LAN. 
3.
Proposal
The following conclusions are proposed for FMSS in Rel-13:

The analysis above shows that solution #4 is the most flexible solution that is agnostic of how classifiers and forwarding entities are implemented in the SGi-LAN and then works without modifying existing PCEF/TDF deployment, while it can also use existing PCEF and TDF deployment and its capabilities.
Solution #4 allows de-coupling the work doing by other standard bodies by implementing the St interface, therefore a cleaner integration is provided.

Solution #4 covers scenarios described by solution #1 and #2 as specific deployments, where classifiers are located in the PCEF/TDF.
Solution #4 is selected for normative specification.
* * * First Change * * * *

7
Overall Evaluation

7.1    Solutions 

Three types of solutions for service steering are currently documented in TR 23.718 v 0.3.0:

1) Solutions that propose to enhance the TDF (solution #1) or the PCEF (solution #2) to implement a traffic steering policy. The classifier for traffic steering is located in the TDF (solution #1) or the PCEF (solution #2). The classification is provided to the SGi-LAN for traffic forwarding, when following IETF approach using SFC encapsulation. When following an SDN based approach, as defined by ONF, then the TDF/PCEF includes a NBI to the SFC controller and an interface to provision the classifier in the TDF/PCEF. Alternatively the SFC controller function is implemented in the TDF or PCEF.

2) A solution that propose to enhance the PCEF/TDF (solution #3) to implement traffic steering policy in the UL/DL direction while a new functional entity is proposed to handle steering in the DL direction.

3) A solution that propose a new control plane function, i.e. the SCTCF, (solution #4) to implement the traffic steering policy in the SGi-LAN. The traffic steering is performed using classifiers and forwarding entities in the SGi-LAN. The solution allows optional use of the PCEF/TDF for traffic classification. Solution #4 may be implemented as an SDN approach, as defined by ONF, where the PCRF provisions TSP to the SCTCF that is part of the SFC controller function in the SGi-LAN.

These are further analyzed in the following sub-sections according to the criteria for evaluation listed above.

7.1    Comparation table
	
	Solution #1  (PCEF solution)
	Solution #2     (TDF solution)
	Solution #3    (Dual classifier)
	Solution #4                (Service steering interface)

	Compliance with SA1 requirements
	Yes (congestion in CN is not available)
	Yes (congestion in CN is not available)
	Yes (congestion in CN is not available)
	Yes (congestion in CN is not available)

	Support for application detection
	Yes, PCC based
	Yes, PCC based
	Yes, PCC based
	Yes, may use PCC application detection as an option

	Co-existence with existing deployments
	Yes
	Yes
	Yes
	Yes. Impact PDN GW/TDFs can be avoided

	Steering based on application characteristics
	Yes
	Yes
	Yes
	Yes

	Co-existence with IETF
	Yes
	Yes
	Unknown
	Yes

	Co-existence with ONF
	Yes, controller integrated in TDF or with interface from TDF
	Yes, controller integrated in PCEF or with interface from PCEF
	Unknown
	Yes, SCTCF is part of the controller

	Impacts on EPC nodes and interfaces
	Low
	Low-medium
	Medium
	Medium

	Impacts on signalling load
	Low
	Low-medium
	Medium
	Medium

	Impacts on processing time
	Medium 

(traffic latency added for DL)
	Medium       

(traffic latency added for DL)
	Medium 

(traffic latency added for non-deducible flows)
	No impacts (when ADC not used) 

Medium (when ADC is used, traffic latency added for DL)

	Agnostic of SGi-LAN deployment
	Yes (marking aligned with preconfigured routing in SGi-LAN).

No, (NSH is used)
	Yes (marking aligned with preconfigured routing in SGi-LAN).

No, (NSH is used)
	Yes (marking aligned with preconfigured routing in SGi-LAN).

No, (NSH is used)
	Yes for routing (marking aligned with preconfigured routing in SGi-LAN).

No, (NSH is used, when ADC is used)




8
Conclusions


The analysis above shows that solution #4 is the most flexible solution that is agnostic of how classifiers and forwarding entities are implemented in the SGi-LAN and then works without modifying existing PCEF/TDF deployment, while it can also use existing PCEF and TDF deployment and its capabilities.

Solution #4 allows de-coupling the work doing by other standard bodies by implementing the St Interface therefore a cleaner integration is provided.

Solution #4 covers scenarios described by solution #1 and #2 as specific deployments where classifiers are located in the PCEF/TDF.
Solution #4 is selected for normative specification.
* * *End of Changes * * * *
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