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Abstract of the contribution:

This contribution clarifies the TCF solution addressing the corresponding FFS.

1. FFS identified for the Policy Based TCF Solution

The TCF solution is using two logical functions handling uplink and downlink traffic so that the traffic needs not be handled by a single TCF to avoid single point failure, traffic overload at the single network element, and non-optimal route.

This PCR addresses the following key open issues that were captured in the editor’s notes:

1) How TCF works when the TDF is deployed with ADC function?

Editor’s Notes: the solution should handle the scenario when TDF is deployed with ADC function. How the solution works with TDF is deployed is FFS and will be provided.

2) How the traffic marking is performed when TCF is deployed?

Editor's Note: Whether there is non-standardized marking scheme and its detail is FFS

3) How TCF works with application detection, especially in multi-vendor scenario?  For example, does TCFd support the downlink traffic classification?  How to handle traffic that needs traffic detection support on both uplink and downlink, how TCF and TCFd are coordinated?
Editor's Note: For some traffic (e.g., video traffic in HTTP), the TCFd may perform application detection. In such situation, the difference between TCFd and TDF needs FFS. And whether the TCF and TCFd from two different vendors performing independent traffic detection in uplink and downlink work is FFS.

4) How Sts is used by TCFd if TCFd needs to perform traffic detection?

Editor’s Notes: the information flow of Sts is FFS.

This PCR addresses the above open issues and evaluate the solution.

2. Solution Summary

In summary, the TCF has the following key functional attributes: 

1) All application detection are performed by TCF. 

2) TCFd does not perform application detection and only marks downlink traffic based on the information obtained from PCRF.

3) In case TCFd does not know how to classify the downlink traffic, this downlink traffic is routed to TCF for downlink traffic marking.

3. Addressing the “open issues”

In the uplink traffic, the TCF marks the uplink chain ID. 
The TCFd marks the downlink chain ID if it has the downlink chain ID mapping information. Otherwise, the downlink traffic is forwarded to TCF (i.e., the line ①) for classification (e.g., in conjunction with the uplink session state). Then, TCF marks the downlink chain ID and send the traffic back to (s)Gi-LAN (i.e., the line ②). The traffic is processed and sent back to user (i.e., the line ③).  The subsequent downlink traffic is be sent to TCF until TCF informs TCFd the downlink chain ID through PCRF.
For deducible traffic, the chain ID of the subsequent downlink flow can be identified by TCF simply based on the uplink packets or based on some packets of the downlink flow, the TCF informs PCRF the mapping of the downlink flow and the downlink chain ID. PCRF then further informs TCFd. TCFd records the mapping and performs the marking for the downlink traffic. This is shown as the red line in the following figure.
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When TDF is deployed with ADC function, the TCF is collocated with TDF. TDF send downlink chain marking rule to TCFd through PCRF using Sd interface. The downlink traffic back to user need not to go through TDF as the figure shown below. This addresses Editor’s Notes 1.
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The information sent between PCRF and TCF, from PCRF to TCFd will follow the semantics defined in this WI. Therefore, there is no non-standardized marking scheme. This addresses Editor’s Notes 2.
The application detection is done only in TCF. There is no application detection in TCFd and no multiple vendor issue. This addresses Editor’s Notes 3.
The information flow on Sts is that when PCRF receives downlink chain ID rule from TCF, PCRF sends the downlink chain rule (e.g., the IP 5-tuple and the corresponding ID) to TCFd. This addresses Editor’s Notes 4.
4. Impact and solution evaluation
1) Advantages

TCF/TCFd based solution leverages existing network functions and interfaces and provides an optimal way to support traffic classification and steering. This can avoid unnecessary traffic overload to a single network element and optimizes the traffic routing.

In the worst case, prior to the (s)Gi-LAN handling the service chain, the downlink traffic from (s)Gi-LAN is forwarded to TCF for traffic classification and marking, sent back to the (s)Gi-LAN for service handling, then back to TCF (when TCF is collocated with PGW/TDF) again. The chain ID caching as proposed by this solution helps to mitigate such worst case scenario.

2) Disadvantages

The solution introduces a new interface (Sts) and a new functional entity (TCFd) for the downlink traffic marking. It also needs to extend both Gx and Sd interface.  
5. Conclusions
The following changes are proposed to TCF solution in TR 23.718. 
* * * Start Change * * * *

6.1.3
Solution 1.3: Policy Based TCF Solution 

6.1.3.1
Architecture Description

To achieve effective traffic steering, the traffic shall be routed to the so called Value Added Services (VAS) in a proper manner: the traffic goes through VAS only as needed, avoid traffic concentration as much as possible and avoid duplicated computational intensive functions execution.

There are two classifiers are introduced in the 3GPP network scope. The architecture are summarized as below:
· PCRF is enhanced to provide Traffic Steering Policy on how to decide the traffic path based on related information.

· The TCF (Traffic Classifier Function) is introduced to be collocated with PGW/TDF differentiate variant traffic based on the policy received from PCRF and perform traffic marking.

· TCFd is a network function performs as classifiers for downlink traffic only. The IP address of TCFd is configured in PCRF.
· A new interface Sts is introduced to provide downlink traffic marking rule to TCFd.

6.1.3.1.1 Solution description

For the uplink, the traffic travels through TCF then goes to (s)Gi-LAN. The packets are marked by TCF according to the traffic steering policy provided by PCRF. 
For applications with deducible service data flows, the TCF informs PCRF the mapping of the Application ID with IP 5-tuple through application reporting message. PCRF then further informs TCFd on the downlink traffic marking rule over the Sts interface as shown in the figure 6.1.3.1 below. TCFd performs downlink traffic classification based on the rule.
For non-deducible service data flows, the TCFd will not have the corresponding downlink traffic steering rule.  Those traffic is forwarded to TCF (i.e., the line ①) for classification and marking. Then, the traffic will be sent back to (s)Gi-LAN (i.e., the line ②). The downlink traffic is processed and sent back to user (i.e., the line ③).  The subsequent downlink traffic is sent to TCF for marking until TCF informs TCFd the downlink chain ID through PCRF.




Considering that traffic inspection is computational intensive, the traffic steering policy shall be able to indicate to TCF which traffic need to be processed. For example, only traffic generated by users subscribed with some service/application in the congested cell will be handled by deep inspection.



[image: image4.png]



Figure 6.1.3.1: Architecture and information flow when TCF collocated with PGW/TDF 
When TDF is deployed with ADC function, the TCF can be collocated with TDF. TDF obtains traffic steering policy over Sd from PCRF. In case of applications with deducible service data flows, there may be no ADC Rules for downlink traffic,  


6.1.3.2
Impacts on existing nodes and functionality

· Traffic Classifier Function in PGW/TDF: has the function to identify the service path and traffic marking based on the steering policy received from PCRF.
· Gx/Sd interface needs to be enhanced to transfer steering policy from PCRF to PGW/TDF
· PCRF is enhanced to send a traffic steering policy to TCF in PGW/TDF through interface Gx/Sd, and send a downlink traffic steering policy (marking rule) to TCFd through a new interface Sts
6.1.3.3
Solution Evaluation


1) Advantages


This solution can handle deducible service data flows and avoid back and forth downlink traffic routing. This is especially beneficial when the VAS are deployed in different data centers.
For deducible service data flow, no application layer detection is required for downlink since the TCFd does not perform application layer detection and classification.
Note: the traffic routing for non-deducible service data flows is not optimized as shown in the redline in the Figure 6.1.3.1 and 6.1.3.2. .
2) Disadvantages

The solution introduces a new interface (Sts) and a new functional entity (TCFd) for the downlink traffic marking.  
Reporting of per-UE application-ID and corresponding IP-5-tuple between the TCF to PCRF and PCRF provisions corresponding traffic marking rule to TCFd will cause signaling impact on the PCRF.
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