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Abstract of the contribution:  This contribution proposes text to clarify the manner in which public safety services should be supported over an IOPS network and proposes an LS to SA3 and SA6.
Introduction

Draft study report TR 23.797 v0.1.0 contains the following Editor's Notes referring to provision of public safety services:
Editor's note: It is FFS, also in cooperation with SA6, whether the Local EPC used in IOPS mode provides access to local MCPTT application servers for public safety or whether a peer to peer mode of operation is used instead.
……………

Editor's note: It is FFS whether specialized IOPS operation of PS services is required in this mode.

The IOPS stage 1 service requirements TS 22.346 specify the need to support a minimal set of MCPTT group call services.
The MCPTT stage 1 service requirements identify a need to support push-to-talk group services in both the following scenarios:
1.
An application level client/server architecture supported by EPS bearers provided by E-UTRAN connected to a Macro EPC when in network coverage;

2.
A peer-to- peer architecture supported by ProSe Communication services for use when users are out of network coverage.
The IOPS solution currently proposed in the draft study report is one based upon the principle of providing Local EPC instances that provide functionality and interfaces equivalent to a Macro EPC but which are located close to (or co-located with) one or more of the eNBs that will form the IOPS network.  This solution proposal relies upon the standard LTE EPS Bearer Service architecture supported by the Uu radio interface.  The solution does not propose the use of the PC5 ProSe radio interface.
Therefore, consistent with the above IOPS solution proposal (EPS bearer services supported by a Local EPC) it is proposed that the provision of MCPTT services over an IOPS network should be based upon the application level client/server architecture being specified by SA6.  The implications of this proposal include:
1.
The services provided by a Local EPC instance should be sufficient to support the application level client/server architecture defined by SA6 (e.g. should also be capable of supporting a local IMS instance).

2.
The security procedures to support an IOPS network, to be identified by SA3, should be able to support a Local MCPTT application server instance in addition to supporting a Local EPC instance.
The proposal, that provision of MCPTT services over an IOPS network should be based upon the application level MCPTT client/server architecture, does not prevent the independent use of peer-to-peer MCPTT services in the coverage area of an IOPS network if authorised.
It is proposed to update the IOPS study report to reflect this decision as shown in the text proposal below.

Furthermore, it is proposed to send an LS to SA6 and SA3 (see S2-150765 for a draft LS submitted for approval to this meeting) informing them of this decision.
Proposed Changes to TR

>>>>>>>>>>>>Start of first change<<<<<<<<<<<
6.1.1
Functional description

This solution assumes that the eNB is co-sited with, or can reach, a Local EPC instance (including at least the MME, SGW/PGW and means to locally deliver security/access control as required by SA3) which is used in IOPS mode ( i.e. when there is no S1 connectivity to the macro EPC). This allows it to replicate the behaviour of a nomadic system isolated from the network, and it can be based largely on existing specifications.
Support of application services over the IOPS network will be based upon the LTE-Uu radio interface and EPS bearer services supported by the Local EPC.  An IOPS network will provide local IP connectivity services.

In situations when the backhaul to the macro EPC is lost, the following is expected:
>>>>>>>>>>>>End of first change<<<<<<<<<<<
>>>>>>>>>>>>Start of second change<<<<<<<<<<<
6) Public Safety services supported by the Local EPC can be initiated at this time.


7) At any time, the backhaul could be detected to be restored.

8) The eNB stops its operation on IOPS mode and advertises the normal PLMN ID and the regular TAI values are advertised by its cells. Local EPC S1 connections are released according to the IOPS eNB policies to move the UE's to idle mode, and the regular PLMN ID is announced by the eNB so UEs reselect this PLMN and attach afresh to the macro EPC.

9) The UE normally attaches to the Macro EPC, as authorised.
6.1.3
Impact on existing entities and interfaces

>>>>>>>>>>>>End of second change<<<<<<<<<<<[image: image1.jpg]Y
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