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Abstract of the contribution: This contribution proposes solution principles for S2b SEW (including Location information types, ePDG selection, IKEv2 changes).
1
Discussion
Based on the discussion in the two conference calls, this contribution discusses solution principles for S2b SEW.
Location information type:

The IETF Geopriv working group has defined DHCP extensions that allow the host to obtain its location in terms of geo coordinates (RFC 6225) or as a civic address (RFC 4676). In the S2b case the location information obtained via DHCP Geopriv extensions will typically be that of the WLAN AP to which the UE is attached.

The UE is also aware of the WLAN AP’s MAC address (BSSID). In countries that maintain national emergency address databases (e.g. NEAD – National Emergency Address Database proposed in the US) the WLAN AP’s MAC address can be used by the network to query the database and translate the MAC address into location.
The UE may be in 2G/3G or LTE coverage in which case the Cell ID of the umbrella cell could be used for coarse location estimation.

The UE may know its location based on GPS positioning. The geo location information in this case is similar as in the IETF Geopriv DHCP extension for geo coordinates, only much more accurate.

Proposal 1: any of the following can be used as initial location information: civic address, geo coordinates, AP’s MAC address, Cell ID of the umbrella cell.
UE-provided vs Network-provided location:

The regulators in some countries may require that the initial network location for Emergency calls must be provided by the network (i.e. the UE-provided location cannot be trusted). That was the reason why 3GPP defined the NetLoc work item and defined a solution for network-provided location when UE is connected via 3GPP access.

Unfortunately, in the S2b it is difficult to see how the network can provide a valid location estimate without relying on UE input. Only in the special case where UE uses EAP-AKA for WLAN access authentication it may be possible to have a reliable network-provided location (e.g. by having the WLAN AP piggyback its location as part of the EAP-AKA procedure).
Proposal 2: consider only UE-provided location for S2b when EAP-AKA is not used for WLAN access authentication.

ePDG selection:

For Emergency calls UE needs to select an ePDG that resides closely to the UE location. In the roaming case it needs to select an ePDG residing in the VPLMN.
Even if SEW Phase 1focuses on non-roaming scenarios only, the solution needs to be forward-looking when it comes to ePDG selection. In some cases the UE may not even know whether it is roaming or not (e.g. UE is in the basement, out of cellular coverage). For such cases the currently specified ePDG selection procedure (TS 23.402) will force the UE to select a HPLMN-based ePDG, which is obviously not good for Emergency calls.
There are two possibilities to address this problem:

· Redirection: not knowing whether it is roaming or not, the UE establishes a connection with an ePDG in the HPLMN (H-ePDG) using the ePDG selection defined in TS 23.402. Based on the UE location provided over SWu the ePDG realises that the UE is roaming. The provided UE location allows the ePDG to determine the country where the UE is. The H-ePDG releases the SWu connection with an appropriate cause and a list of PLMNs that correspond to the current UE location.

· Well-known FQDN: UE uses a well-known FQDN for ePDG selection for Emergency calls (e.g. sos.epdg.epc.pub.3gppnetwork.org). This well-known FQDN will trigger a DNS server (located “low” in the DNS server hierarchy) to respond with a “local” ePDG address.
Both approaches can be made to work.
Proposal 3: ePDG redirection or well-known FQDN can be used to select an ePDG that resides closely to the UE location.

IKEv2 changes:

· IKEv2 procedures need to be enhanced to support conveyance of an Emergency indicator, Location information and a list of PLMN IDs:

· The Emergency indicator allows the ePDG to select an appropriate PDN GW (e.g. by using a pre-configured Em-APN).

· The Location information need to be able to carry any of the location types listed previously.

· The list of PLMN IDs is carried in the ePDG-to-UE direction and is used for ePDG redirection.

These parameters could be carried in a Vendor ID payload, Configuration payload or Notify payload (all defined in RFC 5996).

Proposal 4: IKEv2 procedures need to be enhanced to support Emergency indicator and Location information over SWu in the UE-to-ePDG direction. They also need to support a list of “local” PLMN IDs in the ePDG-to-UE direction.

2
Proposal
It is proposed to agree the following solution principles for S2b SEW and document them in the SEW TR:
Proposal 1: any of the following can be used as initial location information: civic address, geo coordinates, AP’s MAC address, Cell ID of the umbrella cell.

Proposal 2: consider only UE-provided location for S2b when EAP-AKA is not used for WLAN access.

Proposal 3: ePDG redirection or well-known FQDN can be used to select an ePDG that resides closely to the UE location.

Proposal 4: IKEv2 procedures need to be enhanced to support transport of Emergency indicator and Location information over SWu in the UE-to-ePDG direction. They also need to support transport of a list of “local” PLMN IDs in the ePDG-to-UE direction.
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