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Due to this omission, UE may not implement this functionality which could result in emergency call failure for the following example scenario:
Assume that:

· (V)PLMN supports emergency bearer mode “d) All UEs allowed” in TS23.401

· (V)PLMN supports VoIMS and EMC

· UE is not CS attached (e.g. NW failure, or LTE-only PLMN)

This case translates to TS23.167 Table H.1 Case A: UE attempts PS emergency call. But when IMS emergency registration fails for whatever reasons, the IMS emergency call for the UE is successfully made when the UE implements the anonymous retry option, and fails when the UE does not. The success of IMS emergency call is dependent on the UE implementation.
Therefore, an UE must implement the procedure to retry with “IMS emergency call without registration” when IMS emergency registration fails.
And according to current specification, IMS emergency call request without IMS registration (INVITE) does not include information necessary for callback procedures, even for UE with UICC. This needs to be corrected in order to meet the callback regulations.
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*** Beginning of change ***
4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the emergency principles and requirements of TS 22.101 [8], TS 22.228 [27] and the following architectural requirements:

1.
Void.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, and emergency SIP and TEL‑URIs as specified in TS 22.101 [8], and special indications for emergency sessions within the SIP signalling shall be supported. The URIs allowed to resolve to emergency services may be subject to local policy in the serving network (e.g. determined by national regulatory requirements applicable to emergency services).

4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can't detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS. The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow.


In the case that UE is not already IMS registered, it shall perform a registration for the support of emergency services (emergency registration).


In the case a UE is already IMS registered, the UE may skip the additional emergency registration if the UE is aware that it is in its home network (e.g. including IP-CANs where roaming outside the home network is not supported).


If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P‑CSCF, and the UE shall include an equipment identifier (the specific details of the equipment identifier to use may depend upon the IP-CAN) in the request to establish an emergency session.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.

9.
Emergency Service is not a subscription service and therefore, when the UE has roamed out of its home network, emergency services shall not be provided by the home network and shall be provided in the roamed-to network if the roamed-to network supports emergency sessions. If a UE has sufficient credentials, it shall initiate an emergency registration with the network (requiring the involvement of the home network). The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. If the registration fails, the UE shall reattempt IMS emergency call procedure as specified in Subclause 7.4 “IMS Emergency Session Establishment without IMS Registration”.

10.
If an emergency session establishment request is routed to a P‑CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).

11.
Emergency centres and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
The architecture shall enable emergency centres and PSAPs to request a PSAP call back session to a UE with which the Emergency centres or PSAPs had an emergency session. The serving network of the UE shall use the appropriate call termination procedures e.g. IMS if the UE is available for voice over PS, or ICS if the user is available over CS. PSAP call back is subject to local regulation.

NOTE 1:
PSAP call back sessions are treated as normal calls.

13.
The IMS core network shall be able to transport information on the location of the subscriber.

14.
Void.

15.
The network shall be able to retrieve the caller's location;

16.
As a regional option, the network shall be capable of assigning a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK, which has the same properties as the existing ESRK in wireless 911 services) to an IMS emergency session, and releasing the ESQK when the emergency session is terminated.

17.
The network shall provide the caller's location information to the PSAP upon query from the PSAP.

18.
The network shall provide the possibility to route to a default answering point given the scenario where the local PSAP can not be determined.

19.
The network may provide a capability to enable a UE to obtain local emergency numbers.

20
A UE should support a capability to obtain local emergency numbers from the network once such a capability has been defined and agreed.

21.
It shall be possible in the network (e.g. in the E‑CSCF) to prevent the sending of the information of the users, such as public user identifiers and the location information to the PSAP when explicitly requested by the user, i.e. request on session by session basis and national regulator policy applicable to emergency services requires the user to be allowed to request privacy.

22.
Void.

NOTE 2:
TS 24.008 [13] contains a procedure to provide local emergency numbers for UMTS and GPRS access but the procedure is not applicable to I-WLAN or cdma2000 HRPD and contains a limited number of emergency service categories. Therefore, an improved capability may need to be developed for IMS Emergency calls.

23.
Void.

In addition to the architectural requirements, the following architectural principles apply to IMS emergency sessions:

-
The IMS network shall be able to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS, supplementary services interactions) of emergency sessions.

-
If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
-
The P‑CSCF is the IMS network entity, which is responsible to detect the request for emergency session and forwards the request to E‑CSCF in the same network.

-
The P‑CSCF serving the emergency call is the IMS network entity which may retrieve the location identifier from the IP-CAN.

-
The E‑CSCF is the IMS network entity, which shall be able to retrieve geographical location information from the LRF in the case that the geographical location information is not available and is required.

-
If required, the E‑CSCF shall be able to forward the location information to the LRF for validation of geographical location information in the case that the geographical location information is included by the UE over any access network type.

-
The E‑CSCF is the IMS network entity, which is responsible to route the request to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request.

*** Next change ***
6.1
UE
-
Should be able to detect an emergency session establishment request.

-
Initiate an IMS emergency registration request.

-
The UE may perform an IMS emergency session establishment without prior emergency registration when already IMS registered and it is in home network (e.g. including IP-CANs where roaming outside the home network is not supported). 
-
Otherwise, the UE shall perform an IMS emergency registration. 
-
If the IMS emergency registration fails, the UE shall reattempt IMS emergency call procedure as specified in Subclause 7.4 “IMS Emergency Session Establishment without IMS Registration”.
-
Include an emergency service indication in the emergency session request.

-
Include an equipment identifier in the request to establish an emergency session for "anonymous user" for UICC-less UE.
- 
If UICC is available, include valid IMSI and MSIDN in the request to establish an emergency session without IMS registration.
NOTE 1:
"Anonymous user" in this context is the person who does not have sufficient credential for IMS registration. No Stage 3 work is expected as the anonymous user detection already existed today.

-
Include identity information for the IP-CAN if available (e.g. MCC-MNC or an equivalent)

NOTE 2:
UE provided IP-CAN identity information will not be completely reliable.

-
Attempt the emergency call in CS domain, if capable.

-
Handle a 380 (Alternative Service) response with the type set to "emergency" e.g. as a result of non UE detectable emergency attempt.

-
Handle a response with an indication, IMS emergency registration required as a result of emergency session establishment attempt.

-
Other general requirements of UE shall be referred to the general requirements of emergency calls in TS 22.101 [8].

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message.

-
Emergency session indication.

-
A registered Public User Identifier. If the UE performed an emergency registration using a temporary Public User Identifier then the UE should not use the temporary Public User Identifier to initiate the emergency session. The selected Public User Identifier shall be part of an implicit registration set that includes a TEL‑URI.

NOTE 3:
The UE can be preconfigured with information to select the appropriate Public User Identifier if more than one Public User Identifier is provisioned in the UE.

-
Optionally, type of emergency service. It could be implied in the above emergency session indication.

-
UE's location information, if available.

-
The TEL‑URI associated to the Public User Identifier, if available.

-
GRUU, if available.

In the case of a non UE detectable emergency call, upon reception of indication from the network, the UE shall handle the call as described in clause 7.1.2.

NOTE 4:
If the indication was received in a rejection message the UE performs appropriate emergency error handling procedures.

*** Next change ***
7.4
IMS Emergency Session Establishment without Registration

When the UE initiates an emergency session establishment without prior IMS registration, it shall include both the "anonymous user" and "emergency service" indications in the emergency session establishment request to the P‑CSCF. If the UE has IMSI, then the UE shall include IMSI and MSISDN in the session establishment request.
Based on local policy, the P‑CSCF may reject "anonymous user" emergency session establishment with appropriate error code. UE shall not reattempt the "anonymous user" emergency session again via the same network.

When P‑CSCF accepts the "anonymous user" emergency session establishment, it forwards this request to an appropriate E‑CSCF although no security association between UE and P‑CSCF is established.

The E‑CSCF shall follow the same rules and procedure as defined for the Emergency Session Establishment in the Serving IMS network in clause 7.3 to route the anonymous emergency session.

Where required by local regulation, the E-CSCF shall derive a non-dialable callback number to include as the UE's identity in the session establishment request and the location/routeing request (e.g. see Annex C of J‑STD‑036 [23]).

*** Next change ***
H.5
Domain Priority and Selection Rules for Emergency Session Attempts

This clause details the domain priority and selection (see clause 7.3) for UE that attempts to make an emergency session for UTRAN and E-UTRAN radio access networks based on the UE attach status to CS or PS domains and the network support for IMS emergency and IMS voice over PS.

The following table (Table H.1) defines these rules based on the UE (last 2 columns) for different initial conditions (first 4 columns) when an emergency session is initiated and when the UE is not in limited service state.

Table H.1: Domain Selection Rules for emergency session attempts for UTRAN and E-UTRAN radio access networks

	
	CS Attached
	PS Attached
	VoIMS
	EMS
	First EMC Attempt 
	Second EMC Attempt

	A
	N
	Y
	Y 
	Y
	PS
	CS if available and supported, otherwise, UE shall attempt a PS anonymous emergency call. 

	B
	N
	Y
	N
	Y
	PS or CS

	PS if first attempt in CS

CS if first attempt in PS, otherwise 
If CS is not available, UE shallattempt a PS anonymous emergency call.

	C
	N
	Y
	Y or N
	N
	CS if available and supported
	

	D
	Y
	N
	Y or N
	Y or N
	CS
	PS if available and EMS is "Y"

	E
	Y
	Y
	Y
	Y
	Follow rules in TS 22.101 [8] which say to use the same domain as for a non-EMC
	PS if first attempt in CS

CS if first attempt in PS

	F
	Y
	Y
	Y or N
	N
	CS
	

	G
	Y
	Y
	N
	Y
	CS
	PS

	EMC =
Emergency Session. EMC includes also normal calls initiated in the CS domain that are treated by the CS CN as emergency calls.

VoIMS =
Voice over IMS over PS sessions support as indicated by IMS Voice over PS session supported indication as defined in TS 23.401 [28] and TS 23.060 [2].

EMS =
IMS Emergency Services supported as indicated by Emergency Service Support indicator as defined in TS 23.401 [28] and TS 23.060 [2].

NOTE:
If the UE selects the CS domain and initiates a normal call using the dialled local emergency number (see clause 7.1.2), and the UE enters limited service state (e.g. due to a Location Registration failing), then the UE camps on an acceptable cell (see TS 23.122 [41]) and may proceed with the EMC by initiating an emergency call in limited service state.


*** END of change ***
