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Abstract of the contribution:

Describe the key issues related to the Location of the UE.

1. Discussion 

When providing emergency services to a user the location of that user is critical to efficient and effective operation of the service in the systems of the network operator.  There are several key issues related to the users location that need to be included in any solution providing emergency service via WLAN.

In order for the network to correctly route an emergency call to the correct emergency call centre, the location of the device making the call is essential. In addition in several countries (e.g. USA) regulations require that the precise location of the user making the emergency call is communicated to the emergency call centre for use in assisting dispatch of aid to the caller.  While it is noted that the methods of determining the user’s location are out of scope for this study, the method by which location information available at the UE is communicated into the network operator’s systems for emergency calling, is a key issue.  This location information may take the form of; precise location information (e.g. GPS Lat/Long), approximate location information (e.g. CellID), untrusted information (e.g. WLAN AP MAC address), fragments of information that the network uses to compute a location, or any combination.
Because location information is considered as highly personal to users (and regulators), it is important that it is treated accordingly, and the privacy of the user protected; hence the transport and storage of location information will need protection from use except where needed to fulfil the needs of the emergency service provided by the network operator.
Additionally, the location of a user may be used when the device first connects via WLAN to ensure that network policies are enacted according to where the user is.  For example if the network is aware the user is in an area where it may not supply emergency calling it may prevent the device from accessing the WLAN for IP calling services.
2. Proposal

To add following text in the TR

5
Key issues

5.X
Key Issue X: UE Location Transfer
A UE has available many information elements related to the location of the user, in order for the network operator to use this information (e.g. for call routing, supplying location to emergency dispatchers, local policy, etc) this information needs to be transferred from the UE to the network providing service.
This location information communicated may be:

· precise location information (e.g. GPS Lat/Long)

· approximate location information (e.g. CellID)

· untrusted information (e.g. WLAN AP MAC address)

· fragments of information that the network uses to compute a location

· multiple information types

NOTE1:
The method by which the UE derives the location information is out of scope for this study.
NOTE2:
The transfer of location information may be separated into different messages (e.g. approximate info for emergency call routing in call setup, with accurate location information sent in a subsequent message for emergency aid dispatch).

5.Y
Key Issue Y: Location Privacy
Many aspects of a UE’s location need to be transferred to and sometimes stored in a network operator’s systems; however in many countries it is regulatory required that the privacy of a user’s location is protected by network operators.  Therefore any solution that transfers or stores location information will need to do so in a manner (e.g. inside encrypted tunnels) that protects the user from misuse or abuse of that location information.

Editor’s Note: SA3 will need to review any conclusions to ensure that adequate privacy protections are described.

5.Z
Key Issue Z: Location at Initial Connection
When a user connects to a service provider’s network via WLAN it may be necessary to perform local network policies (related to Emergency calling) dependant on where the UE is located.  If the network is to be able to perform such policies the UE needs to supply its location to the network when it first connects to the service provider’s network.
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