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6.6
Solution 6: Inform the 3rd party about a UE's connection properties

6.6.1
Description

This solution addresses the Key issue 5 - "Informing the 3rd party about a UE's connection properties".

The main idea is that the 3rd party AS requests information about the connection properties of a specific UE from the SCEF. The SCEF checks whether it has received an indication about a corresponding PDN connection for this UE from any PGW and if so, requests connection properties from that PGW as described in section 6.6.1.2. Otherwise, the SCEF forwards the request to the PCRF responsible for the UE and the service as described in section 6.6.1.1. The PCRF derives the connection properties for the service of the UE based on the available information (e.g. IP-CAN type, RAT type, authorized QCI, gate status, policing bit rate (if applicable), congestion level) and replies to the SCEF with information about the UE connection properties. The SCEF forwards this information to the 3rd party AS.

Editor's note:  Deriving connection properties solely from RAT type is difficult due to the wide range of available data rates and is for further investigation.
With the new reference point between SCEF and PGW described in section 6.6.1.2, the SCEF is able to handle 3rd party AS requests which provide only an IP address as UE identity information when PCRF is absent. Furthermore, the SCEF can retrieve the current PDN connection information IP-CAN type, RAT type and APN-AMBR whenever required.

6.6.1.1
Inform the 3rd party about a UE's connection properties when PCRF is available

[image: image1.wmf] 

S

CEF

 

2

. 

Authorization

 

1

. API

 

request 

on UE 

connection 

propert

ies

 

(UE identity

, IP filter 

information

)

 

 

 

AS

 

PCR

F

 

3

. 

UE 

Connection Propert

ies

 

Request

 

(

UE Identity

, IP filter 

information

)

 

 

 

5

. API

 

re

sponse

 

on UE 

connection 

propert

ies

 

(connection information)

 

 

4

. 

UE 

Connection 

Propert

ie

s

 

Response 

(

connection information

)

 

 

 


Figure 6.6.1.1-1: Inform the 3rd party about a UE's connection properties when PCRF is available
1.
The AS sends a request for UE connection properties information to the SCEF including the UE identity and the IP filter information related to a specific service.

2.
The SCEF authorizes the AS request for UE connection properties information.

3.
The SCEF sends a UE connection properties request to the related PCRF including the UE identity and the IP filter information.

4.
PCRF may map UE identity to subscriber identity known by the IP-CAN. The PCRF derives the UE connection properties information for this service of the UE (e.g. high, medium or low data rate) from its available internal information (e.g. IP-CAN type, RAT type, APN-AMBR, authorized QCI, gate status, policing bit rate (if applicable), congestion level (if available)) and sends it to the SCEF.

5.
The SCEF forwards the UE connection properties information to the 3rd party AS.

6.6.1.2
Inform the 3rd party about a UE's connection properties when PCRF is absent
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Figure 6.6.1.2-1: Inform the 3rd party about a UE's connection properties when PCRF is absent
1.
The PGW detects the establishment of a new PDN connection. Unless the PGW is configured to interact with the PCRF, the PGW shall inform the SCEF about the new PDN connection for the UE after the assignment of the UE IP address is completed.

NOTE 1: It is assumed that there is only a single SCEF per operator. If there is more than one, the PGW would need to inform all SCEFs.

2.
The PGW sends a Report PDN connection establishment message to the SCEF, containing the UE identity, the APN and the assigned UE IP address.
NOTE 2: The message can also be used if an additional IP address is assigned to the PDN connection or an IP address gets removed from a PDN connection.
3.
The SCEF stores the received information and sends a confirmation message back to the PGW.
4.
The AS sends a request for UE connection properties information to the SCEF including the UE identity and the IP filter information related to a specific service.

5.
The SCEF authorizes the AS request for UE connection properties information.

6.
The SCEF checks whether it has received for this UE an indication from a PGW about a PDN connection establishment with an IP address that is matching to the IP filter information received from the AS. If so, the SCEF interacts with this PGW and the message flow continues.
7.
The SCEF sends a UE connection properties request to the PGW including the UE identity and the UE IP address information.

8.
The PGW replies with the available internal information for the PDN connection identified by the UE IP address information (e.g. IP-CAN type, RAT type, APN-AMBR). The SCEF derives the UE connection properties information out of the PDN connection information received from the PGW.

9.
The SCEF forwards the UE connection properties information to the 3rd party AS.

6.6.2
Impacts on existing nodes and functionality

The PCRF needs to estimate the UE connection properties for the service based on available internal information (e.g. IP-CAN type, RAT type, APN-AMBR, authorized QCI, gate status, policing bit rate (if applicable), congestion level (if available)). Modifications to the Rx interface are required.
A new reference points between SCEF and PGW needs to be added. The PGW needs to interact with the SCEF at establishment of a new PDN connection unless the PGW is configured to interact with the PCRF. The PGW needs to inform the SCEF about the assignment/removal of an IP address to/from a PDN connection. If requested by SCEF, the PGW needs to report the current IP-CAN type, RAT-type and APN-AMBR for a PDN connection.
NOTE:
For every PDN connection, the PGW is either interacting with the PCRF or the SCEF. If there is no interest to support any of the AESE use cases for a subscriber’s PDN connection, the PGW interaction with SCEF can be disabled on a per APN or subscriber basis (with the help of the charging characteristics). 
The SCEF needs to decide whether to interact with the PGW or the PCRF for retrieving connection properties information. 
If the SCEF interacts with the PGW, the SCEF needs to estimate the UE connection properties for the service based on available information (e.g. IP-CAN type, RAT type, APN-AMBR).
6.6.3
Solution Evaluation

The solution is to address key issue "informing the 3rd party about a UE's connection properties". The 3rd party can get the connection properties of a UE at its current location.

Concerns with the proposed solution mechanism:
The fact that the PGW would need to send information to all SCEFs in a network is a serious issue (see Note 2 in clause 6.6.1.2). There may be multiple SCEFs providing multiple sets of capabilities in a network. Step 1 of 6.6.1 would have the PGW in the network sending a message to every SCEF each time a UE opens/modifies a PDN connection. This is noted in clause 6.6.2, “The PGW needs to interact with the SCEF at establishment of a new PDN connection.” 

If there are N SCEFs, then at least N-1 of these messages would be wasted. It is likely that only a small part of the UE population would require such connection property information to be transmitted to the application level, and also likely that the connection property information would not be needed at all times. This would lead to a great amount of unnecessary signalling per the procedure of 6.6.1.2.
These approaches are targeted at single-application UEs. If there are multiple applications functioning on the UE, using multiple PDN connections that may be spread over multiple PGWs, there may be no way to correlate the connection properties. This solution also does not consider the sharing of those resources by multiple applications, such that the available bandwidth reported is not actually available to the single application that may be doing the inquiry.
Concerns with the value of the data to be provided:
It is proposed in the solution that UE Connection properties derivation in PGW/PCRF occurs based on parameters IP-CAN type, RAT-type, and APN-AMBR.
Why is RAT-type / IP-CAN type insufficient?

For even a single-application UE, the connection property may vary greatly based on a multitude of factors including RRM policies of the scheduler in the RAN, UE capabilities, radio conditions, load status on eNB(s), etc. Such information is not visible outside the RAN. Hence, neither the PCRF nor the PGW can, with sufficient accuracy and certainty, derive the required information.
NOTE 1:
When considering EUTRAN, information about whether UE is presently camped on an EUTRA cell with 2x2 MIMO, 10+10MHz or 4x4 MIMO, 20+20MHz, or 8x8 MIMO 20+20MHz is not visible to the Core Network. The resulting difference in max channel rate from 70Mbps DL / 35 Mbps UL to 1.6Gbps DL / 568Mbps.  Such a variance is too large to derive meaningful information at the PGW/PCRF. On top of this, the max channel rate must be multiplied by the factor x, 0 < x < 1, representing the share of the total time-frequency resources that the RRM function (scheduler) will allocate to the UE. The factor x is unknown to the CN and may vary in time.
NOTE 2: 
When considering UTRAN, similar to NOTE 1, the variance of the maximum channel rate between Rel-4 UTRA and N-carrier HSPA is too large to derive meaningful information at the PGW/PCRF.
Why is APN-AMBR insufficient?
APN-AMBR enforcement for downlink is done at the PGW by measuring traffic for all non-GBR bearers for a given UE. For the lifetime of a PDN connection at the PGW, it is either provisioned (by MME/SGSN) or locally configured with the maximum allowed APN-AMBR for a given UE.  The APN-AMBR value at the PGW is usually set to be a large value depending on the 3 RAT types (GERAN, UTRAN, or EUTRAN). When there is DL traffic for that UE for that PDN connection, the PGW measures the rate at which traffic leaves on S5/S8. This measurement cannot take into account the actual rate experienced by the UE due the various NEs present in-between (SGW, eNB, transport network etc).
Other essential elements of the RAN-specific information that are not available in the CN are (non-exhaustive list):

 -
The UE could be in IDLE state most of the time. Since, IDLE – CONNECTED (and vice-versa) transitions are not visible to the PGW, the duration of  actual of actual data transmission is not known to the PGW/PCRF. Thereby, the resulting derived value of (expected) throughput is inaccurate; 

or
-
The UE could be involved in frequent or infrequent small data exchanges. If  the amount of data exchanged by the UE is small, then measured DL activity at the PGW will range from extremely small to small. The resulting derivation of the UE connection property by the PGW/PCRF will be erroneous.
Thus, as shown above, neither of the parameters, taken into consideration for the derivation of UE connection properties, can provide reliable information. 

In conclusion, both of the solution variants (PGW-based and PCRF-based) fail to provide the UE’s Connection Properties with sufficient level of confidence. 
NOTE 3: The level of confidence refers to the probability that the real data rate likely to be obtained for the UE at its current location will be in the range provided by the PCRF or the PGW as per this solution.
++++++++++++++ END CHANGES ++++++++++++++
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5. API response on UE connection properties (connection information)
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4. UE Connection Properties Response (connection information)
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3. UE Connection Properties Request (UE Identity, IP filter information)
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4. API request on UE connection properties (UE identity, IP filter information)
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9. API response on UE connection properties (connection information)
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8. UE Connection Properties Response (connection information)



























7. UE Connection Properties Request (UE Identity, IP filter information)
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