SA WG2 Temporary Document

Page 2

SA WG2 Meeting #108
S2-150869
13 - 17 April 2015, San Jose Del Cabo, Mexico
(revision of S2-15xxxx)
Source:
Ericsson 
Title:
Reflections on monitoring events from MME 
Document for:
Discussion
Agenda Item:
6.6
Work Item / Release:
MONTE/Rel-13
Abstract of the contribution: This document brings up comments and changes on solution 3 in 23.789 Monitoring Enhancements. It is proposed to influence any normative changes in the similar way. 
Introduction

In 23.789 Monitoring Enhancements, solution 3 Monitoring via MME/SGSN and HSS describes various monitoring events that might be available via this new interface. This document brings up some changes to these monitoring events. Also a general discussion on roaming is brought up.
Discussion
To support MTC Monitoring feature in roaming scenario the text as of now suggest that “the new direct interfaces need to be designed to support roaming”. How a VPLMN operator can control that a HPLMN operator follows SLAs is not described. It is likely that the VPLMN would like to have a filter in between its internal interfaces and external SCEF. This filter is suitable to have in the VPLMN SCEF. Also the VPLMN SCEF can act as a control entity to lower the risk for possible signal storms from HPLMN SCEF. A proposal would be to only have roaming interfaces between VPLMN and HPLMN SCEF for the direct interfaces. Also for a VPLMN operator to be able to charge the HPLMN when services such as monitoring is requested, there must exists an entity that can handle this. Even if roaming is already available for S6a, there is no entity that can charge requests from a HPLMN operator.
Roaming for monitoring events needs more discussion. Also all new internal interfaces towards SCEF that are being suggested in the standard might need to be more agreed upon and stable before addressing roaming. Therefore it is proposed not to include roaming in this release. 
As for similar features over Rx (see 29.214) and Gx (see 29.212) the monitoring events shall be optional.
Some sanity reflections are needed to clarify the monitoring event “Reporting the number of UEs present in a geographic area”.

In the TR “last known location” is mentioned. It is proposed to report UEs served by RAN, and where the location is provided on S1/Iu/Gb and is currently stored in MME/SGSN.  

In the TR “current location” is mentioned for monitoring event: Reporting the number of UEs present in a geographic area. It is proposed that “the MMEs/SGSNs page in these cells to identify the UEs that are not already connected” as a way to identify which UEs that are in a specific eNB/cell. For a network, current location of a UE is not an exact science. UEs in Idle moving in/out don’t report eNB/cell changes. Therefore it is not possible to know which UEs to page, in a specific eNB/cell. What is needed is to page in a larger area such as RA or TA to get all the UE that has visited a specific eNB/cell within a reasonable time, and then filter out responses from the specific eNB/cell. This will cause tremendous signalling. Therefore paging is not a sufficient method to retrieve the number of UEs in an eNB/cell. There is no other way today to request each UE in an eNB/cell to report its presence. To retrieve all UEs in a specific eNB/cell requires an update of the interface between UE and eNB.
In this event reporting it is therefore proposed not to include current location and for last known eNB/cell only UEs served by eNB or E-UTRAN cell are reported. It is proposed to re-use the request and response that is used over Nq interface for this new interface.  
Proposal

A change to the solution 3 “Monitoring via MME/SGSN and HSS” of TR 23.789 would look like the change below. 
It is proposed to influence any normative changes in the direction indicated below.

---------------------------------------------------START FIRST CHANGE-----------------------------------------------
6.3
Solution 3 - Monitoring via MME/SGSN and HSS
6.3.1
General description
The main idea of this solution is to use direct new interface between MME/SGSN and Service Capability Exposure Function (SCEF) for monitoring event configuration, reporting etc. Further this solution includes also the functionality of HSS based monitoring and reporting. Thereby gaining flexibility to configure and/or report monitoring events via HSS or via direct new interface.
All monitoring events are optional. Also all continuous reports are optional.
The monitoring via HSS path is intended for infrequent events reporting or when MME/SGSN based monitoring is not available (i.e. when a MME/SGSN does not support a requested monitoring feature).

Before the detection and reporting of Monitoring events, the Monitoring configuration data is provided to the network entities which perform the detection and reporting of Monitoring events. The Monitoring configuration data provides the information related to the detection/reporting of Monitoring events, such as: the Monitoring event type, corresponding actions to the event, the identity of AS which subscribes via SCEF the Monitoring events, the activation/deactivation of each Monitoring event, etc.
Roaming is not supported in this release.

---------------------------------------------------END FIRST CHANGE-----------------------------------------------
---------------------------------------------------START SECOND CHANGE-----------------------------------------------
6.3.1.4
Specific Monitoring Event Handling

Monitoring Event: Loss of connectivity
Stage-1 requirement has specified in TS 22.368 [2] that "Loss of connectivity" means it is no longer possible to establish signalling between the MTC Device and the network. Loss of connectivity event is configured at serving SGSN/MME via the HSS. When the mobile reachable timer expires at serving SGSN/MME "Loss of connectivity" event is detected and reported to SCEF.

NOTE 1: 
To accommodate for PSM a separate “active timer” needs to be described in TS 23.060/401 to make the mobile reachable timer available for detecting loss of connectivity in general, i.e. also for UEs using PSM. Currently both timer functions are mapped to the reachability timer.
Internal handling of MME is implementation specific and not covered here.

When the monitoring of “loss of connectivity” is requested and there is no serving node available, the SCEF stores the request, subscribes via Sh’ to HSS to get informed when a serving node becomes available (UE becomes reachable) and subscribes then to the serving node(s). Alternatively, in such a situation the SCEF rejects the request.

When subscribing to this event the SCS/AS may provide a time period value after which “loss of connectivity” shall be detected. It is up to operator’s policy to determine what time values are acceptable. This time period value should be considered by the serving node as it determines the periodic RAU/TAU timers for the UE.

NOTE 2:
The network should ensure that the periodic RAU/TAU timers for the UE remain above lower bound values both for preserving the battery of the UE and for managing the signaling load of the network.
NOTE 3:
The maximum detection time of loss of connectivity is on the order of 1 minute to 1 hour.

Monitoring Event: UE reachability

The Monitoring Request includes whether it is reachability for SMS or reachability for data, onetime or continuous reporting (Max Number of Reports), Monitoring Duration and optionally parameters that affect reachability, like Max Latency and Max Responsetime. The Max Latency indicates the maximum delay for downlink transfers that the SCS/AS can accept, which maps for PSM to the periodic update time. Very low values deactivate the feature. The Max Responsetime indicates how long a UE that becomes reachable should stay reachable so that any downlink data may be delivered reliably to the UE. For PSM it determines the active time.

When reachability for SMS and onetime report are requested, the SCEF subscribes via Sh’ at HSS to get notified when existing Notification or Update Location procedures indicate to HSS that the UE becomes reachable, which the SCEF reports to SCS/AS.

When reachability for data is requested, the SCEF subscribes via Sh’ at HSS and the HSS configures the serving node(s) to report to the SCEF when the UE is reachable for downlink data, e.g. for UEs using power saving mode, the serving nodes report when UE become active. The SCEF reports to SCS/AS, which may use this, for example, as a trigger for sending data to the UE. When requesting this event, the service requestor may indicate parameters Max Latency and Max Responsetime.

Monitoring Event: Location Reporting
The Monitoring Request is for current or last known location of UEs served by RAN, and where the location is provided on S1/Iu/Gb and is currently stored in MME/SGSN, and indicates whether it is a onetime request or continuous monitoring, the monitoring duration and the wanted location accuracy. If accuracy allows for RA/TA or eNB/cell level location info, the SCEF select this mechanism here. The Monitoring Request for Last Known Location is always a onetime request.

The SCEF requests the information via Sh’ and the HSS queries the serving node(s) using existing S6 procedures for obtaining current or last known location. If continuous reporting is requested the HSS configures the serving node(s) to report to the SCEF when the UE’s location has changed with eNB/cell or RA/TA level accuracy.
For continuous monitoring the serving node(s) report when the UE is active in new cell or RA/TA. The SCEF maps that cell or RA/TA to a geo-location and reports to the requestor. 

NOTE 4:
Due to the potential increase in signalling load, it is recommended that a continuous monitoring of current location on cell level is only applied for a limited number of subscribers.
Monitoring Event: IMSI-IMEI(SV) association

The SCEF request the HSS to inform the SCEF when the HSS receives for the IMSI an IMEI(SV) that is different from the IMEI(SV) stored by the HSS. The SCEF indicates it to the SCS/AS. The HSS gets the required information already by its normal operation. SGSNs that shall enable that monitoring event/information need to support the Automatic Device Detection (ADD) function/feature.
Monitoring Event: Roaming Status
The SCS/AS requests onetime or continuous reporting of the roaming status. The SCEF requests that information from HSS. For onetime reporting the ID of the currently serving PLMN (CS and or PS) is provided and an indication whether it is the home or a roaming PLMN. For continuous reporting the HSS reports every change of a serving PLMN, which is indicated to the SCS/AS. The HSS gets the required information already by its normal operation.

Monitoring Event: Reporting the number of UEs present in a geographic area
The SCEF, when requested to generate a onetime report for the UEs that locate in a geographic area, maps the geographic area to a list of cells and/or RAs/TAs and identifies the MMEs/SGSNs serving them. The SCEF requests those MMEs/SGSNs via a direct new interface to count the UEs in these cells and/or RAs/TAs. 

NOTE 5: The mapping of SCS/AS (ASP) specific geographic areas to serving operator (MNO) network list of cells and/or RAs/TAs, and the identity of the associated serving nodes (e.g. MMEs/SGSNs) is configured at the SCEF. 

MMEs/SGSNs report last known location of UEs served by RAN, and where the location is provided on S1/Iu/Gb and is currently stored in MME/SGSN.



Monitoring Event: Communication failure
The 3rd party application provider may need to be informed of certain communication failure events occurring for a particular UE in the network. In such case, the SCS/AS requests continuous reporting of such communication failures. The SCEF subscribes to serving node(s) via HSS for getting communication failure reports. When a RAN or NAS failure event occurs, the serving node reports the corresponding RAN/NAS failure cause code to the SCEF. Based on operator configuration, the SCEF may either report the received failure cause code(s) as-is or provide an abstracted value to the SCS/AS.
---------------------------------------------------END SECOND CHANGE-----------------------------------------------
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