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Introduction

This contribution proposes modifications to clause 5 in TR 23.708-110.

***** Start of CHANGES *****

5
Key Issues
5.1
Key Issue 1 - Service Capability Exposure Framework
5.1.1
Description

The 3GPP system has unique core assets, denoted as 3GPP service capabilities, such as Communications, Context, Subscription and Control that may be valuable to application providers. Communications refers to functions like voice calling, SMS, MMS. Subscription includes Subscription identity, feature sets and preference. Context covers real-time user information such as location, presence, profile, device capabilities and data connection type. Control addresses functions like Quality of Service, policy and security.

3GPP Mobile Network Operators (MNO) can offer value added services by exposing these 3GPP service capabilities to external application providers, businesses and partners using web based API. In addition, 3GPP mobile network operators can combine other internal or external services with their network capabilities to provide richer, composite API services to their partners. This brings mobile network intelligence to applications, allowing new, profitable business relationships to be created between MNOs and a wide range of external providers of enterprise/business solutions and web-based services or content.

Such 3GPP services capabilities are already offered today to some extent to external application provider e.g. via OMA API(s). This key issue aims to specify how 3GPP service capabilities can be exposed to external entities through a service capability exposure framework, which includes the identification and definition of the service capabilities on the one hand and the exposure and discovery of the exposed capabilities on the other hand. This will also identify how the API(s) and the 3GPP system functionality act together to expose 3GPP service capabilities.

5.1.2
Required Functionality
-
Service capability exposure framework should provide the capability for the external entities to discover the exposed services.

-
Service capability exposure framework should provide authorised and secure access to 3GPP system service capabilities and execution of the exposed services under operator control.

-
Service capability exposure framework should be extensible for exposing new services.


5.2
Key Issue 2 - Setting up an AS session with required QoS
5.2.1
Description

TS 22.101 [5] specifies the requirement of setting up data sessions with specified QoS and priority:

"The 3GPP Core Network shall enable a 3rd party service provider to request setting up data sessions with specified QoS (e.g. low latency or jitter) and priority handling to a UE that is served by the 3rd party service provider."

The issue is to specify how to set up the AS session with the required QoS and priority handling.
5.2.2
Required functionality

-
Service capability exposure framework should allow the 3rd party service provider to request setting up an AS session with adequate QoS and priority handling required for the service provided by the 3rd party.

-
Service capability exposure framework shall be able to determine whether the request from the 3rd party is allowed.

-
Service capability exposure framework shall be able to charge the UE session based on the provided QoS and priority handling.

5.3
Key Issue 3 - Change the chargeable party at the session set-up or during the session
5.3.1
Description

The requirement in TS 22.115 [6] Clause 5.1.3 "Charged Party" specifies the requirement to support changing the chargeable party:
“It shall be possible to change the chargeable party at the session set-up or during the session.

The 3GPP Core network shall allow the 3rd party service provider to request which of the UE subscriber or the 3rd party service provider has to be charged for an ongoing communication in order to allow:

-
The UE subscriber to be charged for the traffic flow.

-
The 3rd party service provider to be charged for the traffic flow.”
The issue is to specify how to set the chargeable party at the session set-up or during the session.

5.3.2
Required functionality
-
Service capability exposure framework should allow the 3rd party service provider to request changing the chargeable party at the session set-up or during the session.

-
The 3GPP network should be able to change the chargeable party between the UE subscriber and the 3rd party for the traffic flow.

5.4
Key Issue 4 - Support of 3rd party interaction on information for predictable communication patterns
5.4.1
Description

TS 22.101 [5] specifies the requirement of supporting 3rd party interaction on information for predictable communication patterns of a UE:


“The 3GPP Core Network shall enable a 3rd party service provider to provide information about predictable communication patterns of individual UEs or groups of UEs that are served by this 3rd party service provider. Such communication patterns may include:

-
Time and traffic volume related patterns (e.g. repeating communication initiation intervals, desired 'keep alive' time of data sessions, average/maximum volume per data transmission, etc.).

-
Location and Mobility related patterns (e.g. indication of stationary UEs, predictable trajectories of UEs, etc.).


This information may be used by the 3GPP system to optimize resource usage.”
The issues for implementing such requirement are:

-
How the 3GPP network requests a 3rd party service provider to provide the information for communication pattern of a UE;

-
How 3GPP network elements receive the information provided by the 3rd party service provider.

As the SCEF is already defined to abstract the services from the underlying 3GPP network interfaces, it is assumed that the SCEF is used to interact with the 3rd party service provider for predictable communication patterns. Thus, the SCEF shall be able to enable a 3rd party service provider to provide information about predictable communication patterns of individual UEs or groups of UEs, based on requests from network elements or configuration.

The type of communication patterns may include time, location and mobility, etc. Such different communication patterns may be used by different network elements. Hence the SCEF needs be able to distribute the received information for communication patterns to different network elements.

Based on the above analysis, the key issue that needs to be addressed by solutions is what kinds of functionalities need to be supported in the SCEF for interacting with the 3rd party service provider.

5.4.2
Required Functionality
-
SCEF shall be able to receive communication patterns of individual UEs or groups of UEs from authorized 3rd party service providers in a secure manner, and if applicable, send the relevant information derived from the communication patterns to the appropriate network elements.

5.5
Key Issue 5 - Informing the 3rd party about a UE's connection properties
5.5.1
Description

The requirement in TS 22.101 [5] Clause 29.2 "Exposed Services and capabilities" specifies the requirement to inform the 3rd party about a UE's connection properties:


“The 3GPP Core Network shall be able to inform a 3rd party about a UE's connection properties.

NOTE:
Connection properties of a UE describe the average data rate range or non-absolute value (e.g. high, medium or low) that the UE is likely to be able to obtain at the current location. The connection properties can, for example, be generated from the UE's RAT type the UE is currently attached to, the load conditions at its current location and/or other parameters.”
The issue is to specify how to inform the 3rd party about a UE's connection properties (e.g. high, medium or low data rate). The connection properties should be derived from the RAT type the UE is currently connected with, the load conditions at its current location, operator policies that are active for the whole UE traffic or the AS service traffic and/or other parameters.
NOTE:
 The details of the UE connection properties information are left for stage 3.
5.5.2
Requirement functionality

-
Service capability exposure framework should allow the 3rd party service provider to request the connection properties of a specific UE,

-
The 3GPP network should be able to inform the 3rd party about the connection properties of a specific UE.

5.6
Key Issue 6 - Informing the 3rd party about potential network issues
5.6.1
Description

The requirement in TS 22.101 [5] Clause 29.2 "Exposed Services and capabilities" specifies the requirement to inform the 3rd party about potential network issues:

“The 3GPP Core Network shall be able to indicate to a 3rd party service provider when data transmissions have a risk of incapability to provide expected throughput and/or QoS in a specific area (e.g. due to forecasted high traffic load in that area). Additionally, an estimate may be given when the high traffic load is expected to be mitigated.”
The issue is to specify how to inform the 3rd party about potential network issues. The network status information provided to the 3rd party contains, depending on operator configuration (governed by SLAs, network topology, usage etc.), either:

· The current congestion status in the specified area (the 3rd party is interested in); or 

· Generalized parameters describing the network status (e.g. load level (high, medium or low), mean load level etc.) that are derived from the congestion status.

· Optionally, a time interval to inform the 3rd party when re-checking for network status is possible.
NOTE 1:
The details of the network status information provided to the 3rd party are left for stage 3.

NOTE 2:
Providing information about the potential impact of the network status on the expected throughput and/or QoS and the expected time of the impact is not possible due to the lack of accurate information about the situation at the involved RAN nodes and due to the spatial aggregation.

5.6.2
Requirement functionality

Service capability exposure framework should allow the 3rd party service provider to be informed about potential network issues in a specific area via:

-
Request from the 3rd party service provider to be continuously informed about network status changes within a geographic area. Continuous reporting may be requested with additional criteria such as maximum number of reports, reporting interval, report until a certain threshold is reached etc.

-
An explicit request from the 3rd party service provider to be informed one-time about network status for an individual subscriber or a group of subscribers in a geographic area.

-
Request from 3rd party service provider to be informed one-time about network status in a geographic area.

NOTE:
Geographic area specified by 3rd party service provider could be at cell level (CGI/ECGI), LA/TA/RA level or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.) as referenced by OMA Presence API [4].

5.7
Key Issue 7 - 3GPP resource management for background data transfer

5.7.1
Description

TS 22.101 [5] specifies the requirement of 3rd party interaction for 3GPP resource management for background data transfer, as follows:


"The 3GPP Core Network shall support a 3rd party service provider request for background data transfer to UEs that are served by the 3rd party service provider, indicating:

-
the desired time window for the data transfer,

-
the volume of the data expected to be transferred in a geographic area TS 23.032 [56].

The 3GPP Core Network shall be able to inform the 3rd party service provider about:

-
one or more recommended time windows for the data transfer and

-
for each time window the maximum aggregated bitrate for the set of UEs in the geographical area indicated by the 3rd party service provider.


Additionally, the 3GPP Core Network shall be able to inform the 3rd party service provider about the charging policy that will be applied to the 3rd party service provider if the data are transferred within the recommended time window and if transmission rates stay below the limits of the respective maximum aggregated bitrate."

The reason for the above requirement is to inform the 3rd party Service Provider (SP) on the different recommended time windows for data transfer to specific UEs in a geographical area, maximum bitrate that can be handled during these different time windows, and the applicable charging rates. This information is useful for the 3rd party SP to keep their costs lower by favouring time windows for data transfer during non-busy hours that are less costly and also able to handle larger bitrates. And only use the more costly time windows when absolutely essential.
5.7.2
Required functionality

In response to a request from the 3rd party service provider that includes the target geographic area, the target group for transmission, the content characteristics (e.g., size), and target transmission start time(s):

-
The service capability exposure framework should inform the 3rd party with acceptance/rejection of the requested time window, or different recommended time windows for data transfer to the target group in the specified geographic area, and the expected start and completion times.

-
It should also be possible for the service capability exposure framework to inform the 3rd party service provider on the charging policy for the different recommended time windows for data transfer.

NOTE:
The expected start and completion times for the recommended time windows are based on historical or projected data and as such cannot be guaranteed. The actual network load conditions at the time of data transfer will dictate the final outcome.

***** End of CHANGES *****
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