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Abstract of the contribution: This document describes the solution for supporting the retrieval of location information via LRF function for IMS ES when UE is attached to a Untrusted WLAN 
1. Discussion 

The contribution S2-150864 provides the background information regarding the introduction of LRF/GMLC for WLAN which is also valid for s2b. In addition the same background procedure is applicable to s2b scenario, but in case of s2b there is some missing aspect such as the capability to retrieve UE location from ePDG. 

1.1 TS 23.167 IMS ES procedure for s2b 
The figure 5 shows the IMS ES procedure for retrieval of location information for s2a based on TS 23.167 clause 7.6 The UE’s location information is retrieved from HSS/TWAN via LRF.  The procedure does not requires any modification to existing procedures, neither EPC nor IMS ES. 
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Figure 5:  Procedure for IMS ES for S2a 

1.2 P-CSCF retrieve information from PCRF

The P-CSCF can retrieve the location information from the PCRF , but in order to perform such action the PCRF shall have the location information. For s2b is proposed to adopt the principle defined in NET-Loc for s2a and to allow the  ePDG to send location information to PDN GW during bearer procedure and that PDG GW forward to PCRF in the EPC procedure.
The information location format is further discussed in the following of the document

Proposal #1: to apply the same procedure defined in TS 23.402 for TWAN, ePDG to send location information to PDN GW during bearer procedure and that PDG GW forward to PCRF in the EPC procedure. 
1.3 How LRF can retrieve UE location from HSS/AAA

The LRF can retrieve the UE location from HSS in s2a scenario, so in order to now impact IMS ES and LRF procedures also in case of the s2b the LRF shall be able to retrieve UE location.
What is required to HSS?

The current procedure defined for s2a in clause 16.2.3  involves the HSS/AAA and the TWAN which is located in WLAN network. In case of ePDG the same procedure can be used as a such, since there is no really anything specific for s2a that makes it not applicable to s2b. 

Proposal #2: to apply the same procedure defined in TS 23.402 clause 16.2.3 to enable the HSS to retrieve UE location from ePDG as describe in the following. 
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Figure 2: HSS retrieval of information about an UE from the ePDG

1)
The HSS determines that it needs to get from the ePDG location Information about the UE. The HSS sends an UE Information Request (UE Identity (IMSI), Nature of the Information to fetch) via the 3GPP AAA server supporting this UE.

2)
The 3GPP AAA server determines the ePDG supporting an UE and transfers the request to the ePDG. In case of roaming a 3GPP AAA proxy is used.

3)
The ePDG answers by an UE Information Response (UE Identity (IMSI), Information requested). In case of roaming a 3GPP AAA proxy is used

4)
The UE Information Response is relayed from 3GPP AAA server to HSS.

1.4 What is UE location in s2b?

For the Trusted scenario we have defined the TWAN ID as follow:
The TWAN Identifier (reported over S2a, Gx, Gy, ...) shall include the SSID of the access point to which the UE is attached and shall include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:

-
the BSSID (see IEEE Std 802.11-2012 [64]);

-
civic address information of the AP to which the UE is attached;

.
line identifier (Logical Access ID see ETSI ES 282 004 [77]) of the access point to which the UE is attached.

NOTE 1:
The SSID can be the same for several WLAN APs and SSID only may not provide a location, but it might be sufficient for charging purposes.

NOTE 2:
The Information carried as part of theTWAN Identifier should be defined to cater for extension in future releases.

The TWAN Id may also contain the identifier of the operator of the TWAN. When the TWAN is operated by a mobile operator, this corresponds to a PLMN-ID. When the TWAN is not operated by a mobile operator, this corresponds to an operator Name (e.g. in Realm format).

I would like to anticipate some questions: 

· Did we define how “civic address information of the AP” is derived by TWAN? No, we did not. This is left unspecified, i.e. to specific implementation in TWAN.
· Did we define how “line identifier” is obtained by TWAN? No, we did not. This is left unspecified, i.e. to specific implementation in TWAN.

· Are the “civic address” and “line identifier” transported on WLCP?, No, they aren’t.

The civic address and line identifier might be derived by TWAP during authentication phase, but this is also left unspecified and the interface between TWAG and TWAP is considered outside the scope of 3GPP, so from the TWAN how this information is derived is left totally unspecified from 3GPP point of view.
In case of ePDG, the UE establishes an IKEv2 tunnel running over IP, so the question to be answered are:

· How the ePDG knows the BSSID and SSID?
This information shall come from the UE directly, i.e. it shall be transferred in IKEv2 signalling.

· How the ePDG derive the Civic address?
The ePDG can derive the civic address from the BSSID in the same way as done in TWAG with some proprietary solution. The condition is to have the BSSID.

· How  the ePDG derive the line ID?
As for civic address, this can be derived from BSSID and proprietary methods. 

Anyway, as we describe above, for TWAN no methods has be specify to indicate how that information is provided. However it should be noted that in respect the TWAN, due to lack of information from authentication the location information may be less reliable. 

We have discussed the information, but it look like simple to define the Untrusted WLAN ID, equivalent to TWAN ID which include the location information that the ePDG can send to the AAA/HSS

The ePDG has the UE local IP address from which under some condition can derived the location information or at least to verify the location information. It is proposed that this information is provided to the PCRF as part of the UWAN ID

An additional method is that if the UE knows it added this information in IKEv2 message exchange. This requires that the corresponding information is added in IKEv2, such as in CONFIG message or in PCO. This is analyses in a different contribution more in detail.

Proposal #3: to define an Untrusted WLAN ID equivalent to the TWAN ID including the . 
-
the SSID.

- 
the BSSID (see IEEE Std 802.11-2012 [64]);
- 
UE local IP address
-
civic address information of the AP to which the UE is attached;

.
line identifier (Logical Access ID see ETSI ES 282 004 [77]) of the access point to which the UE is attached.

2. Proposal

To add following text in the TR; All the text below is new text
6.X
Solution X: Location information for s2b
6.x.1 Solution principles

The solution addresses the management of location information for IMS ES established over PDN connection over untrusted WLAN. The solution  is based on following principles:

· The TS 23.167 IMS ES procedure are applied 

· The location information can be retrieved via LRF by E-CSCF or PSAP, and via PCRF by P-CSCF 
· The location information information is exchanged following the same principles defined for TWAN.

· The PCRF received the location information from PDN GW.

· The ePDG provides the location information to PDN GW 
· The HSS can retrieve location information from ePDG
· Usage of existing LCS reference architecture defined in TS 23.271 for 3GPP based on LRF is applied to N3GPP architecture defined in TS 23.402. 

6.x.2 Reference architecture

The reference architecture for EPC is describe in figure 6.x-1 
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Figure 6.x-1:  Reference architecture for WLAN EPC with LRF 

The LRF is defined is TS 23.237 and in TS 23.167 with the following modification:

· To support UWAN ID specified in clause 6.x.3

· To be able to extract location information from the UWAN ID specified in clause 6.x.3

The reference point SLh and Lh are defined in TS 23.271 with the following modification:

· To be able to transport UWAN ID specified in clause 6.x.3 

The reference point SWm is defined in TS 23.402 with the following modification:

· To support the request of location information from AAA proxy to ePDG

· To support the transmission of UWAN ID from ePDG to AAA proxy

The reference point SWd and SWx is defined in TS 23.402 with the following modification:

· To support UWAN ID specified in clause 6.x.3

6.x.3 Access network Information reporting in case of Untrusted WLAN

In order that an Application Function (e.g. P-CSCF) or a LRF function is able to determine the NPLI (Network Provided location Information) of an UE in case of a  Untrusted WLAN access, the ePDG shall report over S2b related Access Network Information at PDN connection establishment, at bearer creation / modification / release and at PDN connection release. Such Untrusted WLAN  related Access Network Information may correspond to an “Untrusted WLAN Identifier” (UWAN ID) and/or to a UE Time Zone
The UWAN ID should include the SSID of the access point to which the UE is attached and shall include at least one of the following elements, if available, unless otherwise determined by the PLMN's policies:

-
the BSSID (see IEEE Std 802.11-2012 [64]);

-
The UE local IP address
-
civic address information of the AP to which the UE is attached;
.
line identifier (Logical Access ID see ETSI ES 282 004 [X]) of the access point to which the UE is attached.

NOTE 1:
The SSID can be the same for several WLAN APs and SSID only may not provide a location, but it might be sufficient for charging purposes.

NOTE 2:
The Information carried as part of the UWAN Identifier should be defined to cater for extension in future releases.

The SSID and BSSID are available if transmitted by UE during the establishment of the SWu tunnel as part of the IKEv2. The UE or ePDG pre-rel-12 can not support this capability, hence the ePDG will not have this information available.
The definition of procedure for determining the Civic address information by the ePDG is outside the scope 3GPP. 

The definition of procedure for determining the line identifier by ePDG is outside the scope 3GPP.
The UWAN Id may also contain the identifier of the operator of the WLAN access network. When the WLAN access network is operated by a mobile operator, this corresponds to a PLMN-ID. When the WLAN access network is not operated by a mobile operator, this corresponds to an operator Name (e.g. in Realm format).
6.x.4 Network Element
6.x.4.1 LRF functionalities

As defined in TS 23.167 clause 6.2.3 with the following modification:

· When the UE is connected to Untrusted WLAN access the LRF shall be able to receive the UWAN ID and to derive the location information in the format required by IMS Core or Emergency Center.

6.x.4.2 HSS/AAA functionalities

The HSS/AAA supports the following extension:

· the exchange of UWAN ID to/from the ePDG in 

· to send the UWAN ID to PCRF during IP-CAN session procedure
· the retrival of UWAN ID from the ePDG 
6.x.4.3 PDN GW functionalities

The PDN GW supports the following extension:

· the exchange of UWAN ID to/from the ePDG in bearer procedure
· to send the UWAN ID to PCRF during IP-CAN session procedure
6.x.4.4 PCRF functionalities

The PCRF supports the following extension:

· to receive the UWAN ID from PDN GW during IP-CAN session procedure
6.x.4.5 UE functionalities
The UE detects its location as defined in Solution X.

Editor’s Note: The solution X is described in a different clause. 

6.x.5 Functional description and procedure for untrusted WLAN access via s2b

This clause describe the modification to the TS 23.402 s2b procedure in order to support to transfer the location information 
6.x.5.1
Initial Attach with GTP on S2b

The procedure is the same as described in clause 7.2.4 of TS 23.402, with the following differences
· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted in step B.1 to PDN GW

· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted to PCRF in IP-CAN establishment procedure
6.x.5.2
UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b
The procedure is the same as described in clause 7.4.3.1 of TS 23.402, with the following differences
· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted in step A.1 to PDN GW

· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted to PCRF in PCEF-initiated IP-CAN session termination procedure
6.x.5.3
PDN GW initiated Resource Allocation Deactivation with GTP on S2b

The procedure is the same as described in clause 7.9.2 of TS 23.402, with the following differences
· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted in step 4  to PDN GW

· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted to PCRF in IP-CAN session modification procedure in step 8
6.x.5.4 
Dedicated bearer activation in WLAN on GTP s2b
The procedure is the same as described in clause 7.10  of TS 23.402, with the following differences
· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted in step 3  to PDN GW

· The UWAN ID,  Timestamp of this UWAN-Identifier and the UE Time Zone is transmitted to PCRF in IP-CAN session modification procedure in step4
6.x.5.5 HSS retrieval of information about an UE from the ePDG serving that UE
The procedure supports the HSS retrieval of information about an UE from the ePDG serving that UE. This procedure is a new procedure for s2b, however it is the same procedure defined for TWAN in clause 16.2.3.

The information that the HSS can fetch corresponds to user location U ID) and/or UE Time Zone information (this information may e.g. be provided to an IMS AS that has requested the information as detailed in Annex R of TS 23.228 [74]). The User location information sent to the HSS contains information on the last known time of radio contact.

The UWAN ID is defined in clause 6.x.3.
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Figure 6.x.6.2: HSS retrieval of information about an UE from the ePDG

1)
The HSS determines that it needs to get from the ePDG the access Information about the UE. The HSS sends an UE Information Request (UE Identity (IMSI), Nature of the Information to fetch) via the 3GPP AAA server supporting this UE.

2)
The 3GPP AAA server determines the ePDG supporting an UE and transfers the request to the ePDG. In case of roaming a 3GPP AAA proxy is used.

3)
The ePDG answers by an UE Information Response (UE Identity (IMSI), Information requested). In case of roaming a 3GPP AAA proxy is used

4)
The UE Information Response is relayed from 3GPP AAA server to HSS.

6.x.6 IMS ES procedure for Untrusted WLAN access via S2b 

6.X.6.1 Retrieval of UE location via PCRF
In case of s2b the P-CSCP can retrieve the UE location information and timestamp. No modification are required to procedure apart those listed in clause 6.x.5
6.X.6.1 Retrieval of UE location via LRF

The procedure for retrieval of UE location information by IMS Core or Emergency center is shown is figure 6.x-2.
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Figure 6.x.6.1:  Retrieval of UE location information via LRF for untrusted WLAN
1)
UE perform Initial attach to Ustrusted WLAN as defined in clause 7.2.4 of TS 23.402 .

2)
As in step 2 of procedure in clause 7.6.1 of TS 23.167, the UE starts an IMS Emergency Service. The UE if able can determine its location and send to in SIP INVITE. How the UE detects its location information is described in Solution X  
Editor’s Note: The solution X is described in clause Y. 

3)
As in step 4  of procedure in clause 7.6.1 of TS 23.167. If the LRF performs the OMA SUP L or OMA UPL procedure to retrieve the location information directly by the UE, the steps from 4 to 9 can be skipped.

Note: In order to perform OMA procedure the LRF shall know the UE IP address to be able to establish an user plane connection from UE to OMA SUPL server.

 Editor’s Note: How the LRF knows the UE IP address is FFS. 

4)
the LRF/GMLC request to HSS the UE capability and the UE location 

Steps from 5 to 8 as in procedure in clause 16.2.3 of TS 23.402

9) the HSS provides to the LRF the UE capability and the UE location received from ePDG
10)  As in step 6 of procedure in clause 7.6.1 of TS 23.167. 

11) as in steps from 7a to 8 of  procedure in clause 7.6.1 of TS 23.167.

12) As in step 9  of procedure in clause 7.6.1 of TS 23.167 

13) as in steps from 4 to 9 above

12) As in step 11  of procedure in clause 7.6.1 of TS 23.167  
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