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Abstract of the contribution: This P-CR addresses the unresolved Editor’s note on how default access is determined and indicated to both UE and the network.  
Discussions
In TR 23.861, clause 7.3.2.1.3, it was agreed that, the default access is used between the UE and the network when packets have no matching routing filter.  Furthermore, in the same clause, it was also agreed to assume that, between UE and the P-GW there is always a default routing access type via which packets not matching any specific routing filter are routed. The UE and the network can negotiate the default access during the procedure of additional of one access to a PDN connection. 
Based on such agreements, one could consider the default access could be regarded as a kind of default routing rule which needs to be co-ordinated and be aware by both the UE and the network. 

However, there is an unresolved Editor’s note in clause 7.3.2.3.2.4 as shown below for the consideration on how to determine and identify the default access.  

Editor's note:
It is FFS for how to indicate the default access.

The intent of this PCR is to propose a simple approach to resolve the Editor’s note above. 
This PCR considers two possible scenarios for the UE w.r.t. the configuration of default access:

a) UE is not pre-configured with a default access.

b) UE is pre-configured with a default access.

For a), considering the reliability and security, it proposes to let the network/operator decide what default access is used. The default access is regarded as a kind of the routing rule which shall be provided to the UE during the multi-access PDN connection establishment procedure regardless of which NBIFOM operation (i.e. UE-initiated or network-initiated) mode is selected.
For b), the UE shall present the pre-configured default access to the network when adding the additional access. The network shall confirm if the corresponding default access to the UE is accepted; otherwise, the network shall include the alternate default access which is selected based on operator policy to the UE.
As the network resources are owned and managed by network operator, it should be the network operator to decide on the default access when there is no matching routing filter corresponding to the routing rule.  
Furthermore, default access is to indicate the default NBIFOM routing, it should only apply to the multi-access PDN connection when it is active over both 3GPP and WLAN access networks. When the connectivity over one access is disconnected, the UE and the network shall ignore the default access configuration.
Proposed changes
* * * First Change * * * *

7.3.2.1.3
Routing rules considerations
A Routing Rule should contain the following parameters:

-
Routing Filter

-
Routing Access Type

-
Routing Rule Priority

A Routing Filter consists of IP header parameter values/ranges used to identify one or more IP flows as defined in clause 3.1.

Editor’s note:
Whether application ID can be included in the Routing Filter is FFS.
The Routing Access Type identifies the access network where the IP flow shall be routed as defined in clause 3.1.

For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule Priority.

It is assumed that between UE and the P-GW there is always a default routing access type via which packets not matching any specific routing filter are routed. The UE and the network shall negotiate and install the default access during the procedure of additional of one access to a multi-access PDN connection. The UE may be pre-configured with a default access. Regardless of which NBIFOM operation (i.e. UE-initiated or network-initiated) mode is selected, the default access shall be determined by the network as follows.
· if there is no pre-configured default access in the UE or the UE does not include the default access in the signalling, the network shall send the default access according to the operator’s policy during the procedure of multi-access PDN connection establishment; or

· if there is pre-configured default access in the UE, the UE should provide it to the network for confirmation,

· if the pre-configured default access is against the operator’s policy, the network shall provide the alternate default access based on the policy of the UE.
· otherwise, the network shall confirm the default access with the UE.
Note that, default access is to indicate the default NBIFOM routing, it should only apply to the multi-access PDN connection when it is active over both 3GPP and WLAN access networks. When the connectivity over one access is disconnected, the UE and the network shall ignore the default access configuration.
* * * Second Change * * * *
7.3.2.3.2.2
Addition of an access using S2a
Editor’s note:
Two alternative descriptions are documented below. One of the alternatives is to be selected.

Alternative#1:

The UE has established a PDN connection over a 3GPP access as described in clause 7.3.2.3.1.2. In order to use the TWAN access for the same PDN connection simultaneously, the UE now performs the procedure TS 23.402 [2] clause 16.2 (Initial Attach) or TS 23.402 [2] clause 16.8 (UE Initiated PDN connectivity request procedure in TWAN on S2a for Multi-connection Mode) with the following additions:

-
The UE indicates handover and the same APN as for the PDN connection established over the 3GPP access.

-
The UE also includes an indication that this handover attach is for NBIFOM and the address of the target PDN connection is included. When the PGW receives this indication during the handover attach the PGW does not remove the bearers over 3GPP access for the corresponding PDN connection.
· The UE may include the default access in the PDN connection request signalling.
-
Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW informs the PCRF about the additional RAT type. The PCRF may provide a new default access type to the PDN GW. The PDN GW shall verify the default access when it is provided by the UE. If the default access is accepted by the PDN GW, the PDN GW shall confirm with the UE and update the PCRF with the default access. Otherwise, the PDN GW shall select the alternate default access and inform the UE for the alternative. 
-
Based on the decision above, the PDN GW provides the select default access to the TWAG via S2a. The TWAG sends the new default access to the UE as part of the EAP authentication procedure or in the WLCP PDN Connection Response.

-
If TWAN is the new default access, the PDN GW may perform one or more bearer modification or bearer deactivation procedures on the 3GPP access.

-
The network does not provide any routing rules to the UE during this procedure. The reason is that there would be no way for the UE to acknowledge the NW-provided Routing Rules during the addition of an access. Instead, Routing Rules need to be provided from the network using a separate IP flow mobility procedure.







* * * Third Change * * * *

7.3.2.3.2.4
Addition of a 3GPP access
The UE has established a PDN connection over TWAN as described in clause 7.3.2.3.1.3. Subsequently, the UE requests to establish a PDN connection using the same APN on E-UTRAN, and attempts to use both accesses for the same PDN connection simultaneously. The procedure is the same as specified in TS 23.401 [8] clause 5.3.2.1 or clause 5.10.2 with the following additions:
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Figure 7.3.2.3.2.4-1: Additional of 3GPP E-UTRAN access to the PDN connection with GTP based S5/S8

1.
The UE sends PDN Connectivity Request, including a “Multi Access” indication and the default access, if available.
2.
The MME receives the “Multi Access” indication and then selects the same PDN GW as the UE connects in TWAN access network.
The MME sends the Create Session Request to the Serving GW, including the “Multi Access” indication.

3.
The Serving GW sends the Create Session Request to the PDN GW, including the “Multi Access” indication.

4.
The PDN GW initiates an IP-CAN Modification Procedure, notify the PCRF about the additional of TWAN access by sending the “Multi Access” indication to the PCRF. The PDN GW verifies the default access when it is provided by the UE. If the default access is accepted by the PDN GW, the PDN GW shall confirm with the UE and update the PCRF with the default access. Otherwise, the PDN GW shall select the alternate default access and inform the UE for the alternative.
5.
The PGW sends Create Session Response message including the selected default access to the SGW. The same IP address is allocated for the PDN connection as the one used in 3GPP access network.

6.
The Serving GW returns a Create Session Response to the MME.

7.
The MME sends PDN Connectivity Accept to the eNodeB.

8.
The eNodeB sends RRC Connection Reconfiguration to the UE, including the PDN Connectivity Accept message.

Editor’s note: It is FFS for whether to use “handover Indication” or “multi-access Indication” or “NBIFOM indication” to indicate that new access is attached to existing PDN connection, and not to release the existing access.


* * * End of Change * * * *
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8. RRC Connection Reconfiguration







































































9. RRC Connection Reconfiguration Complete
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13.b  Modify Bearer response







13.a  Modify Bearer request
























