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Abstract of the contribution: The intent of this contribution is to suggest a merged proposal for GTP-based S2b which is derived from several companies’ proposals to support UE-initiated and Network-initiated IP flow mobility. 
Overview
The merged GTP S2b proposal, in general, follows the same design principles that have been agreed for GTP S2a as described in the TR and has the following properties:

· The NBIFOM support is negotiated in both 3GPP and WLAN accesses during the UE requested multi-access PDN connectivity procedures. The UE indicates support for NBIFOM over NAS and IKEv2 signalling for 3GPP and WLAN, respectively.

Editor’s note: It is FFS to either re-use existing APCO and 3GPP defined IKEv2 parameters, or introduce new PCO over IKEv2 to support generic transport of the NBIFOM parameters between the UE and PGW.  Such decision may be made in stage-3. 

· Over 3GPP access, PCO is used to support NBIFOM capability discovery and negotiation  between UE and PGW during the UE’s initial attach. PCO may be carried using NAS over 3GPP access. Over WLAN access, IKEv2 signalling is used to support NBIFOM capability discovery and negotiation between UE and ePDG during the UE’s initial attach. Other network entities (MME/SGW/ePDG) indicate their capability via other mechanisms.
· Over 3GPP access, the UE and the network exchange routing rule related information via NAS signalling.
· Over Non Trusted WLAN access, the UE and the network exchange routing rule related information via IKEv2 signalling.
· A default access exists for packets not matching any of the routing rules.

· A new access can be added to a multi-access PDN connection without an associated routing rule. This enables the UE or network to speedily move traffic to this access without requiring re-authorization over the new access.

· In the case of adding WLAN access, the ePDG includes the routing rules and an NBIFOM indication in the Create Session Request message to the PDN GW.
· In the case of adding 3GPP access, the UE sends a PDN Connectivity Request to the MME including an "NBIFOM" indication in the PCO. The MME includes the routing rules and an NBIFOM indication in the Create Session Request message to the S-GW. S-GW forwards this information in the Create Session Request message sent to the PGW together with an indication of whether it supports NBIFOM.When an additional access is added, the PDN GW allocates the same IP address for the multi-access PDN connection that the UE has established over the existing access. The PDN GW establishes a new GTP tunnel while maintaining the previous GTP tunnel.
· The UE requests to move IP flows from a source access to a target access by sending the request over the target access. 
· The network requests to move IP flows from a source access to a target access by sending the request over the target access, and the corresponding UE may accept or reject the request. 

Editor’s notes: It is FFS for the co-existence handling between network-initiated (i.e. PCC-based) vs. UE-initiated (i.e. ANDSF-based) w.r.t. RAN rules, and the handling of lost of WLAN/3GPP coverage
Proposal
The contribution is to propose update TR 23.861 (NB-IFOM) as shown below. 
* * * Start of Change 1 * * * 
7.3
IP flow mobility solutions for S2a (GTP)


Editor’s note: More detailed examination of this proposal is needed before finalizing the solution. 
* * * End of Change 1 * * * 
* * * Start of Change 2 * * * 
7.5.x
Control Plane signalling solution for GTP-based S2b

Editor’s note: More detailed examination of this proposal is needed before finalizing the solution. 
7.5.x.1
Overview 

7.5.x.1.1 
General

In this solution, routing rules are provided on both WLAN and 3GPP accesses via control plane signalling approach. In UE-initiated IP flow mobility procedures, the UE makes a routing decision based on the current radio conditions of the WLAN and/or 3GPP access, operator policy or user preferences. The routing decision is sent to the PDN GW. The PDN GW will then send the routing rules to the PCRF to verify the IP flow mobility decision. 
In Network-initiated IP flow mobility procedures, the routing Rules are determined via operator-configured policies in the PCRF, provided to PGW and then to the UE. The UE may accept or reject the IP flow mobility request dependent on the current radio condition. 
For the UE-initiated procedure, the routing rule can be provided via both non-Trusted WLAN access and 3GPP access 
- For non-trusted WLAN access, the routing rule is provided in the following way:

· via IKEv2 procedure from the UE to the ePDG;

· via GTP-C signalling from the ePDG to the P-GW;

· via Gx procedure from the P-GW to the PCRF.
- For 3GPP access, the routing rule is provided in the following way:

· via 3GPP access specific signalling (e.g. Attach Request, Request Bearer Resource Modification) from the UE to the MME and then over GTP-C to S-GW;

· via GTP-C signalling from the S-GW to the P-GW;

· via Gx procedure from the P-GW to the PCRF.
For the network-initiated procedure, the routing rule also can be provided via both WLAN access and 3GPP access.

· For non-trusted WLAN access, the routing rule is provided in the following way:

· via Gx procedure from PCRF to the P-GW;
· via GTP-c signalling from the PDN-GW to the ePDG;
· via IKEv2 procedure from the ePDG to the UE;
· For 3GPP access, the routing rule is provided in the following way:
· via Gx procedure from PCRF to the PDN GW;
· via GTP-c signalling from the PDN GW to the SGW and from SGW to MME;
· via existing NAS signalling (Attach Response, Activate Default EPS Bearer Context etc.) from the MME to the UE.
The solution is described assuming both S5 and S2b are GTP based. 
For the network-initiated procedure, the solution relies on the PCRF making the decision on when and what flows should be moved to which access. The PCRF learns of multiple accesses via event triggers from the PDN GW.

7.5.x.1.2 
Routing Rules

The consideration of Routing Rules is specified as sub-clause 7.3.2.1.3.
7.5.x.1.3 
NBIFOM Capability Discovery over S2b
A NBIFOM capable UE shall perform NBIFOM capability discovery when performing S2b initial attach procedure.
The UE shall use IKEv2 signalling to indicate NBIFOM support. If the ePDG supports NBIFOM, the ePDG shall indicate its NBIFOM support to the P-GW. 
If the network decides that NBIFOM applies, the PGW shall confirm the NBIFOM support to the ePDG and the ePDG shall forward the negotiation result of NBIFOM support to the UE via IKEv2 signalling.
Editor’s note: It is FFS to either re-use existing APCO and 3GPP specific IKEv2 parameters, or introduce new PCO over IKEv2 to support generic transport of the NBIFOM parameters between the UE and PGW. Such decision may be made in stage-3. 

7.5.x.2
System Impacts 

7.5.x.2.1 
3GPP RAN

This solution has no impact to 3GPP RAN.
7.5.x.2.2  
UE 

The UE is enhanced to:
· send the indication of support NBIFOM via IKEv2 signalling to the ePDG/PGW;
· send the indication of support NBIFOM via PCO;
· send routing rules in NAS to the core network;
· send routing rules in IKEv2 to the core network;
· receive routing rules in NAS from the core network;
· receive routing rules in IKEv2 from the core network;
· send an establishment cause for the PDN establishment indicating NBIFOM when an access is added for a PDN connection;
· route the IP flow(s) by referring also to the access type in the routing rules.
7.5.x.2.3
MME

The MME is enhanced as specified in sub-clause 7.3.2.2.3.
7.5.x.2.4
S-GW

The S-GW is enhanced as specified in sub-clause 7.3.2.2.4.
7.5.x.2.5
ePDG

The ePDG is enhanced to:
· receive the UE indication of NBIFOM support in IKEv2;
· receive the negotiation result of NBIFOM support from the PGW and forward it to the UE via IKEv2 signalling;
· send the indication of NBIFOM support to the PGW;
· transport routing rules received from UE via IKEv2 signalling to the PGW or transport routing received from the PGW to the UE.

7.5.x.2.6
P-GW

The PGW is enhanced to:
-
send the negotiation result of NBIFOM support to the ePDG when the UE requests new PDN connectivity over S2b;
-
support multi-access PDN connection;
-
route the IP flow(s) by referring also the routing access type which is part of the routing rules;
-
send and receive routing rule updates over S5/S8 and S2b;
-
receive an indication from the MME, SGW, SGSN or ePDG whether they support NBIFOM or not;
· receive the routing rules from the SGW/ePDG and send them to the PCRF;
· receive the routing rules from the PCRF and send them to the S-GW/ePDG; 
· notify the PCRF when an additional access is added or removed for an existing PDN.
7.5.x.2.7
PCC Enhancements
The PCC is enhanced as specified in sub-clause 7.3.2.2.8.
7.5.x.2.8 
SGSN

Editor’s note: SGSN impacts and GERAN/UTRAN procedures are TBD.
7.5.x.3
Signalling Flows 

7.5.x.3.1
Initial PDN connection establishment over first access

7.5.x.3.1.1
PDN connection establishment over 3GPP access
The UE performs the initial PDN connection establishment to a 3GPP access as specified in sub-clause 7.3.2.3.1.2.
7.5.x.3.1.2
PDN connection establishment over WLAN S2b
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Figure 7.5.x.3.1.2-1: PDN connection establishment over WLAN access 

The procedures are the same as described in clause 7.2.4 of TS 23.402 [2], with the following additions:

-
UE shall perform the NBIFOM capability discovery procedure as specified in sub-clause 7.5.x.1.3;

-
If the dynamic PCC is deployed, the P-GW sends the support of NBIFOM to the PCRF. If PCRF supports the NBIFOM, the PCRF acknowledges the support of NBIFOM to the P-GW. The P-GW forwards it to the UE via ePDG.
7.5.x.3.2
Addition of one access to a PDN connection 
7.5.x.3.2.1
Addition of WLAN access

After successfully attachment to 3GPP access, the UE has established a PDN connection over 3GPP access as shown in Figure 7.5.x.3.1.1- 1 above. Subsequently the UE performs the WLAN attachment, and requests to establish a PDN connection with the same APN, and attempts to use both accesses for the same PDN connection simultaneously. 
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  2 .   3GPP resource release .  

1.   Referring to  Step 1 to Step 9 of  the  handover  procedures  from 3GPP access to Untruste d Non - 3GPP IP  Access  using   GTP  over   S2b,  as described in  subclause 8.6.2   of TS 23.402 .    


Figure 7.5.x.3.2.1- 1: Addition of WLAN access to the PDN connection

Alternative-1: Referring to TS 23.402 with some additions 
1. This step is referring to Step 1 to Step 9 of the handover procedures from 3GPP access to untrusted non-3GPP IP Access using GTP over S2b and including the following additions. 

Given NBIFOM is supported for the established PDN connection over 3GPP access, the P-GW shall establish new GTP tunnel with ePDG while maintaining the previous GTP tunnel with S-GW.

The P-GW shall indicate to the PCRF the addition of new RAT Type, if the PCRF has enabled this event trigger during the initial session establishment.

Additionally, the UE may include the routing rules in the IKE_AUTH request message to the ePDG. The ePDG includes the routing rule Create Session Request message to P-GW for the GTP-based S2b. The P-GW initiates the IP-CAN session modification procedure to update the routing rule in the H-PCRF 

2. If routing rules were included in step 1 above, the appropriate 3GPP resource release procedures are executed for the resources associated with the flows that were moved away from the 3GPP source access. 
Alternative-2:  Referring to TS 23.402 with more detailed procedures
The UE has successfully attached to 3GPP access and established a PDN connection over 3GPP access using GTP as described in clause 7.5.x.3.1.1.

Subsequently the UE performs the WLAN attachment, and requests to establish a PDN connection using the same APN, and attempts to use both accesses for the same PDN connection simultaneously. 
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Figure 7.5.x.3.2.1-1: Addition of WLAN access to the PDN connection

Figure 7.5.x.3.2.1-1 shows the particular case when the UE is first connected to a 3GPP access and then it requests addition of a WLAN access.

1.
The UE discovers a WLAN and performs the authentication and authorization procedure with 3GPP EPC via the WLAN access as specified in TS 23.402 [2] clause 7.2.1 step 1. 

2.
IKEv2 authentication and tunnel setup procedure are performed via the WLAN access between the UE, ePDG and 3GPP AAA Server/HSS as specified in TS 33.402 [10]. For IP address preservation, the UE includes the same address (IPv4 address or IPv6 prefix/address or both) that was allocated during its attachment to 3GPP access. A new access can be added to a multi-access PDN connection without an associated routing rule.
3. 
If routing rules were included in step 2 above, the ePDG includes the routing rules and an NBIFOM indication in the Create Session Request message to the PDN GW.
4. 
Based on the presence of the NBIFOM indication in the Create Session Request message, the PDN GW allocates the same IP address for the UE as for the PDN connection the UE has established over the 3GPP access and establishes a new GTP tunnel with the ePDG while maintaining the previous GTP tunnel with the S-GW if valid routing rules exist for the 3GPP access. If dynamic PCC is supported, the PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. If routing rules were included, thePDN GW sends the routing rules to the PCRF. The PCRF may modify the routing rules for the downlink and/or uplink, and send the modified routing rules to the PDN GW.

5. 
If routing rules were provided, the PDN GW records the routing rules in its bearer context table. The PDN GW links the flow(s) established over the WLAN access to the flows of the same PDN connection established over 3GPP access, i.e. using the same entry in the EPS bearer context table, or creating a new entry in the EPS bearer context table and linking these two entries. The PDN GW sends a Create Session Response message to the ePDG that includes the accepted routing rules by the PDN GW.
6. 
The ePDG indicates to the UE that the authentication and authorization with the external AAA server is successful.
7.
If routing rules were accepted by the PGW, the ePDG sends the routing rules to theUE .

8.
IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction complying with the routing rules is tunnelled to the ePDG by the UE using the IPSec tunnel. The ePDG then tunnels the packet to the PDN GW. From the PDN GW normal IP-based routing takes place. In the downlink direction, the packet for UE arrives at the PDN GW. The PDN GW tunnels the packet to the ePDG based on the routing rules. The ePDG then tunnels the packet to the UE via the IPsec tunnel.

9.
If routing rules were included, the appropriate 3GPP resource release procedures are executed for the resources associated with the flows that were moved onto the WLAN access as specified in TS 23.402 [2].
7.5.x.3.2.2 
Addition of 3GPP access

Alternative-1: Referring to TS 23.401 with some additions 
After successfully attachment to Non-3GPP access, the UE has established a PDN connection over untrusted Non-3GPP access as specified in subclause 7.5.x.3.1.2. Subsequently the UE attaches to 3GPP access, and establishes a PDN connection with the same APN as specified in TS 23.401 [8] sub-clause 5.3.2.1 or 5.10.2. UE attempts to use both accesses for the same PDN connection simultaneously.
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Figure 7.5.x.3.2.2- 1: Addition of 3GPP access to the PDN connection

1.
The UE performs the initial attach procedure over the E-UTRAN access and requests to establish a PDN connection using the same APN as specified in TS 23.401 [8] clause 5.3.2.1 or 5.10.2 with the following additions:

-
The UE sends PDN Connectivity Request, including a NBIFOM capability indication in the PCO.

-
The MME and SGW notify PGW their support of NBIFOM.

-
At the IP-CAN session establishment, the PDN GW informs the PCRF about the UE and PDN GW IFOM capability and about the RAT type. The PCRF informs the PDN GW about its IFOM capability.

-
If the PCRF, SGSN, SGW and the PDN GW support IFOM, then the PDN GW indicates this in the PCO sent back to the UE.

· Because NB-IFOM is supported for the established PDN connection over 3GPP access, the P-GW shall establish new GTP tunnel with S-GW while maintaining the previous GTP tunnel with ePDG.

· The P-GW shall indicate to the PCRF the addition of new RAT Type, if the PCRF has enabled this event trigger during the initial session establishment.

· The UE may include the routing rules in the attach request message. The eNodeB and MME forward the routing rules to the S-GW. The S-GW includes the routing rules in the Create session request message to the P-GW.  

2.
The appropriate 3GPP bearer setup or modification procedures are executed for the resources associated with the flows that were moved onto the 3GPP access.

Alternative-2: Referring to TS 23.401 with more detailed procedures

The UE has successfully attached to WLAN access and established a PDN connection over WLAN access using GTP as described in clause 7.5.x.3.1.2. 
Subsequently, the UE performs the initial attach procedure over the E-UTRAN access and requests to establish a PDN connection using the same APN. The procedure is the same as specified in TS 23.401 [8] clause 5.3.2.1 or 5.10.2 with the following additions:
· The UE sends a PDN Connectivity Request to the MME including an "NBIFOM" indication. The UE may include the routing rules in the Attach Request. A new access can be added to a multi-access PDN connection without an associated routing rule.
· Based on the "NBIFOM" indication, the MME selects the same PDN GW as the UE connects to in WLAN access network. If routing rules were included, the MME includes the routing rules and an NBIFOM indication in the Create Session Request message to the S-GW.
· The S-GW forwards the Create Session Request message to the PDN GW. The routing address for 3GPP access is the S-GW IP address.
· Based on the presence of an NBIFOM indication in the Create Session Request message, the PDN GW allocates the same IP address for the UE as for the PDN connection the UE has established over the WLAN access. The PDN GW establishes a new GTP tunnel with the S-GW while maintaining the previous GTP tunnel with the ePDG if valid routing rules exist for the WLAN access. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. If routing rules were included, the PDN GW sends the routing rules to the PCRF. The PCRF may modify the routing rules for the downlink and/or uplink, and send the modified routing rule to the PDN GW.
· The PDN GW records the routing rules in its bearer context table. The PDN GW links the flow(s) established over the 3GPP access to the flows of the same PDN connection established over WLAN access, i.e. using the same entry in the EPS bearer context table, or creating a new entry in the EPS bearer context table and linking these two entries. The PDN GW sends the Create Session Response message to the S-GW that includes the accepted routing rules by the PDN GW.
· If routing rules were included, the S-GW sends the Create Session Response message including the accepted routing rules to the MME, and the MME forwards the accepted routing rules to the UE in the PDN Connectivity Accept message.
· Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated with the flows that were moved onto the 3GPP access. 
7.5.x.3.3
IP flow mobility

7.5.x.3.3.1 
General

In this scenario, an IP flow is moved from one access to another access. Figure 7.5.x.3.3.2.1 and Figure 7.5.x.3.3.2.2 below describe the cases where UE initiates the IP flow mobility. Figure 7.5.x.3.3.3.1 and Figure 7.5.x.3.3.3.2 below describe the cases where Network initiates the IP flow mobility. An IP flow can be either a new IP flow or an IP flow which was formerly routed through one access. The routing rules can be sent via either 3GPP access or WLAN access.
7.5.x.3.3.2 
UE-initiated IP flow mobility procedure  
In the following signalling flows, the UE initiates the IP flow mobility procedure. 
7.5.x.3.3.2.1
IP flow mobility within a PDN connection with negotiation via 3GPP access GTP-based S5/S8

In the following signalling flow, the UE moves one or more IP flow(s) from WLAN access to 3GPP access by updating the routing rules via 3GPP access.
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Figure 7.5.x.3.3.2.1-1: IP Flow Mobility (S5/S8-GTP)
1.
The UE is simultaneously connected to a 3GPP and a WLAN access based on the procedures described in subclauses 7.5.x.3.2.1and 7.5.x.3.2.2. The UE is exchanging some IP flows through the 3GPP access and some other IP flows through the WLAN access.
2.
The UE sends a Request Bearer Resource Modification to MME including some updated routing rules. The UE can install a new routing rule or modify the routing access type of an existing routing rule or remove an existing routing rule.

3.
MME sends Bearer Resource Command S-GW, including the updated routing rules.
4.
S-GW forwards to P-GW, including the updated routing rules.
5.
P-GW sends the IP flow mobility confirmation to the S-GW with the indication of the successful installation of routing rules.
6.
S-GW sends the IP flow mobility confirmation to the MME with the indication of the successful installation of routing rules.

7.
MME sends the IP flow mobility confirmation to the UE with the indication of the successful installation of routing rules.
8.
P-GW sends IP-CAN Session Modification-begin to PCRF, including the updated routing rules. The PCRF stores the updated routing rules. The PCRF updates the PCC rule based on the updated routing rules and sends an acknowledgement to the PDN GW, including updated PCC rules if appropriate.
9.
P-GW implements Dedicated bearer activation as per Figure 5.4.1-1, from step 2 to 11; or Bearer modification procedure as per Figure 5.4.2.1-1, from step 2 to 11, or as per Figure 5.4.3-1, from step 2 to 9; or Dedicated bearer deactivation procedure as per Figure 5.4.4.1-1, from step 2 to 9, in TS 23.401.
10.
P-GW implements Dedicated bearer activation as per Figure 7.10-1, from step 2 to 3; or Bearer modification procedure as per Figure 7.11.1-1, from step 2 to 3, or Dedicated bearer deactivation procedure as per Figure 7.9.2-1, from step 2 to 4 for GTP-based S2b.

11.
The P-GW indicates to the PCRF whether the PCC decision could be enforced or not.
7.5.x.3.3.2.2
IP flow mobility within a PDN connection with negotiation via untrusted WLAN access 

Alternative-1: 
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Figure 7.5.x.3.3.2.2-1: IP flow mobility within a PDN connection initiated over WLAN access

1.
The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection as described in subclauses 7.5.x.3.2.1 and 7.5.x.3.2.2.

2.
The UE sends to the ePDG the IKEv2 INFORMATIONAL request, which includes the modified routing rule to indicate the updated routing rule requested by the UE.

3.
The ePDG sends the Modify Bearer Request to the P-GW including the updated routing rules. 

4.
P-GW initiates the IP-CAN session modification procedure to update the routing rules in PCRF. 
5.
P-GW acknowledges to the ePDG. 

6.
The ePDG sends to the UE the IKEv2 INFORMATIONAL response with the indication of the successful installation of routing rules . 
7.
The non-3GPP specific resource modification may be performed based on the modified routing rules in non-3GPP access network, which can be initiated by the UE.

8.
Appropriate 3GPP resource release/allocation procedures are executed for the resources associated with the flows that were removed, modified or added in the 3GPP access. The PDN GW or PCRF may initiates these procedures based on the linking between the flows over non- 3GPP access and the flow(s) of the same PDN connection over 3GPP access.

Alternative-2: Additional details compared to Alternative-1

The UE can move one or more IP flow(s) from the 3GPP access to the WLAN access. The UE should update the routing rules via the WLAN access.
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Figure 7.5.x.3.3.1-1: IP flow mobility within a PDN connection initiated over WLAN access 

1.
The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection as described in clauses 7.5.x.3.1 and 7.5.x.3.2.

2.
The UE sends the INFORMATIONAL request to the ePDG, which includes the updated routing rules requested by the UE. 

3.
The ePDG sends a Bearer Resource Command message to the PDN GW. The message includes the updated routing rules. The ePDG includes the default EPS bearer ID (i.e. Linked Bearer ID) based on the mapping between the Security Association and the PDN connection. The ePDG sends the updated routing rules to the PDN GW.

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN GW provides the updated routing rules to the PCRF.
5. The PDN GW sends an Update Bearer Request message to the ePDG which includes the accepted routing rules.

6. The ePDG sends an Update Bearer Response message to the PDN GW.

7. The ePDG sends the INFORMATIONAL response to the UE that includes the updated routing rules accepted by the PDN GW.

8.
Appropriate WLAN resource allocation procedures are executed for the resources associated with the flows that were modified or added in the WLAN access.
9.
Appropriate 3GPP resource release procedures are executed for the resources associated with the flows that were modified or removed in the 3GPP access. 

10.
The PDN GW indicates to the PCRF whether the PCC decision could be enforced or not.

7.5.x.3.3.3 
Network-initiated IP flow mobility procedure  
In the following signalling flows, the network initiates the IP flow mobility procedure.
7.5.x.3.3.3.1
IP flow mobility within a PDN connection with negotiation via WLAN access
In the following signalling flow, the PCRF identifies and moves specific flows from 3GPP to WLAN.
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Figure 7.5.x.3.3.3.1: IP flow mobility within a PDN connection with negotiation via non-3GPP access
1.
The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection.
2.
PCRF determines based on policy information and current UE state that session modification can be initiated to move specific flows. PCRF indicates to the P-GW via routing rules. The PCRF may update corresponding PCC rules according to the routing rules.
3. The P-GW sends to the ePDG an Update Bearer Request which includes the new routing rules to be utilized for WLAN

4. The ePDG sends an Update Bearer Response to the PDN GW.

5. The ePDG initiates a IKEv2 INFORMATIONAL request, which includes the modified routing rule to indicate the updated routing rule to be used by the UE.

6. The UE responds with a IKEv2 INFORMATIONAL response, acknowledging the new routing rules and applies the corresponding filters

7. The non-3GPP specific resource release, setup or modification may be performed based on the modified traffic selector in non-3GPP access network.
8. Appropriate 3GPP resource release/allocation procedures are executed for the resources associated with the flows that were removed, modified or added in the 3GPP access.

7.5.x.3.3.3.2
IP flow mobility within a PDN connection with negotiation via 3GPP access
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Figure 7.5.x.3.3.3.2: IP flow mobility within a PDN connection with negotiation via 3GPP access
1.
The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection.
2.
PCRF determines based on policy information and current UE state that session modification can be initiated to move specific flows. PCRF indicates to the P-GW via routing rules. The PCRF may update corresponding PCC rules according to the routing rules.
3. The P-GW sends to the S-GW an Update Bearer Request which, includes the new routing rules to be utilized for 3GPP.
4. The S-GW sends to the MME an Update Bearer Request which, includes the new routing rules to be utilized for 3GPP.
5. MME updates the UE with new routing rules.
6. MME sends an Update Bearer Response to the S-GW.

7. The S-GW sends an Update Bearer Response to the P-GW.

8. Based on the routing rules and optional PCC rules, P-GW makes the determination to either release WLAN resources, setup or modify resources on WLAN access and performs the appropriate bearer procedures as defined in 23.402.
7.5.x.3.4
Removal of one access

In this scenario, the UE moves all traffic from one access to another access and detaches from the old access (e.g. due to loss of coverage or by an explicit detach). 
7.5.x.3.4.1 
UE-initiated removal of 3GPP access from the PDN connection

When the UE disconnects from the 3GPP access and remains connected only to the WLAN access, refer to TS 23.401 [8] subclause 5.3.8.2.
NOTE: 
If the UE wants to keep the IP flows from an access to be detached from, the procedure specified in clause 7.5.x.3.3.2.2 shall be performed before the UE detaches from the old access.
7.5.x.3.4.2 
Network-initiated removal of 3GPP access from the PDN connection
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Figure 7.5.x.3.4.2-1: Removal of 3GPP access from the PDN connection
1. The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection.
2. MME initiates a release of the resources on 3GPP due to operator intervention or other trigger (detach request from UE or radio link failure)

3. MME sends a Delete Session Request to the SGW

4. SGW sends the Delete Session request to the PDN GW

5. PDN GW shall indicate to the PCRF the removal of new 3GPP E-UTRAN RAT Type, if the PCRF has enabled this event trigger during the initial session establishment.  PCRF determines based on policy information and current UE state that session modification can be initiated to move specific flows.   PCRF indicates to the PDN GW routing rules with associated routing access type for rules to be modified or installed. The PCRF may update corresponding PCC rules according to the routing rules.
6. PDN GW sends the Delete Session Response to the SGW

7. SGW sends the Delete Session Response to the MME

8. MME performs EPS resource release procedures

9. Based on PCC rules, PGW makes the determination if any modification of resources on WLAN access are needed and performs the appropriate bearer procedures as defined in 23.402 and sends to the ePDG an Update Bearer Request which, includes the new routing rules to be utilized for 3GPP

10. The ePDG sends an Update Bearer Response to the PDN GW.

11. The ePDG initiates a IKEv2 INFORMATIONAL request, which includes the modified routing rule to indicate the updated routing rule to be used by the UE.

12. The UE responds with a IKEv2 INFORMATIONAL response, acknowledging the new routing rules and applies the corresponding filters

13. The non-3GPP specific resource modification may be performed based on the modified traffic selector in non-3GPP access network.

7.5.x.3.4.3 
UE-initiated removal of WLAN access from the PDN connection

When the UE disconnects from the WLAN access and remains connected only to the 3GPP access, refer to TS 23.402 [2] clause 7.4.3. 
NOTE: 
If the UE wants to keep the IP flows from an access to be detached from, the procedure specified in clause 7.5.x.3.3.2.1 shall be performed before the UE detaches from the old access.
7.5.x.3.4.4 
Network-initiated removal of WLAN access from the PDN connection
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Figure 7.5.x.3.4.4-1: Removal of WLAN access from the PDN connection
1. The UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN connection.
2. ePDG initiates a release of the resources on WLAN due to operator intervention or other trigger (Dead Peer Detection or other scenarios)

Editor’s Note: It is FFS on the actual trigger possibilities for WLAN connection loss and detection at ePDG

3. ePDG sends a Delete Session Request to the SGW

4. PDN GW shall indicate to the PCRF the removal of new WLAN RAT Type, if the PCRF has enabled this event trigger during the initial session establishment.  PCRF determines based on policy information and current UE state that session modification can be initiated to move specific flows. PCRF indicates to the PDN GW routing rules. The PCRF may update corresponding PCC rules according to the routing rules.
5. PDN GW sends the Delete Session Response to the SGW

6. If needed, ePDG performs WLAN resource release procedures

7. Based on PCC rules, PGW makes the determination if any modification of resources on 3GPP E-UTRAN access are needed and performs the appropriate bearer procedures as defined in 23.401 and sends an Update Bearer Request to the SGW which, includes the new routing rules to be utilized for 3GPP

Note: It is possible that instead of resource modification, a resource removal or setup can happen and the procedures are as defined in 23.401

8. SGW forwards the Update Bearer Request to the MME.

9. MME performs 3GPP EPS Resource Modification as defined in 23.401.
10. The MME sends an Update Bearer Response to the SGW.

The SGW sends an Update Bearer Response to the PGW.
7.4.x.3.5
Loss of an access from a PDN connection in case of network-initiated IP flow mobility
7.4.x.3.5.1
Loss of 3GPP access from the PDN connection
For network-initiated IP flow mobility procedure, when the UE detects the loss of 3GPP coverage, the UE shall report this event to the network.
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Figure 7.5.x.3.5.1-1 Procedure for loss of 3GPP access for GTP S2b
1. 
The UE is connected simultaneously to 3GPP and ePDG and establishes multiple IP flows of the same PDN connection.

2.
The UE detects that the 3GPP link is not suitable (e.g., loss of 3GPP coverage, 3GPP radio condition degradation). 

3.
The UE sends the IKEv2 INFOMATIONAL request including an indication that the 3GPP link is not suitable. The UE also includes information to identify the IP flows that need to be moved to the WLAN.

Editor’s Note: The information to identify the IP flows is FFS.
4. 
The indication and the information to identify the IP flows are sent to the PGW within a Bearer Resource Command.

5.
The PGW sends the indication to the PCRF. The PCRF may generate new Routing Rules later and should not generate Routing Rules for 3GPP.

Editor’s Note: It is FFS whether the PGW notifies the PCRF about the information to identify the IP flows that need to be moved to the untrusted WLAN and whether the PCRF needs to update the PCC rules.

6.
The PGW moves all the IP flows from 3GPP to untrusted WLAN except those IP flows which are forbidden to be routed via WLAN. The PGW may initiate dedicated bearer activation and/or modification procedure as described in WLAN TS 23.402 [2] according to if the IP flow shall be transported to new dedicated bearer or to existing bearer. The PGW may release the resource in the 3GPP access network but do not release the access from the multi-access PDN connection.

Editor’s Note: The network behaviour is FFS if some IP flows are forbidden to be routed in untrusted WLAN.

Editor’s Note: The Co-existence with RAN Rule solution is FFS.
Editor’s Note: Whether the UE sends the indication to the network when no active IP flows are transferred via 3GPP is FFS.
7.4.x.3.5.1
Loss of an access using S2b
For network-initiated IP flow mobility procedure, when the UE detects the loss of untrusted WLAN coverage, the UE shall perform the procedure as specified in sub-clause 7.3.2.3.5.2.
* * * End of Change 2 * * * 
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8. Dedicated S2b bearer activation as per Figure 7.10-1, from step 2 to 3; or S2b Bearer modification procedure as per Figure 7.11.1-1-1, from step 2 to 3; or PDN GW Initiated bearer deactivation procedure as per Figure 7.9.2-1, from step 2 to 4, in TS 23.402.
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1. Initial attach procedure over the E-UTRAN access and requests to establish a PDN as TS 23.401 [8] sub-clause 5.3.2.1 or 5.10.2
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2. 3GPP bearer setup or modification











Attach to untrusted WLAN access to establish a PDN connection using GTP as sub-clause 7.5.x.3.1.2 
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Referring to Step 1 to Step 9 of the handover procedures from 3GPP access to Untrusted Non-3GPP IP Access using GTP over S2b, as described in subclause 8.6.2 of TS 23.402.
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6. Dedicated Bearer Activated or Bearer Modification procedure in WLAN as defined in TS 23.402
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8. IP-CAN Session Modification-begin
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1. UE is connected simultaneously to 3GPP and non-3GPP accesses and multiple bindings and multiple IP flows are registered at the PDN GW
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1I.P-CAN Session Modification - end
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10. Dedicated bearer activation as per Figure 7.10-1, from step 2 to 3; or Bearer modification procedure as per Figure 7.11.1-1, from step 2 to 3, or Dedicated bearer deactivation procedure as per Figure 7.9.2-1, from step 2 to 4.
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9. Dedicated bearer activation as per Figure 5.4.1-1, from step 2 to 11; or Bearer modification procedure as per Figure 5.4.2.1-1, from step 2 to 11, or as per Figure 5.4.3-1, from step 2 to 9; or Dedicated bearer deactivation procedure as per Figure 5.4.4.1-1, from step 2 to 9.
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