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Abstract of the contribution: This contribution proposes the update of solution description according to the conclusions determined for this solution. Basically clearer criteria are added on when to use the HSS path for monitoring.
Introduction
The evaluations so far determined that the HSS should be used for the more infrequent monitoring activities in case the same information or event is available via MME/SGSN and HSS. It is however not very clear how to reach this. Here it is proposed to take the already existing S6 functionality as the main discriminator for selection of whether monitoring is via HSS or via direct new interface.
The HSS – S6 path to serving nodes may be selected for infrequent onetime monitoring request for information that is available via S6. It may be also used as a backup in situation where the new direct interface to serving nodes is not available, e.g. in roaming scenarios. Then it is obviously with limited capacity.

Other monitoring information/events from HSS are those that the HSS may derive from its normal S6 operations as of today, e.g. the basic reachability notification or the IMSI-IMEI association, which may provide also continuous monitoring for those items without creating extra S6 signalling.

In summary, the HSS based monitoring part of the combined approach is clarified as restricted to the capabilities of S6.
***** 1st CHANGE *****
6.3
Solution 3 - Monitoring via MME/SGSN and HSS
6.3.1
General description

The main idea of this solution is to use direct new interface between MME/SGSN and Service Capability Exposure Function (SCEF) for monitoring event configuration, reporting etc. Further this solution includes also the functionality of HSS based monitoring and reporting. Thereby gaining flexibility to configure and/or report monitoring events via HSS or via direct new interface.

The monitoring via HSS path is intended for infrequent events or when MME/SGSN based monitoring is not available (i.e. when a MME/SGSN does not support a requested monitoring feature). The interactions with the HSS and thereby the monitoring via HSS are restricted to monitoring information or events that can be retrieved from or via the HSS based on existing HSS and S6 procedures.
Before the detection and reporting of Monitoring events, the Monitoring configuration data is provided to the network entities which perform the detection and reporting of Monitoring events. The Monitoring configuration data provides the information related to the detection/reporting of Monitoring events, such as: the Monitoring event type, corresponding actions to the event, the identity of AS which subscribes via SCEF the Monitoring events, the activation/deactivation of each Monitoring event, etc.

To support MTC Monitoring feature in roaming scenario, roaming agreement needs to be made between HPLMN and VPLMN, and the new direct interfaces need to be designed to support roaming.
***** End of CHANGE *****
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