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Abstract of the contribution: This contribution proposes a solution approach that takes advantage from monitoring enablers, which are used to inform a network function that accepts downlink data for delivery from SCS/AS when those data can be delivered to UEs applying power saving means.
Introduction
The proposed solution deploys a Store & Forward (S&F) function, which receives and stores data delivery requests for UEs that are not always immediately reachable, e.g. due to applying power saving functionality or for UEs that just attach occasionally for a short period. That S&F function uses the monitoring feature of UE reachability, which informs the S&F when the UE is reachable so that the S&F can forward the stored downlink data towards the UE.
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A solution description as below is proposed for the TR:

***** 1st CHANGE *****
m.n.o
Solution n – Monitoring capability based downlink data delivery
m.n.o.1
General description

The procedure below shows the approach where a Store & Forward entity receives the downlink data via an API request from SCS/AS. This approach has the advantage that there are only few entities in the notification and delivery path so that there is low latency for delivering the stored data to the UE, i.e. the connection with the UE needs to be maintained only for a short period of time before the UE can return to its power saving condition. The S&F may also be allocated behind a NAT/FW without causing any extra configuration or other efforts like keep alive traffic from the UE as the SCEF verifies the authenticity and the permission for the downlink data transfer and submits it directly to the S&F. The approach can also receive downlink data delivery request for UEs that are not attached and have no IP address allocated. Data are delivered to the UE once the UE is attached, has an IP address and is reachable.
Figure m.n.o.1-0 shows high-level architecture of the solution.
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Figure m.n.o.1-0: High-level architecture
The interface, between the SCEF and the S&F, is out of scope of this specification,(e.g. RESTful APIs, SOAP based APIs, or proprietary APIs). The S&F may be co-located with SCEF.
NOTE X:
The relationship between the S&F and WebPush framework defined in IETF should be taken into account after IETF work is stable enough.
m.n.o.2
Information flow
Figure m.n.o.1-1 illustrates the information flow for that solution.

[image: image3.emf] 

SCS /AS  

SGW/PGW  

MME/SGSN  

UE  

SCEF  

S&F  

8. Data Delivery   Report  

7 .  Data Delivery  

1. Data Delivery Request  

2. Authorization  

4. Data Delivery Response  

3. Data Delivery Request  

HSS  

5 .  Monitoring  Request/ Configuration : onetime or continuous  reporting of UE reachability  

6 . Monitoring Report: UE reachable  


Figure m.n.o.1-1: Monitoring capability based downlink data delivery
1.
The SCS/AS sends a Data Delivery Request message to the SCEF, including application data that shall be sent to the UE. This is some limited amount of data, e.g. an application layer message. Data Delivery Requests may be addressed to “external ID”, MSISDN or IP address. The request may indicate a lifetime, a priority and whether a delivery report is required.
2.
The SCEF checks that the SCS/AS is authorised to send a Data Delivery Request and that the SCS/AS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Response message with a cause value indicating the reason for the failure condition and the flow stops at this step.
3.
The SCEF identifies a Store & Forward entity and forwards the Request to that S&F.
4.
The SCEF confirms the acceptance of the Data Delivery Request.

5.
The S&F requests/configures the monitoring of the UE reachability.
Editor's note:
How to support the UE reachability monitoring with eDRX is FFS.
6.
When the UE becomes reachable, e.g. when a PSM UE contacts the network or when a UE attaches, this monitoring event is reported to the S&F.

7.
The S&F sends the stored downlink data to the UE.

8.
If it was requested, the S&F and SCEF send a Delivery Report to the SCS/AS. The report may also be sent when the delivery request expires before delivery to the UE was possible.
m.n.o.4
Charging

Charging is provided per downlink data delivery request and/or actual delivery. The S&F and SCEF generates CDRs taking into account successful and unsuccessful delivery of Monitoring event report.
m.n.o.5
Impacts on existing nodes and functionality
There is no impact from this solution on the functionality provided by monitoring enablers, which may be used externally via SCEF or PLMN internal like here.

An S&F function with storing the downlink data needs to be deployed and the capability/enabler be defined for the SCEF that the SCS/AS may then use.

M.n.o.6
Evaluation

This approach needs effort for a separate specific S&F entity and the related new enabler.

It has the advantage that there are only few entities in the notification and delivery path so that there is low latency for delivering the stored data to the UE, i.e. the connection with the UE needs to be maintained only for a short period of time before the UE can return to its power saving condition. With this solution the downlink data can bypass any potential NAT/FW as the S&F is PLMN internal. The SCEF verifies the authenticity and the permission for the downlink data and submits those directly to the S&F. There is no need for any keep alive traffic from the UE. The approach can also receive downlink data delivery request for UEs that are not attached and have no IP address allocated. Data are delivered to the UE once the UE is attached, has an IP address and is reachable.

The downlink data transfer, which can be e.g. a trigger for communication with the UE, can be charged as it is a separate service. It is possible to set a life time for the request and also generate delivery or failure reports.

***** End of CHANGE *****
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