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1. Introduction
Configuration of monitoring events as defined in 23.789 can be done in HSS, PCRF or directly in the serving nodes.
This P-CR discusses the drawbacks with configuring monitoring events directly in serving nodes and proposes to configure them only in the HSS or in the PCRF. The SGSN/MME would then be updated by HSS and PCRF using relevant existing procedures. 
Event Notification alternatives (HSS, SGSN/MME and PCRF) are not changed and TR solution is considered as appropriate.
2. Discussion
The SGSN/MME serving a UE can change anytime by mobility management procedures and is therefore not the best entity for establishing dynamic interactions with external servers.  That is, SGSN/MME are not appropriate for storing monitoring configuration information and this may cause several problems. 
Issues with configuring data directly in SGSN/MME include:
· More signaling is needed as the SCEF has to interact with HSS each time configuration of monitoring data in an SGSN/MME is done. 
· If a UE happens to be detached when a configuration of monitoring data is requested, the request may fail. 
· The monitoring configuration data should be independent of a UEs attach state. The MME/SGSN context information may be lost when a UE detaches or power cycles. A more permanent storage of monitoring configuration data is therefore required.
3. Conclusion
The SGSN/MME are not suitable to directly handle the event configurations and it is therefore more suitable to use a slightly modified model for configuration of monitoring data as shown below:
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Followed by:
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Benefits of the revised proposal:

· The mobility of MME/SGSN is agnostic from SCEF.

· SCEF has less signaling to handle and 

· MME/SGSN has less new interactions to manage,

· MME/SGSN continues to update SCEF

4. Proposal
It is proposed that Notification Configuration data is always stored in HSS or PCRF. If Event detection/Reporting is done in the SGSN/MME, it is the HSS and not the SCEF which configure such data in the SGSN/MME. 
Note that this P-CR does not affect the Event Reporting from SGSN/MME. That is considered a valid option and is not affected by above problems.

It is proposed to add the following to the Interim conclusions chapter of the TR 23.789:

******************** Start of changes *************************

6.3.3
Solution evaluation

Options A and B differ in the handling of serving node changes and in the handling of subscribing events for UEs that have no serving node allocated. Option A stores event subscriptions in HSS and downloads any subscribed monitoring event configurations to new serving nodes during existing signalling between serving node and HSS. Thereby all possible cases are covered by loading events subscriptions always from HSS to any new serving node. Another advantage of option B is its flexibility of using HSS based or direct reporting to SCEF, which may be chosen from depending on capabilities supported by the different interfaces, e.g. single event reporting via serving node – HSS interface and continuous reporting via direct new interface.

Option B proposes to transfers event subscriptions between serving nodes. When there is a request for monitoring and no serving node is allocated to the UE the SCEF needs to subscribe to HSS for getting notified when there is a new serving node after there was none before. Problematic are also scenarios where a UE changes to a new serving node without retrieving any contexts from old serving node. It can be expected that a variety of scenarios need specific handling and updates if option B should be used for UE specific monitoring. All that is not needed for events that are not UE specific, e.g. when monitoring an area. Here is also no HSS interaction expected.

In addition option B may become an optimisation for monitoring events that include frequent re-requests of event subscriptions. In that case the SCEF may cache HSS provided info. However this optimisation should only be used for UEs that have a serving node allocated and without any extra efforts for scenarios where the serving node changes or gets lost. In that case it should fall back to option A.

Following this evaluation it is suggested to adopt option A for monitoring of UE specific/individual events and combine it with the HSS based monitoring. 

For Option A, where only infrequent event needs to be reported, HSS may inform MME/SGSN to report back the event to HSS which in turn may report it to SCEF.
Option B is suggested to be adopted for events that don’t relate to specific/individual events. Option B may be considered as an optimisation for monitoring events that require frequent re-requests of event subscription, which can remove that load from HSS. Frequent re-requests of event subscriptions should be avoided and rather be part of the event configuration as such. As the option B with the SCEF configuring the events directly in the MME/SGSN has issues with mobility, is dependent on UE registration state and requires more signalling it is not recommended.
For some events type such as RAT_change or location_change (and others) it can be argued that event triggers already available via PCRF. In such cases, it is indeed possible to access such capabilities via PCRF as well as via MME/SGSN. However, there are cases where an operator may not have activated any location_change event triggers on PCRF for its subscribers, but may be interested in location_change event to be exposed to 3rd parties for certain location-based services. In such cases, requesting location_change directly from MME/SGSN would be efficient. 

In addition, it should be noted that PCC usage is optional per 3GPP specs. It may not be deployed for all types of subscriber sessions (e.g. low ARPU M2M devices) and in that case local policy at PCEF may be used for policy and charging control. In such a deployment, it is not possible to issue monitoring events for affected subscribers via PCRF framework at all. 

Another consideration is frequency of events. For infrequent location_change reporting it may be OK to report it via HSS. However for frequent location_change reporting load on HSS may not be desirable.  In such cases, requesting location_change directly from MME/SGSN would be efficient.

******************** End of changes *************************
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* * * * Start of 1st Change * * * *
4.5.x
Monitoring Function
Monitoring function is intended for monitoring of specific events. This comprises of means that allow to identify the 3GPP network element suitable for configuring the specific events, the event detection and the reporting to the authorised users, e.g. for use by applications or logging. For MTC Devices, it is desirable that the network detects and reports events (including location). If such an event is detected, the network might be configured to perform special actions, e.g. limit the access or reduce the allocated resource. Monitoring function is able to detect, configure and report following events – 

· Monitoring the association of the MTC Device and UICC and/or new IMSI-IMEI-SV association 

· Location of the MTC Device, and change in location of the MTC Device 

NOTE:      Location granularity for event request, or event report, or both could be at cell level (CGI/ECGI), LA/TA/RA level, Presence Area reporting level, or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.).
· Loss of connectivity i.e. when the network considers UE to be detached.
· Communication failure

· Roaming status (i.e. Roaming or No Roaming) of the MTC device, and change in roaming status of the MTC device

NOTE:     Roaming status means whether the MTC device is in HPLMN or VPLMN. 

· Serving network of the MTC device, and change of the serving network of the MTC device

The set of capabilities required for monitoring may be accessible via different 3GPP interfaces/nodes as defined in clause 5.x.1

* * * * Start of 2nd Change * * * *
5.x
Monitoring procedures

5.x.1
Monitoring event configuration procedure

Figure 5.x.1-1 illustrates monitoring event configuration procedure.
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Figure 5.x.1-1: Monitoring event configuration procedure

1.
The AS/SCS sends a Monitoring Request message to the SCEF to configure, activate, deactivate or trigger report delivery for a particular monitoring event. AS/SCS provides monitoring configuration data as part of Monitoring Request message to SCEF such as Monitoring Event ID and associated parameters, Monitoring Event Priority, Monitoring Expiration Time, etc.

2.
The SCEF checks that the AS/SCS is authorised to send monitoring requests and that the AS/SCS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Answer message with a cause value indicating the reason for the failure condition and the flow stops at this step.

SCEF determines 3GPP node/interface to configure monitoring event. Which interface(s) to configure/report the event the SCEF selects is dependent on the type of the event, operator configuration, required frequency of event reporting, application provided parameters in monitoring event request etc. 

3.

The SCEF sends a Authritation Request message to the HSS/HLR to authorize the Monitoring configuration details (e.g.: Monitoring Event ID) and perform identifier translation if needed 

4a.
If the selected interface is the HSS, the SCEF sends a Monitoring Request message to the HSS.  HSS stores the Monitoring parameters and configure the SGSN/MME if necessary. In this case, step 3 and 4 can be merged.

4b.
If the selected interface is the PCRF, SCEF sends the Notification Request to the PCRF.

5
SCEF answers to the SCS/AS

5.x.2
Monitoring event detection procedure

Monitoring event can be detected by different nodes depending on event type. When Monitoring event are detected, the Monitoring event reports are generated and sent out. When Monitoring event is detected, the predefined actions corresponding to the event type will be performed. For example, the action of "detach the UE and report the event" is configured if the UE changes the location to restricted area, in this case the node detecting the event will detach the UE and report the event to SCEF.

5.x.3
Monitoring event reporting procedure

Figure 5.x.3-1 illustrates monitoring event reporting procedure.
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Figure 5.x.3-1: Monitoring event reporting procedure

A.
Depending on the monitoring event, the SGSN/MME detects a monitoring event and reports it to HSS or the HSS itself detects an event. The HSS reports the HSS or SGSN/MME detected monitoring event to the SCEF using Sh Notification signalling. HSS report includes the AS/SCS ID. 

B.
Depending on the monitoring event SGSN/MME does the reporting. The SGSN/MME sends a Monitoring event report to the SCEF. The SCEF address is stored by the SGSN/MME as part of the subscribed event. Alternatively the SCEF address is derived from some SCEF FQDN that may be constructed considering APN FQDN construction rules. SGSN/MME report includes the AS/SCS ID

C.
Depending on the monitoring event, PCC reporting as of TS 23.203 [xx] informs the H-PCRF when configured events happen. The PCRF sends a monitoring event report to the SCEF that has requested the monitoring actions. PCRF report includes the AS/SCS ID. 

The SCEF sends the Monitoring event report to the AS/SCS.

5.x.4
Specific Monitoring Event handling procedures

5.x.4.1
Monitoring event - Location of MTC device

5.x.4.2
Monitoring event - Roaming status of MTC device

* * * * End of Changes * * * *
