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1. Introduction
in Rel-9, Inter-UE Transfer (IUT) was defined between UEs with the same IMS subscription and Collaborative Session control cannot be transferred between UEs. In later release, The Collaborative Session Control can be transferred between UEs registering Public User identities that share the same service profile (still same IMS subscription). For UEs involved in an Inter-UE Transfer without establishing a Collaborative Session use Public User identities that share the same service profile.
This paper discusses the requirements for WebRTC UE and IUT.
2. Proposal
To add the following to TR 23.706.
*** begin next texts ***
[bookmark: _Toc402711917]7.2.x	Solution x: WebRTC with Inter-UE Transfer (IUT)
[bookmark: _Toc402711918]7.2.x.1	Solution GeneralPrinciples
As according to TS 23.237 [xx], Inter-UE Transfer (IUT) requires UEs involved in an IUT uses the Public User identities that share the same service profile. According to TS 23.228 [xx] figure 4.6, the following relationship between Public User identities and Private User identities under the same IMS subscription can exist.


Figure 7.2.x.1-1: The relation of a shared Public User Identity and Private User Identities
[bookmark: _Toc402711919]For example, a user who would like to transfer his IMS session from a WIC to a UE using normal IMS (or vice versa) must require that the both IMS registrations are using the Public User identities that share the same service profile. E.g., this can be used to transfer a video session of a MMTEL from a mobile terminal using normal IMS to a computer using WIC for better user experiences.
On the network side, the IUT functionality as described in TS 23.237 [xx], namely the IUT functionality defined for SCC AS needs to be followed.
7.2.x.2	Reference Architecture with IUT





Figure 7.2.x.2-1: WebRTC IMS and IMS UE + IUT architecture 
[bookmark: _Toc402711920]7.2.x.3	Impacts
As defined in TS 23.228 [xx], there are 3 ways for WIC to perform IMS registration. In order to allow IUT, the following requirements can be stated as in Table 7.2.x.3-1:
 
	WIC registration method as defined in TS 23.228[xx]
	IUT requirement for WebRTC

	1. WIC registration of individual Public User Identity using IMS authentication.
	NO additional requirement.

	2. WIC registration of individual Public User Identity based on web authentication
	The WWSF determines the Private User Identity and Public User Identity for the WIC and returns the IMS identities and the security token which is issued by the WAF to the WIC.
The public identity given to WIC must be coordinated such that it shares the same service profile with the public user identity that IMS client will be using for registration. 

	3. WIC registration of individual Public User Identity from a pool of Public User Identities
	The WWSF is provided with a pool of subscriptions, each containing a single unique IMPU/IMPI pair, to IMS and can assign individual Public and Private User Identities from this pool.
IUT is not supported in this scenario, as the IMPU/IMPI from the pool is most likely not tied to the same IMS subscription of the IMS client.


Table 7.2.x.3-1: IUT requirements for WIC registration 

[bookmark: _Toc402711923]Editor’s Note: Further evaluation is needed for the solutions being described in this TR under section 5 and 6.
7.3	Evaluation
[bookmark: _Toc402711924]7.4	Conclusion
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