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1. Introduction

In Rel-11, MT SMS without MSISDN was defined. In Rel-12, MO-SMS without MSISDN was defined. This two features allow two IMS UEs without MSISDN to send SMS to each other over IMS. Interworking with legacy UE or other CS domain is up to network implementation.

WIC should be able to receive and send SMS with SMSMI capabilities since it does not require MSISDN.  
2. Proposal

To add the following to TR 23.706.

*** begin next texts ***
7.2.x
Solution x: WebRTC with SMSMI
7.2.x.1
Solution Principles

This solution requires the WIC to follow the UE procedure as defined for SMS submit and Delivery without MSISDN as defined in TS 23.204 [xx]. Namely, the IMS registration requirements for SMSMI and the SMS packaging without MSISDN as defined in TS 24.341 [xx].

7.2.x.2
Reference Architecture with SMSMI
Figure 7.2.x.2-1 shows a combined architecture with the standard WebRTC IMS architecture as it is defined in 3GPP TS 23.228 [2] and SMSMI as defined in TS 23.204 [xx].
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Figure 7.2.1.2-1: WebRTC IMS + SMSMI architecture 

7.2.x.3
Procedures

7.2.x.3.1
WIC Registration with SMSMI capability.
The following call flows in Figure 7.2.x.3.1-1 show the IMS registration requirement for SMSMI. 
In this scenario, the user has an IMS subscription and accesses the IMS via a WebRTC web server (WWSF). The WWSF may be located in a third party network and have a business subscription with the IMS operator. 
In other to allow WIC to send/receive SMS without MSISDN, it must include the SMSMI support indication as defined in TS 24.341 [xx] as shown in step 3 below. Furthermore, IP-SM-GW (in step 11b) needs to be aware of the IMSI of the UE during IMS registration either from the private user identity the WIC included in Registration or from Public user identity, see TS 24.341 [xx] section 4.4.
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Figure 7.2.x.3.1-1: WIC registration with SMSMI
- After successful registration, WIC can send/receive SMS without MSISDN using the procedure defined in TS 23.204 [xx].
7.2.1.3
Impacts

The solution implies: 

· WIC (if support this service) needs to include the SMSMI support indicator in Register message.
· The IMPI or IMPU used by the WIC for IMS registration needs to include IMSI so the IP-SM-GW can derive the IMSI for later correlation of short message as required by TS 24.341 [xx].
Editor’s Note: It is FFS on how the IMSI can be acquired for some of the WebRTC scenarios (e.g. WIC registration of individual Public User Identity based on web authentication or from a pool of Public User Identities, etc),
NOTE: Because message waiting flag for SMS in general requires support of HSS per user, therefore allowing SMS to work for “WebRTC support of IMS subscriptions corresponding to users managed by third parties” may not be possible because some of those solutions uses external database (e.g, WUDB) to manage users.
7.3
Evaluation

7.4
Conclusion
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