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Abstract of the contribution: this contribution discusses the possible uses of the Application Driven Discovery type. It is meant as a companion of S2-14
Introduction

The Application Driven Discovery combines aspects of both the Open and Restricted discovery as defined in 3GPP Release 12 but also differs from both of them.

Unlike Open Discovery, where the announcing UE can be discovered by any UE, only the monitoring UEs that have the same application that made the announcing request can successfully discover the announcing UE. Furthermore, a match report is often not needed.

Unlike Restricted Discovery, where the announced ProSe Code uniquely identifies the UE, in the Application Driven Discovery potentially two UEs can announce the same ProSe Code.

As it will be shown in this discussion paper, the Application Driven Discovery bears close resemblance with the Restricted Discovery and can be used to replicate selected Restricted Discovery use cases, support Group Discovery, and some simplified Model B scenarios.

Solution description

In the Application Driven Discovery the ProSe Code consists of two parts:
· ProSe Preamble: a part that identifies the application. 
· ProSe Payload: a part specific to the application which encodes it according to its internal logic. 

For example, in a group Discovery scenario, the ProSe Preamble could identify the application where the groups are hosted, e.g. Skype and the ProSe Payload could contain the group ID and member ID within that group or the member ID in the application (e.g. 3GPP Chat, memberNNN@3GPP_chat or user@example.com ). 

Announcing (high level view)

The Application requesting to announce sends to the ProSe Function the Application ID and the desired ProSe Payload. The ProSe Payload may be obtained from the Application server prior the start of the announcing or can be autonomously generated by the Application in the UE. The ProSe function generates the ProSe Preamble using the same logic it uses for other types of discovery announcing procedures and then contacts the Application to either obtain a ProSe Payload or to validate that the ProSe Payload requested by the UE is allowed to be announced for the user ID. The ProSe function then appends the ProSe Payload to the ProSe Preamble and returns the ProSe Code to the UE.
Note that the ProSe Preamble will also include a discovery type = Application Driven Discovery. 

Monitoring (high level view)

In general, the Application requesting to monitor only needs to obtain the encoding of the application in the PLMNs it wishes to monitor, that is the ProSe Preamble. The UE autonomously constructs a filter and a mask for the ProSe Payload based on the application logic. In fact the UE could apply multiple filters to the same ProSe code. For example, in a Group Discovery scenario, once the ProSe Preamble has been matched, the UE can try to match the ProSe Payload against all the groups the user is a member of. 

Matching (high level view)

Match reports are generally not required, although there are scenarios where the Application can transport metadata to make the Discovery event more useful.

Examples of ADD in operation

Dating Application

User subscribed to MeetMe.com create a user profile that the application maps into an ProSe Payload and allocates to the user an unique ID that the announcing UE needs to provide to the network in the announce request. When an announce request is made the ProSe Function asks MeetMe.com to provide the ProSe Payload for the requesting UE that contains the profile of the user and the user ID on MeetMe.com. Asking the application server to generate the ProSe Payload prevents spoofing.

The subscribers of MeetMe.com that wish to monitor for a match contact the MeetMe.com application server to obtain the ProSe Payload filter and mask for matching profiles. These parts of the filter and mask are appended to the filter for MeetMe.com for all the PLMNs the UE wishes to monitor.

When a match is detected the monitoring UE contacts the MeetMe.com application server to obtain a means to contact the discovered match (e.g. email address, telephone number…). The application server can validate that the reported match is valid. 

Supermarket Application

The GoodFood.com application encodes, e.g. using a bitmap, the products on special offer in the supermarket, or even all the available products. The user can configure the GoodFood.com application in the UE to monitor a specific product or a family of products.

Match report procedures can be used for example to request the location (aisle number) and cost of a discovered product.

A model B type of discovery can also be envisaged whereby the UE of the customer creates an announcement requesting a specific product. 

Group Discovery

A member of Social.net is wants to discover if any of the users of a group the user is a member of is nearby. To enable this functionality, The ProSe Payload is constructed to contain the group ID as well as a group member ID or the user ID on Social.net. 
Social network Restricted Discovery simulation

To reproduce a service equivalent to that provided by the Restricted Discovery, the announcing UE sends a message containing the name of the application which will be used to generate the ProSe Preamble, the User ID on the application which corresponds to the Restricted ProSe App ID and the UE identity. The latter two are used by the ProSe Function to validate with the application server the identity of the user and to create the ProSe Payload. 

The main advantage is on the monitoring side since the application on the monitoring UE can easily store the list of friends so the only filter needed is to detect a ProSe Code with the desired ProSe Preamble for each PLMN the UE is monitoring.

Unlike the latest Release 13 procedures, a match report is not needed to derive the user ID of the discovered user.

Open Discovery simulation

In Release 12, in order to enable Open Discovery, the UE is initially configured with the data structure of the ProSe Application ID corresponding to the HPLMN. The alternative enabled by the ADD is such that the mobile operator provides an application (e.g. FindMeApp) and creates the tiered data structure in the ProSe Payload. This will be equivalent to the PLMN-specific data structure, however nothing prevents the structure of the ProSe Payload to be aligned across PLMNs. A match report procedure would be needed to obtain the metadata.
Simplified Model B simulation

Note: Model B is a “who is there?” model whereby the user is interested to discover if another user matching a certain profile is in proximity (e.g. Taxi).

GetMeA.com is an application that allows the user to select a number of  categories (e.g. taxi, ATM, policeman, doctor) and look for a member of this category in proximity. The ProSe Code announced could then be constructed as ProSe Preamble = GetMeA.com and ProSe Payload = requested category, contact info. When a monitoring UE belonging to the requested category discovers the announcing UE, it can use the contact info to establish a communication using the network or using Direct Communication. 


