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First Change
 6.1.3
Credit management

The credit management applies for online charging only and shall operate on a per charging key basis. The PCEF should initiate one credit management session with the OCS for each IP‑CAN Session subject to online charging, unless specified otherwise in an IP‑CAN specific annex. Alternatively, the PCEF may initiate one credit management session for each IP‑CAN bearer as defined in the applicable annex. The TDF should initiate one credit management session with the OCS for each TDF Session subject to online charging.

NOTE 1:
Independent credit control for an individual service/application may be achieved by assigning a unique charging key value in the corresponding PCC/ADC rule.

The PCEF/TDF shall request a credit for each charging key occurring in a PCC/ADC rule. It shall be up to operator configuration whether the PCEF/TDF shall request credit in conjunction with the PCC/ADC rule being activated or when the first packet corresponding to the service/the application is detected. The OCS may either grant or deny the request for credit. The OCS shall strictly control the rating decisions.

NOTE 2:
The term 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the OCS.

During IP‑CAN session establishment and modification, the PCEF shall request credit using the information after applying policy enforcement action (e.g. upgraded or downgraded QoS information), if applicable, even though the PCEF has not signalled it yet in the IP‑CAN.

It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the PCEF/TDF, e.g. with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per IP‑CAN bearer/TDF session. The OCS shall control the credit pooling decisions. The OCS shall, when credit authorization is sought, either grant a new pool of credit, together with a new credit limit, or give a reference to a pool of credit that is already granted for that IP‑CAN bearer/TDF session. The grouping of charging keys into pools shall not restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging key of the pool. It shall be possible for the OCS to group service data flows/applications charged at different rates or in different units (e.g. time/volume/event) into the same pool.

For each charging key, the PCEF/TDF may receive credit re-authorisation trigger information from the OCS, which shall cause the PCEF/TDF to perform a credit re-authorisation when the event occurs. If there are events which can not be monitored in the PCEF/TDF, the PCEF/TDF shall provide the information about the required event triggers to the PCRF. If information about required event triggers is provided to the PCRF, it is an implementation option whether a successful confirmation is required from the PCRF in order for the PCEF/TDF to consider the credit (re-)authorization procedure to be successful. The credit re-authorisation trigger detection shall cause the PCEF/TDF to request re-authorisation of the credit in the OCS. It shall be possible for the OCS to instruct the PCEF/TDF to seek re-authorisation of credit in case of the events listed in table 6.1.

Table 6.1: Credit re-authorization triggers

	Credit re-authorization trigger
	Description
	Applicable for

	Credit authorisation lifetime expiry
	The OCS has limited the validity of the credit to expire at a certain time.
	PCEF, TDF

	Idle timeout
	The service data flow identified by a PCC Rules or the application identified by an ADC Rule has been empty for a certain time.
	PCEF, TDF

	PLMN change
	The UE has moved to another operators' domain.
	PCEF, TDF

	QoS changes
	The QoS of the IP‑CAN bearer has changed.
	PCEF

	Change in type of IP‑CAN
	The type of the IP‑CAN has changed.
	PCEF, TDF

	Location change (serving cell)
	The serving cell of the UE has changed.
	PCEF, TDF

	Location change (serving area) (see note 2)
	The serving area of the UE has changed.
	PCEF, TDF

	Location change (serving CN node) (see note 3)
	The serving core network node of the UE has changed.
	PCEF, TDF

	Change of UE presence in Presence Reporting Area (see note 4)
	The UE has entered or left a Presence Reporting Area
	PCEF, TDF

	NOTE 1:
This list is not exhaustive. Events specific for each IP‑CAN are specified in Annex A, and the protocol description may support additional events.

NOTE 2:
A change in the serving area may also result in a change in the serving cell, and possibly a change in the serving CN node.

NOTE 3:
A change in the serving CN node may also result in a change in the serving cell, and possibly a change in the serving area.

NOTE 4:
 The Presence Reporting Area is provided by the PCRF to the PCEF/TDF, and the OCS is informed about it.


If the Location change trigger is armed, the PCEF shall activate the relevant IP‑CAN specific procedure which reports any changes in location to the level indicated by the trigger. If credit-authorization triggers and event triggers require different levels of reporting of location change for a single UE, the location to be reported should be changed to the highest level of detail required. However, there should be no request being triggered for credit re-authorization to the OCS if the report received is more detailed than requested by the OCS.

When the Change of UE presence in Presence Reporting Area is armed, the PCEF shall activate the relevant IP‑CAN specific procedure which reports when the UE enters or leaves a Presence Reporting Area (an initial report is received when the IP‑CAN specific procedure is activated). The report includes the Presence Reporting Area Identifier and an indication whether the UE is inside or outside the Presence Reporting Area. To make PCRF  identify different districts in the same PRA identifier, the PCEF may also forward the eNodeB/Serving Area identifier, which may be received from MME/SGSN, to PCRF, and accordingly,PCRF can define to which district the UE has entered.
NOTE: The mechanism to identify different districts in the same PRA identifier cannot be applied to the scenario of overlapped districts.
Some of the re-authorization triggers are related to IP‑CAN bearer modifications. IP‑CAN bearer modifications, which do not match any credit re-authorization trigger (received from the OCS for the bearer) shall not cause any credit re-authorization interaction with the OCS.

If the PCRF set the Out of credit event trigger (see clause 6.1.4), the PCEF/TDF shall inform the PCRF about the PCC/ADC rules for which credit is no longer available together with the applied termination action.
Second Change
6.2.4
Subscription Profile Repository (SPR)

The SPR logical entity contains all subscriber/subscription related information needed for subscription-based policies and IP‑CAN bearer level PCC rules by the PCRF. The SPR may be combined with or distributed across other databases in the operator's network, but those functional elements and their requirements for the SPR are out of scope of this document.

NOTE 1:
The SPR's relation to existing subscriber databases is not specified in this Release.

The SPR may provide the following subscription profile information (per PDN, which is identified by the PDN identifier):

-
Subscriber's allowed services;

-
For each allowed service, a pre-emption priority;

-
Information on subscriber's allowed QoS, including the Subscribed Guaranteed Bandwidth QoS;

-
Subscriber's charging related information (e.g. location information relevant for charging);

-
Subscriber's User CSG Information reporting rules;

-
List of Presence Reporting Area identifiers and optionally the elements for one or more of the Presence Reporting Areas; List of District identifiers which share the same Presence Reporting Area identifier and optionally the elements for one or more the districts;
-
Subscriber category;

-
Subscriber's usage monitoring related information;

-
MPS EPS Priority and MPS Priority Level;

-
IMS Signalling Priority;

-
Subscriber's profile configuration indicating whether application detection and control can be enabled.

-
Spending limits profile containing an indication that policy decisions are based on policy counters available at OCS that has a spending limit associated with it and optionally the list of policy counters.

The SPR may provide the following sponsored data connectivity profile information:

-
A list of Application Service Providers and their applications per sponsor identity.

NOTE 2:
The sponsored data connectivity profile may be locally configured at the PCRF.

If the IMS Signalling Priority is set, it indicates that the IMS Signalling Bearer and the Default Bearer are assigned ARP appropriate for MPS at the time of the establishment of the PDN connection for IMS, i.e. EPS Attach or PDN Connectivity Request.

Third Change
A.4.3.4
IP-CAN bearer and IP-CAN session related policy information

For EPS the IP‑CAN bearer and IP‑CAN session related policy information in table A.4.3-2 shall apply in addition to the ones in table 6.4.

A Presence Reporting Area and a district may be defined as a short list of TAs or eNBs and/or ECGI for E-UTRAN, a short list of RAs or SAIs or CGIs for UTRAN, and a short list of RAs or CGIs for GERAN.
End of Change
