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Abstract of the contribution: This contribution proposed adoption of principles that the routing rule(s) are delivered on the destination access and consequently proposes revision of NE definition and procedure. The contribution considered the scenarios when new routing rules are send and existing one are updated or removed. 
1. Discussion
This contribution analysis:
· the procedure to apply the routing rule on IP flow mobility considering the possible scenarios when a new routing rules or a modified routing rules or an indication to remove the routing rule are send by the network or by the UE.
· The contribution propose in addition correction of the procedure where is needed.

The following scenarios are considered: 

· Addition of new routing rules

· Update of existing routing rules

· Removal of routing rules

Based on the analysis reported in clause 1, the contribution proposes the adoption of proposals described in clause 2.
This contribution does not consider the procedure for rejection of Routing Rule by UE and by the network.

1.3
Where are sent routing rules and which IFOM is performed?

During the last meeting the principles in the following has been agreed

· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and TWAN access in MCM, then the PDN GW sends the routing rules via either the 3GPP or the TWAN access. However, it is local policy decision for which access to carry the routing rule. 

· For UE-initiated NBIFOM, if the PDN connection is routed over both 3GPP and TWAN access in MCM, then the UE sends the routing rules  via either the 3GPP or the TWAN access. However, it is local policy decision for which access to carry the routing rule.

So the routing rule can be send on the WLAN to indicate both the mobility from WLAN to 3GPP or from 3GPP to WLAN and the equivalent scenario when it is sent on 3GPP. 

It shall be noted that current procedures cover the scenario for routing rules sent via 3GPP (clause 7.3.2.3.3.2) and via WLAN (clause 7.3.2.3.3.3) as states in above principles, but the procedure cover only the IP flow mobility form 3GPP to WLAN in first procedure (clause 7.3.2.3.3.2) and from WLAN to 3GPP in the second one (clause 7.3.2.3.3.3). Hence if the above principles it has not been respected.

In order to solve the inconsistency between the principles and the procedure the following option can be considered:

Option 1- to clarify the above principle and to revised the procedure in order to specify when routing rules are send via 3GPP, the IFOM mobility can be from 3GPP to WLAN and from WLAN to 3GPP, and equivalent revision when routing rules are send via WLAN. 

Option 2 – to clarify that routing rules are send on the destination access, i.e. on the access where the IP flow shall be move to.

Which is the option preferable?
Let consider the scenario when the IP flow should be moved from 3GPP to WLAN. If the routing rules are sent in WLAN, since the IP flow is currently on 3GPP, the resource shall be allocated on the WLAN, i.e. the destination access, and when allocated the traffic can be transmitted on the destination. In case that the resource are not available for any reason, ot if the UE reject the request, the IP flow can be kept on the original access. If now we consider to send the routing rules on source address, the PDN GW shall use one of the existing bearer procedure and consequently send a request to modify the resource when the traffic is currently transmitted. If the request can be not satisfy for any reason, the resource has been modified, but the traffic will be not moved. 

Consequently Option 2 is preferable, since the routing rules are send on destination access as part of resource modification request and only after that resource on destination access has been allocated the IP flow will moved to destination and the resource on source access will be release.  

Proposal #1: it is proposed that routing rules are sent on the destination access as part of resource modification procedure in order of that only after that resources on destination access have been allocated the IP flow will moved to destination and the resources on source access will be release.
· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and TWAN access in MCM, then the PDN GW sends the routing rules via the access indicated by the Routing Access Type in the routing rule. 

· For UE-initiated NBIFOM, if the PDN connection is routed over both 3GPP and TWAN access in MCM, then the UE sends the routing rules  via the access indicated by the Routing Access Type in the routing rule.

1.3
IP flow mobility or not when routing rule is modified, added or removed?
The current IP flow procedures describe the scenario of initial attach, addition/removal of an access and loss of signal, but the effect of the addition or removal of routing rules may or may not cause the mobility of the IP flow from one access to the different access, since it depends by the routing rule definition and where is current routed the IP flow which is effected by the routing rules. 

Let assumed that an there is already an application running on the UE (IMS voice), the IP flow of this application can match an existing routing rule, at minimum it matches the default access criteria, so the IP flow is transmitted on the default access, for example the 3GPP. Now the PCRF decides to generate a routing rules that impact this specific application (for example IMS traffic on 3GPP) based on a given criteria (e.g. it is detected that UE is connected to WLAN, or some charging conditions, etc), The new routing rule is send to the PDN GW and to the UE. This routing rule shall trigger the Update of the routing rule and of resource, but there is no mobility of any IP flow from 3GPP to WLAN and no procedure on WLAN is required, since the traffic is already on 3GPP.
Hence when the UE is simultaneously attached to 3GPP and WLAN access the follows scenario can occur:

· New or update of existing routing rule

- 
IP Flow mobility is triggered: an existing IP flow matching the new or updated routing rule is moved from access A to access B (e.g. the IP flow “web browsing” is currently on 3GPP access and the routing rule indicated that WLAN is the preferred access for “web browsing”, from 3GPP to WLAN) 

-
no IP Flow mobility is triggered: no IP flow is moved from access A to access B, sincethe new routing rule refers to an IP flow which is already transmitted in the destination access (e.g. WLAN is the default access and a new rules X with higher priority is send  to indicate to use WLAN for Application Y) or to an IP flow which are not yet initiated. In this scenario only the updated routing rules shall be sent and the corresponding resource may be updated depending by PCC rule associated 
· Removal of routing rule

-
IP Flow mobility is triggered:  the IP flow 1 matching the routing rule X is transmitted on the access A (e.g. WLAN). The Routing rule X is removed, but the traffic of IP flow 1 is still transmitted. The IP is compared with the remaining routing rule Y, Z, W, etc. Assumed that IP flow match the routing rule Y which indicates as the access B (e.g. 3GPP) as preferred access.  At this point the IP flow 1 shall be transmitted on access B , hence an IP flow mobility is triggered. In addition the corresponding resource on access A and B may be updated depending by PCC rule associated.
-
no IP Flow mobility is triggered: For example the routing rule X is removed and there is no traffic transmitted, so  only the corresponding resource are released depending by PCC rule associated.

Which bearer procedure should be used are analysis in the following clause. 
The current procedures do not consider the difference between adding a new rule, modify and removing and existing rule, so all the procedure shall be modified.

Proposal #2: it is proposed to adopt the revision of procedure for PDN GW actions based on the consideration shown in the following:

A. If the new or updated routing rule received by PDN GW refers to one or more IP flows which are not currently transported on that access (e.g. WLAN), the PDN GW moves the corresponding IP flows from one access to the other to this one (e.g. from 3GPP to WLAN). 
B. If the new or updated routing rule received by PDN GW refers to one or more IP flows which are currently transported on that access (e.g. WLAN), the PDN GW updates the routing rules for that access (e.g. WLAN).
C. If the indication to remove routing rule received by PDN GW refers to one or more IP flows which are currently transported on access A (e.g. 3GPP) and after the removal of routing rule the traffic/IP flows matches one of the remaining routing rule indicating the access B as preferred (e.g. WLAN), the PDN GW moves the IP flows from 3GPP to WLAN.
D. If the indication to remove routing rule received by PDN GW refers to one or more IP flows which are currently transported on access A (e.g. 3GPP), and after removal of routing rule the traffic/IP flows matches  one of the remaining routing rule indicating the access A as preferred (e.g. 3GPP) the PDN GW remove the routing rule and move the Ip flow to the bearer associated to the matching routing rule
1.3
Which Bearer procedures during IP flow mobility?

The PDN GW shall take a decision based on the routing rules received (new one, updated or indication to remove), the bearer which is currently present on the source access and on the destination access and the PCC rules to be applied. For example when the PDN GW receives a new routing rules for a given IP flow filter (e.g. “web browsing” on WLAN) with a corresponding an PCC rules (best effort), the PDN GW can bind the IP flow to an existing dedicated bearer or decides that a new dedicated bearer is required,. In the first case, the PDN GW shall start a Bearer Update procedure in order to send the routing rules to the UE on the selected dedicated bearer, modify the resource if required and route the traffic on such dedicated bearer. In the second case the PND GW shall establish a new dedicated bearer, send the routing rule and use the new bearer to transmit the traffic. 
All possible procedure are resumed in the table below
Proposal #3: it is proposed that the PDN GW based on the current Bearers, on routing rules and the PCC rules associated to the IP flow filter takes the following actions:

	Routing rules
	Bearer binding based on PCC rules
	Action required on Source access
	Action required in Destinations
	Bearer procedure

	a) New routing rule/updated routing rule cause to move IP flow from A to B (proposal 2# A)

b) Remove routing rule case to move IP flow from A to B (proposal 2# C)


	new dedicate bearer is required on destination and resource on source access shall be modified
	update existing bearer
	New bearer
	· Source: bearer modification.

· Dest: dedicated bearer activation

	
	existing dedicate bearer is used on destination and resource on source access shall be modified
	update existing bearer
	update existing bearer
	· Source: bearer modification.

· Dest: bearer modification

	
	new dedicate bearer is required on destination and existing bearer on source access shall be deactivated
	deactivate existing bearer
	new bearer
	· Source: dedicated bearer deactivation.

· Dest: dedicated bearer activation

	
	existing dedicate bearer is used on destination and existing bearer on on source access shall be deactivated
	deactivate existing bearer
	update existing bearer
	· Source: dedicated bearer deactivation.

· Dest: bearer modification

	a) New routing rule/updated routing rule does not cause IFOM (proposal 2# B)


	resource on source access shall be modifies (e.g. removal of routing rule but other traffic is present on same bearer) 
	update existing existing bearer


	None


	· Source: bearer modification.

· Dest: none

· 

	a) Remove routing rule does not cause IFOM (proposal 2# D)


	existing bearer on on source access shall be deactivated,( e.g. routing rule are modify with a trigger for Deactivation bearer)
	deactivate existing bearer
	None
	· Source: dedicated bearer deactivation.

· Dest: none


1.4
Network-Initiated IFOM with routing rules signalled via 3GPP access

The current description includes 2 alternatives. The difference is only on the usage of bearer procedures, based on the discussion part in previous clauses it is proposed to consider only Alternative #2.
Proposal #4: it is proposed for network-Initiated IFOM with routing rules via 3GPP access (clause 7.3.2.3.3.2) to adopt the procedure described in Alternative 2.

1.5
UE-Initiated IFOM with routing rules via TWAN access

The current description includes 3 alternatives:

· Alternative #1: The routing rules are sent via 3GPP access

· Alternative #2: The WLCP request message from UE including the routing rules

· Alternative #3: The WLCP request includes the routing rules. In addition null routing rules may be provided by the UE.

The Alternative #1 contradicts the scope of the scope which is to send routing rules via TWAN, so it is proposed to be removed from this clause.

The Alternative #2 and #3 are very similar, the main difference is that Alternative #3 addresses the scenario of UE with single PDN connection and that move all traffic. This specific part can be considered not within the scope of the clause which refers to the scenario of IP flow mobility when a PDN connection is connected to both accesses.
In alternative #2 in step 2 a WLCP NBIFOM message including routing rules is transmitted, the fact that is used an new message or an existing message is extended to transport the routing rules is Stage 3 decision, as for bearer messages. So it is proposed to simply refer to WLCP request message.

Proposal #5: it is proposed for UE-Initiated IFOM with routing rules via WLAN access to adopt the procedure described in Alternative 2 with the removal of NBIFOM indication in step 2.

2. Proposal

2.1
Routing rules delivery principles

The contribution propose to adopt the following proposals
Proposal #1: it is proposed that routing rules are sent on the destination access as part of resource modification procedure in order of that only after that resources on destination access have been allocated the IP flow will moved to destination and the resources on source access will be release.

Proposal #2: it is proposed to adopt the revision of procedure for PDN GW actions based on the consideration in discussion part as shown in the follow (see clause 1.3 and 1.4):

A. If the new or updated routing rule received by PDN GW refers to one or more IP flows which are not currently transported on that access (e.g. WLAN), the PDN GW moves the corresponding IP flows from one access to the other to this one (e.g. from 3GPP to WLAN). 
B. If the new or updated routing rule received by PDN GW refers to one or more IP flows which are currently transported on that access (e.g. WLAN), the PDN GW updates the routing rules for that access (e.g. WLAN).
C. If the indication to remove routing rule received by PDN GW refers to one or more IP flows which are currently transported on access A (e.g. 3GPP) and after the removal of routing rule the traffic/IP flows matches one of the remaining routing rule indicating the access B as preferred (e.g. WLAN), the PDN GW moves the IP flows from 3GPP to WLAN.
D. If the indication to remove routing rule received by PDN GW refers to one or more IP flows which are currently transported on access A (e.g. 3GPP), and after removal of routing rule the traffic/IP flows matches  one of the remaining routing rule indicating the access A as preferred (e.g. 3GPP) the PDN GW remove the routing rule and move the Ip flow to the bearer associated to the matching routing rule
Proposal #3: it is proposed that the PDN GW based on the current Bearers, on routing rules and the PCC rules associated to the IP flow filter takes the following actions:

	Routing rules
	Bearer binding based on PCC rules
	Action required on Source access
	Action required in Destinations
	Bearer procedure

	c) New routing rule/updated routing rule cause to move IP flow from A to B (proposal 2# A)

d) Remove routing rule case to move IP flow from A to B (proposal 2# C)


	new dedicate bearer is required on destination and resource on source access shall be modified
	update existing bearer
	New bearer
	· Source: bearer modification.

· Dest: dedicated bearer activation

	
	existing dedicate bearer is used on destination and resource on source access shall be modified
	update existing bearer
	update existing bearer
	· Source: bearer modification.

· Dest: bearer modification

	
	new dedicate bearer is required on destination and existing bearer on on source access shall be deactivated
	deactivate existing bearer
	new bearer
	· Source: dedicated bearer deactivation.

· Dest: dedicated bearer activation

	
	existing dedicate bearer is used on destination and existing bearer on on source access shall be deactivated
	deactivate existing bearer
	update existing bearer
	· Source: dedicated bearer deactivation.

· Dest: bearer modification

	b) New routing rule/updated routing rule does not cause IFOM (proposal 2# B)


	resource on source access shall be modifies (e.g.g removal of routing rule but other traffic is present on same bearer) 
	update existing existing bearer


	None


	· Source: bearer modification.

· Dest: none

· 

	b) Remove routing rule does not cause IFOM (proposal 2# D)


	existing bearer on on source access shall be deactivated,( e.g. routing rule are modify with a trigger for Deactivation bearer)
	deactivate existing bearer
	None
	· Source: dedicated bearer deactivation.

· Dest: none


Proposal #4: it is proposed for network-Initiated IFOM with routing rules via 3GPP access (clause 7.3.2.3.3.2) to adopt the procedure described in Alternative 2.

Proposal #5: it is proposed for UE-Initiated IFOM with routing rules via WLAN access to adopt the procedure described in Alternative 2 with the removal of NBIFOM indication in step 2.

Note: the above description will used in all procedure, but it will be adapted as needed for WLAN, 3GPP.
**** First Change ****
7.3.x.1.4        Delivery of routing rules 

The following principles are applied for routing rule delivery in this solution:
· The routing rule(s) are not transmitted during the procedures for Initial attach and when a new access is added to the PDN connection.

· The PCRF triggers an update of a routing rule and sends this to the PDN GW by an IP-CAN Session Modification procedure. The PDN GW does not apply these new routing rules until the UE has acknowledged them.
· The PCRF can send to PDN GW the indication to remove a specific routing rule by an IP-CAN Session Modification procedure. The PDN GW does not remove these routing rules until the UE has acknowledged the request.
· The UE triggers an update of a routing rule and sends this to the PDN GW. The UE does not apply these new routing rules until the PDN GW has acknowledged them.

· For NBIFOM mobility signalling via 3GPP access, the routing rules are sent by the PDN GW to S-GW and the MME/SGSN via GTP-C/PMIP and further to the UE via the 3GPP access specific signalling (i.e. NAS) procedure, the PDN GW initiated bearer modification procedure (i.e. Attach Response, Activate Default EPS Bearer Context etc.), as defined in TS 23.401 [8].

· For NBIFOM mobility signalling via TWAN access in MCM, the routing rules are sent by the PDN GW to the TWAG via S2a and then to the UE via WLCP signalling over trusted TWAN as defined in TS 23.402, clause 16 [2]. A new WLCP procedure is defined to provide routing rules to the UE. 

· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and TWAN access in MCM, then the PDN GW sends the routing rules via the access indicated by the Routing Access Type in the routing rule
Editor’s note: It is FFS on how to transport the routing rule when SCM is used. The alternatives are to either transport it over 3GPP access when it is possible, or transport Routing Rules over WLAN/SCM with extended EAP protocols. 
· For UE-initiated NBIFOM, if the PDN connection is routed over both 3GPP and TWAN access in MCM, then the UE sends the routing rules  via the access indicated by the Routing Access Type in the routing rule.

· If updated routing rules result in that no IP flows left for a particular access, the PDN GW should not release the PDN connection for that particular access unless the PDN connection is explicitly torn down by the UE or by the network as described in clause 5.5 [13]. The PDN GW may initiate either a bearer modification or bearer release procedure.

Editor’s note: It is FFS to determine if “null” routing rule needs to be introduced to perform the following: 

· Upon adding an access, the UE may provide a “null” routing rule indicating that no traffic shall be routed on such access. This will enable the UE to speedily move traffic to this access when required (e.g. based on policies in the UE) without requiring authentication over the new access.

· When performing IP flow mobility, the UE may also provide a “null” routing for a source access after having moved all the IP flows to a target access to avoid that the PDN GW disconnects the source access.

**** 2nd Change ****
7.3.2.1.7 
IP flow mobility and bearer binding
When the PDN GW receives a routing rules with a corresponding PCC rules, for the corresponding IP flow the PDN GW shall decide in which bearer the IP flow shall be transmitted considering the associated PCC rule associated , for example if it is required to established a new dedicated bearer. 
When a new or updated routing rule is received, the PDN GW performs the following actions :

-  If the new or updated routing rule indicates access A as preferred (e.g. 3GPP), based on the associated PCC rule, the PDN GW binds:

a) the IP flow to an existing bearer on access B (e.g. WLAN) and consequently it starts an Update Bearer procedure on access B

b) the IP flow to a new dedicated bearer on access B (e.g. WLAN) and consequently it starts a Create Bearer procedure
   If the IP flow already exists on the access A (e.g. WLAN), the PDN GW shall move the corresponding IP flows from 3GPP to WLAN access, while if the IP flows does not exists on the access A, IP flow mobility is not performed.
- When the IP flow is moved from access A (e.g. WLAN) to access B (e.g. 3GPP) the bearer which was carrying the IP flow may be deactivated if not used for other traffic, i.e. if no other PCC rules requires is associated to that bearer.
When an indication to remove a routing rule is received (e.g. to remove routing rule X), this indication does not trigger the termination of the corresponding IP flow, but only the removal of the routing rules. If the corresponding IP flow is still transmitted, it will be compared with the remaining routing rules and it will be routed based on the matching routing rule and this may trigger mobility of the IP flow between the two accesses or bearer creation or modification depending in which bearer the IP flow is transmitted. 
Editor’s note: whether a routing rule can be removed without removing the corresponding PCC rule (e.g the PCC rules is updated removing the Access Type indication) is FFS. 

**** 3rd Change ****

7.3.2.2.2 
UE 
UE is enhanced to indicate to the PDN GW in the PCO that the UE supports NBIFOM and to receive indication in the PCO from the PDN GW that the PDN GW supports NBIFOM.

UE is enhanced to provide an establishment cause for the PDN establishment indicating NBIFOM when an access is added for a PDN connection.

The UE is enhanced to send and receive routing rules in 3GPP NAS over 3GPP access and, if MCM is used, via WLCP signalling over TWAN.

The UE is enhanced to route the IP flow(s) by referring also the routing access type which is part of the routing rules.

For UE-initiated NBIFOM, if the PDN connection is routed over both 3GPP and TWAN access in MCM, then the UE sends the routing rules via the access indicated by the Routing Access Type in the routing rule

**** 3rd Change ****

7.3.2.2.6 
P-GW 
The PDN GW is modified to support:
- 
the negotiation in PCO for the support of NBIFOM when the UE requests new PDN connectivity in case of MCM, and during the initial S2a attach in case of SCM. 

- 
to support multi-access PDN connection.

Editor’s note: Need to define “Multi-access PDN connection”. 

-
to route the IP flow(s) by referring also the routing access type which is part of the routing rules.

-
to send and receive routing rule updates over S5/S8 and S2a.
· to send and receive routing rules updates over Gx.
-
to receive an indication from the MME, SGW,SGSN or TWAG of whether they support NBIFOM or not

-
the ability, upon discovery that the serving MME or SGSN do not support NBIFOM, to indicate to the UE that NBIFOM is not supported

If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and TWAN access in MCM, then the PDN GW sends the routing rules via the access indicated by the Routing Access Type in the routing rule.

The PDN GW decides to initiate a Create Bearer procedure or an Update Bearer procedure or a Delete Bearer procedure considering if the IP flow matching the routing rule and the PCC rule associated requires to initiate a new bearer or to modify an existing bearer or to deactivate an existing bearer.
**** 4th Change ****

7.3.2.3.3.2 
Network-initiated IP flow mobility with Routing Rules signalled via 3GPP access 

















In the following signalling flow, the PDN GW moves one or more IP flow(s) from WLAN to 3GPP and send the updated routing rules via3GPP procedures. 
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Figure 7.3.2.3.3.2.2-1 Network-initiated IP flow mobility within a PDN connection via 3GPP access using GTP

1.
The UE is connected simultaneously to 3GPP and TWAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF provides a new or updated Access Rule Information to the PDN GW during IP-CAN modification procedure with the modification described in clause 7.7.3.
Editor’s note: For network-initiated NBIFOM, it is FFS to determine how to provide routing rules with filters and access type for an IP flow over Gx.  E.g. should it be part of the PCC rule or not? 
3.
If the routing rule already exists, the routing rule shall update that currently installed. If the routing rule does not exist, it shall be added. If the new or updated routing rule refers to one or more IP flow which are not currently transported on 3GPP. The PDN GW moves the corresponding IP flows from WLAN to 3GPP access. If the new or updated routing rule refers to one or more IP flow which are currently transported on 3GPP, the PDN GW send an Update Bearer request within the updated routing rules towards the UE ..
When the PDN GW receives an indication to remove a routing rule from PCRF, if the corresponding IP flow is still transmitted, it will be compared with the remaining routing rules and it will be routed based on the matching routing rule and this may trigger mobility of the IP flow between the two accesses or bearer creation or modification depending in which bearer the IP flow is transmitted. 

Editor’s note: whether a routing rule can be removed without removing the corresponding PCC rule (e.g the PCC rules is updated removing the Access Type indication) is FFS. 

   The PDN GW sends the Routing Rules within Create/ Update/Delete Bearer Request to the MME via the Serving GW
4.
The dedicated bearer activation or bearer modification or dedicated bearer deactivation procedure between the MME and the UE is performed as described in TS 23.401. The UE may decide to accept or reject the Routing Rules. The UE applies the accepted routing rules and acknowledges the applied rules in the message sent to the MME. 
5.
The MME sends Create/Update/Delete Bearer Response depending by the procedure initiated in step 3 indicating the accepted Routing Rules to the PDN GW via the Serving GW.
6.  The PDN GW indicates to the PCRF whether the Routing Rule could be enforced or not. This corresponds to the completion of the PCEF-initiated IP‑CAN session modification procedure as defined in TS 23.203 [7] with the modification described in clause 7.7.3.
7.
Appropriate TWAN resource release or modification procedures are executed for the resources associated with the IP flows that were removed in the TWAN access as described in TS 23.402 [2]. This step is not executed in case that no IP flows are removed from TWAN. 
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
**** 6th Change ****

Contribution’s note: the clause referring to Network-initiated IP flow mobility via S2a 
7.3.2.3.3.3 
Network-initiated IP flow mobility with Routing Rules signalled via trusted WLAN access 

7.3.2.3.3.3.2 
Multi-connection mode 

In the following signalling flow, the PDN GW moves one or more IP flow(s) from 3GPP to WLAN and send the updated the routing rules via TWAN procedures.
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Figure 7.3.2.3.3.3.2-1 Network-initiated IP flow mobility within a PDN connection from 3GPP to WLAN over TWAN access using GTP

1.
The UE is connected simultaneously to 3GPP and TWAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF provides new or updated Access Rule Information to the PDN GW during IP-CAN modification procedure with the modification described in clause 7.7.3.

3.
If the routing rule already exists, the routing rule shall update that currently installed. If the routing rule does not exist, it shall be added. If the new or updated routing rule refers to one or more IP flow which are not currently transported on WLAN, The PDN GW  moves the corresponding IP flows from 3GPP to WLAN based on the received Routing Policy. If the new or updated routing rule refers to one or more IP flow which are currently transported on WLAN, the PDN GW updates the routing rules
   When the PDN GW receives an indication to remove a routing rule from PCRF, if the corresponding IP flow is still transmitted, it will be compared with the remaining routing rules and it will be routed based on the matching routing rule and this may trigger mobility of the IP flow between the two accesses or bearer creation or modification depending in which bearer the IP flow is transmitted. 

Editor’s note: whether a routing rule can be removed without removing the corresponding PCC rule (e.g the PCC rules is updated removing the Access Type indication) is FFS. 

The PDN GW sends the Routing Rules within Create/Update Request to the TWAN.
Editor’s note: For network-initiated NBIFOM, it is FFS to determine how to provide routing rules with filters and access type for a flow over Gx. E.g. Should the routing rule be part of the PCC rule or not?
4.
The TWAN sends a new WLCP Request message to the UE, including the Routing Rules.

5.
The UE may decide to accept or reject the Routing Rules. The UE applies the accepted routing rules and acknowledges the applied rules in a new WLCP Response message to the TWAN.

6.
The TWAN sends Create/Update/DeleteBearer Response depending by the procedure initiated in step 3 indicating the accepted Routing Rules to the PDN GW.
7.
The PDN GW indicates to the PCRF whether the Routing Rules could be enforced or not. This corresponds to the completion of the PCEF-initiated IP CAN session modification procedure as defined in TS 23.203 [7], with the modification described in clause 7.7.3.
8.
Appropriate 3GPP resource release or modification procedures are executed for the resources associated with the flows that were removed or modified in the 3GPP access as described in TS 23.401 [8]. This step is not executed in case that no IP flows are removed from 3GPP.
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
**** 6th Change ****

7.3.2.3.3.4 
UE-initiated IP flow mobility with Routing Rules signalled via 3GPP access 

In the following signalling flow, the UE moves one or more IP flow(s) from 3GPP to WLAN and send the updated the routing rules via 3GPP procedures. 
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Figure 7.3.2.3.3.4.2-1 UE-initiated IP flow mobility within a PDN connection  using GTP

1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends a Request Bearer Resource Modification message to the eNodeB, which includes the new or updated Routing Rules or indication to remove a routing rule requested by the UE. 

3.
The eNodeB sends a Bearer Resource Command message to the MME, includes the Routing Rules. 

4-5.The MME forwards the Routing Rules to the PDN GW via the Serving GW.

6.
The PDN GW initiates an IP-CAN Modification procedure and provides the new or updated Routing Rules or indication to remove a routing rule to the PCRF with the modification described in clause 7.7.3.

7.
If the new or updated routing rule refers to one or more IP flow which shall be routed on 3GPP , the PDN GW performs the dedicated Bearer activation procedure or bearer modification procedure as described in TS 23.401 [8], which acknowledge of the Routing Rules.
If PDN GW received indication to remove a routing rule referring to one or more IP flow actually routed on 3GPP the PDN GW performs the bearer modification or a dedicated Bearer Deactivation procedure as described in TS 23.401 [8], which acknowledge of the Routing Rules.
8.
Appropriate TWAN resource release or modification procedures are executed for the resources associated with the flows that were removed in the TWAN access as described in TS 23.402 [10]. This step is not executed in case that no IP flows are removed from 3GPP.
Editor’s Note: How the network rejects the Routing Rules during this procedure is FFS.
**** 7th Change ****

7.3.2.3.3.5 
UE-initiated IP flow mobility with Routing Rules signalled via trusted WLAN access 
7.3.2.3.3.5.1 
Single-connection Mode

Editor’s note: It is FFS on how to support the routing rule transport in SCM.  The alternative is either transporting it over 3GPP access as described in 7.3.2.3.3.4 or over WLAN with SCM using extended EAP protocols. The procedure for transporting routing rules over WLAN with SCM using extended EAP protocols is FFS.  

7.3.2.3.3.5.2

Multi-connection Mode 

Editor’s note : Three alternative descriptions are documented below. One of the alternatives is to be selected.  









In the following signalling flow, the UE moves one or more IP flow(s) from 3GPP access to TWAN access and send the updated the routing rules via TWAN procedures. 
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Figure 7.3.2.3.3.5.2-1 UE-initiated IP flow mobility within a PDN connection from 3GPP access to TWAN access using GTP

1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends a WLCP Request message to the TWAN which includes the new or updated Routing Rules or indication to remove a routing rule requested by the UE. 

3.
The TWAN sends a Bearer Resource Command message to the PDN GW. The message includes the Routing Rules. 

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF with the modification described in clause 7.7.3. In this request, the PDN GW provides the new or updated Routing Rules or indication to remove a routing rule to the PCRF. The PCRF acknowledges the UE request
5.
The PDN GW sends to the TWAN an Update Bearer Request which acknowledge of the Routing Rules.

6
The TWAN sends a WLCP Response to the UE which acknowledge of the Routing Rules.
7.
If the new or updated or removed routing rule refers to one or more IP flow which are moved from WLAN to 3GPP, then A TWAN specific resource allocation ormodification procedure is executed in this step. The details of this step are out of the scope of 3GPP.

8.
Appropriate 3GPP resource release or modification procedures are executed for the resources associated with the flows that were removed in the 3GPP access as described in TS 23.401 [8].
Editor’s Note: How the network rejects the Routing Rules during this procedure is FFS.
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