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Abstract of the contribution: This paper proposes a solution for key issue 5.1of TR 23.769 using T4 for group message delivery.
Discussion

Key Issue 5.1 “Message delivery to a group of devices” describes the requirements for the group based messaging feature. 
This contribution proposes a solution to fulfil the requirements of Key Issue 5.1. The solution is based on the procedures specified during Rel-11 for Device Triggering over Tsp and T4 interfaces. It is assumed that the downlink group messages are sent over the Tsp interface. 
Proposal 

The following changes to TR 23.769 are proposed.

Begin of Change

5.1.3
Solutions

5.1.3.x
Solution: T4 message delivery to a group of devices
5.1.3.x.1
General

The T4 message delivery to a group of devices is based on the T4 device trigger procedure and extended with message delivery to and resolution of individual group members. The MTC-IWF then sends individual messages to the UEs of the same MTC group. The SMS message is a trigger message and has in addition to the application port ID, trigger payload and Trigger Indication an external group ID for addressing the group from the 3rd party service provider. The trigger payload contains the group message.
This has the advantage that the UE does not need to be changed and it also does not need to know to which MTC group it belongs to. Also the delivery status of the message for individual UEs is visible. 

The following assumptions are made:
-
Tsp and T4 are used for message delivery.

-
MTC-IWF is able to translate a group message to individual messages to the group members.
-
The membership to a group is configured in form of an external group ID in the subscriber profile in the HSS and is known to the MTC application. The HSS is able to resolve the external group ID tothe IMSIs of the individual group members. 
The group message delivery procedure is shown in the following figure:



[image: image2.emf] 

Group of UEs  

MSC/MME/   SGSN/   IP - SM - GW  

HSS /HLR   SCS   DNS   SMS  -  SC   MTC  -  IWF  

2  .    Group   Message  

6  .    Group   Information Response  

1  .    Query DNS  

4  .    Group   Information Request  

3  .    Authorization    &   

load contro l l  

5 . Resolve Group    Members  

7 . Message   delivery according   to  TS  23. 68 2,   Figure 5.2.2 - 1: T4 Trigger Delivery Flow    


Figure 5.1.3.x.1-1: T4 message delivery to a group of devices
1.
The SCS needs to send a message to a group of UEs. If the SCS has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the External Group Identifier or using a locally configured MTC-IWF identifier.

2.
The SCS sends the Group Message (External Group Identifier, SCS Identifier, message reference number, validity period, priority, Application Port ID) to the MTC-IWF. The SCS includes a message payload that contains the information destined for the MTC application, along with the information to route it to the MTC application. The Application Port ID is set to address a function within the UE.

3.
The MTC-IWF checks that the SCS is authorised to send group messages and that the SCS has not exceeded its quota or rate of messages over Tsp. If this check fails the MTC-IWF sends a Group Message Confirm message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise, the flow continues with step 4.

4.
The MTC-IWF sends a Group Information Request (External Group Identifier and SCS Identifier) message to the HSS/HLR to determine if SCS is authorized to send a group message and retrieve the related HSS stored "Routing information" including the identity of the serving CN node. 
5.
The HSS/HLR resolves the External Group Identifier and determines the IMSIs of the individual group members.

6.
The HSS/HLR sends the Group Information Response (list of IMSIs with serving node identity) message. 

7.
The MTC-IWF maps the Group Message into individual messages to all group members of the list received from the HSS/HLR and sends them via T4 to the SMS-SC and further to the UEs as described in TS 23.682, Figure 5.2.2-1: T4 Trigger Delivery Flow.





Editor’s Note: 
How this solution implements the requirement of enforcing delivery of message destined for a group of users to certain geographical area is FFS.
5.1.3.x.2
Impacts on existing nodes and functionality

Editor's Note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW etc.).

5.1.3.x.3
Solution evaluation
Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.

End of Change

3GPP

SA WG2 TD


_1473235015.doc


10. Delivery Reports







11. CDR Generation







14. Group Message Delivery Report







13. Message Delivery Report







12. SM-Delivery Report Status







9. Forward Message







8. Forward Message







5. Resolve Group 



Members







7. Message







Group Information Response







. 







6







Group Information Request







. 







4







Query DNS







. 







1







Group Message







. 







2







load controll







& 







Authorization 







. 







3







Group of UEs







MSC/MME/



SGSN/



IP-SM-GW







IWF







-







MTC







SC







-







SMS







DNS







SCS







HSS/HLR












_1474876884.doc


7. Message delivery according to TS 23.682, Figure 5.2.2-1: T4 Trigger Delivery Flow 
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