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Abstract of the contribution: This paper is intended to discuss the alternatives for the transport of paging differentiation information between the PGW and the SGW. It also discusses the way the Paging Policy Indication between the SGW and the MME is coded (either the SGW copies the received DSCP value or it maps the received DSCP value to a specific Paging Policy Indication IE in DDN).
Discussion
CR1073 to TS 23.228, recently approved, specifies that as a network option, PCSCF and PGW being in the same PLMN (non-roaming or local breakout), that PCSCF can be locally configured to identify MMTEL conversational voice IP packets and mark them with a specific DSCP (IPv4) / TC (IPv6) value.
The CR to 23.401 S2-143390, submitted at the present SA2 meeting, is a proposal mainly specifying the MME behaviour when it receives a DDN with "paging policy indication" from the SGW. It is intended to agree a normative text agnostic (or almost agnostic) with regards to how paging differentiation information is passed between PGW and SGW.
This paper is intended to discuss the alternatives for the transport of paging differentiation information between the PGW and the SGW. It also discusses the way the Paging Policy Indication between the SGW and the MME is coded (either the SGW copies the received DSCP value or it maps the received DSCP value to a specific Paging Policy Indication IE in DDN). 
S2-142471 (Paging Policy Differentiation for IMS Voice: EPC layer, Alcatel-Lucent) presented two alternatives for the transport of the paging differentiation information between PGW and SGW:
· SGW Detection Based on the SGW analysis of a specific DSCP value in the IP packet, which can be further split into
· PGW transparently relays received DSCP value

· PGW maps the received DSCP value onto an EPC standardized value (for future home routed scenarios, see further)
· SGW Detection Based on an indication sent by the PGW in the GTP-u header
Behaviour of the PGW with regards to downlink traffic

Case restricted to APN = IMS and QCI = 5
The scope of the Work Item is VoLTE paging differentiation, therefore it is restricted to APN = “IMS” and to non-roaming or local breakout scenarios per GSMA IR.92. 

In such scenario, the P-CSCF is in the same PLMN as the PGW, and the PGW only route packets received from the P-CSCF towards the dedicated bearer QCI=5 of the APN=”IMS” PDN connection. No packet from outside the P-CSCF can be routed to that bearer. The P-CSCF is assumed to set the DSCP of all IMS signalling packets appropriately, and it is also assumed – as indicated by the note in approved CR to TS 23.228 - that the DSCP / Traffic Class header is not rewritten by intermediate routers between the P-CSCF and the PGW. Therefore, 

· In the alternative where the PGW transparently relays the P-CSCF IP packets, no specific verification needs to be performed at the PGW as long as the MME does not take into account the Paging Policy Indication received from the SGW for other bearers than APN=”IMS” and QCI=5. However, the network configuration needs to ensure that the information received from external sources not controlled by the PGW operator (e.g. for LBO scenario when the P-CSCF from HPLMN is selected) are correctly managed to avoid accidental use of paging policies i.e. the packets not coming from operator controlled entities (e.g. local P-CSCF, local DHCP server and local DNS server) should be marked with a pre-defined DSCP value different from the specific DSCP value. 
· In the alternative where the PGW maps the DSCP value received in IMS signalling packet onto an EPC standard DSCP value (to also handle home routed scenarios), the same network configuration as for transparent relay of the IP packets apply.
· In the alternative where the PGW maps the received DSCP value to a GTP-u header specific IE, the same network configuration as for transparent relay of the IP packets apply.  
Case extended to any APN
In the future, it may be envisioned an extension to other APNs than IMS APN (e.g. MTC related APNs). In such scenarios, the EPC should discriminate incoming packets with paging policy differentiation indication from other incoming packets. 

· In the alternative where the PGW transparently relays the incoming IP packets, no specific verification needs to be performed at the PGW as long as the MME does not take into account the Paging Policy Indication received from the SGW for APNs that are not configured for paging policy differentiation.

·  In the alternative where the PGW maps the DSCP value received in IMS signalling packet onto a standard DSCP value (to also handle home routed scenarios), it would be necessary to configure the PGW with the APNs that are using paging policy differentiation because the mapping of incoming packet DSCP to the EPC corresponding DSCP may require too much processing for all APNs. Additionally, the operator needs to ensure that the incoming packets received on these APNs come from an entity controlled by the operator.
· In the alternative where the PGW maps the received DSCP value to a GTP-u header specific IE, same requirements from the PGW and the network apply as in the case of mapping of DSCP values to EPC standard DSCP values.
Extension to home routed scenario

In the alternatives where the PGW maps the received DSCP value to a GTP-u header specific IE
Pros:    Configuration in the same PLMN (P-CSCF and PGW); also note that PGW already has per APN configuration

    MME and SGW configurations independent of APN and of PLMN 

    Cons:  Impact to PGW performance since the function "DSCP value to GTP-U header" is applied to every packet of the configured APN by the PGW.
In the alternatives where the PGW maps the DSCP value received in IMS signalling packet onto a standard DSCP value
Pros:    Configuration in the same PLMN (P-CSCF and PGW); also note that PGW already has per APN configuration

    MME and SGW configurations independent of APN and of PLMN 
Cons:  Same as in case of the alternative "mapping of DSCP value to GTP-U header")

In the alternative where the PGW transparently relays the incoming IP packets, therefore using non standard DSCP values between PGW and SGW

Pros:     No configuration in the PGW

     No impact to PGW performance
Cons:   Per APN per PLMN configuration in the MME (if the SGW transparently copies the DSCP value received from the PGW to the MME in the DDN) or in the SGW (if the SGW maps the received DSCP to a “Paging Policy Indication” in the DDN. (Note that MME already has per PLMN configuration per note 8 in clause 4.7.2.1 of TS 23.401).

Alternatives for the SGW and impacts to other nodes
For the case where the SGW receives a DSCP value from the PGW, the SGW has two alternatives: 

· either the SGW copies the DSCP value received from PGW into the DDN towards the MME, and 
· option 1a: if the PGW just relays transparently the received DSCP value, the MME needs be configured with the meaning of DSCP values from the operator-controlled entity (e.g. P-CSCF),

· option 2a: if the PGW maps the DSCP value from the operator-controlled entity (e.g. P-CSCF), the MME does not need to be configured with PGW-dependent information (only configured with the meaning of DSCP values from PGW); 
· or the SGW maps the DSCP value received from PGW into a “paging policy indication” IE in the DDN, and 
· option 1b: if the PGW just relays transparently the received DSCP value, the SGW need to be configured with operator-controlled entity dependent information. This alternative should be ruled out. 

· option 2b: if the PGW maps the DSCP value from the operator-controlled entity (e.g. P-CSCF)), the SGW and the MME do not need to be configured with operator-controlled entity dependent information; 
For the case the SGW receives the paging policy indication in the GTP-u header, the SGW and the MME do not need to be configured with operator-controlled entity dependent information as it will just have to map it to a “paging policy indication” IE in the DDN (option 2c): MME is configured with usual IMS roaming agreements.

Summary
See table below

	
	
	Option 1: PGW relays DSCP value
	Option2: PGW maps DSCP value

	
	
	Option1a: SGW copies/maps  DSCP value 1:1 into Paging Policy Indication IE (could be transparent or fixed mapping, but static config)
	Option 1b: SGW maps DSCP value to an SGW configured value for the Paging Policy Indication IE
	Option2a: PGW maps DSCP value to EPC standard DSCP of inner IP, and 

S-GW copies EPC standard DSCP value 1:1 into Paging Policy Indication IE
	Option2b: PGW maps DSCP value to EPC standard DSCP of inner IP, and 

S-GW maps EPC standard DSCP value to an SGW configured value for the Paging Policy Indication IE
	Option2c: PGW maps DSCP value to GTP-u header IE. 

S-GW maps GTP-u header IE to an SGW configured value for the Paging Policy Indication IE

	PGW task
	APN = IMS only, and non-roaming or LBO
	Nothing, assuming the ingress network to P-GW/SGi is configured correctly such that any received DSCP value is assumed correct (e.g. setting all incoming traffic DSCP to base value when not coming from operator-controlled entity).
	Same as option 1a
	Examine DSCP value of all IP packets to determine if the new “paging indication” (standard EPC DSCP) on S5 needs to be set 

Even when limited to certain bearers or APNs, requires more processing than doing it in SGW on only buffered packets.
	Examine DSCP value of all IP packets to determine if the new “paging indication” (standard EPC DSCP) on S5 needs to be set 

Same evaluation aspects as for 2a
	Examine DSCP value of all IP packets to determine if the new “paging indication” (GTP-u header IE) on S5 needs to be set 

Same evaluation aspects as for 2a

	
	Evolutions e.g. non-IMS APNs, etc. but except HR case
	non-IMS APNs: same as for APN=IMS
	Same as option 1a
	Analysis at PGW may evolve in future to determine PPI using DPI as all packets are analyzed (for non encrypted traffic).
	Same evaluation aspects as for 2a
	Same evaluation aspects as for 2a

	
	Home Routed case
	Home routed case: no additional task
	Home routed case: Same as option 1a 
	Home routed case: Same as for LBO or non-roaming cases 

To be discussed: (HW comment: Analysis at PGW causes problems and/or extra efforts due to roaming if extended in future.) Which issues? 
	Home routed case: Same evaluation aspects as for 2a
To be discussed: (HW comment: Analysis at PGW causes problems and/or extra efforts due to roaming if extended in future.) 
	Home routed case: Same evaluation aspects as for 2a
To be discussed: (HW comment: Analysis at PGW causes problems and/or extra efforts due to roaming if extended in future.) 

	SGW task
	APN = IMS only, and non-roaming or LBO
	Extracts received DSCP value from inner packet and copies (or fixed mapping) value to Paging Policy Indication IE of DDN.
Fixed mapping more future safe as it can be mapped from any other field from DL packet.

To be discussed: Possibly configuration of bearers or APNs for which generation of PPI should apply (does it have less SGW performance impact + price of additional config in SGW). Config in Home Routed case to take into account). 
	Extracts received DSCP value from inner packet and maps it on an SGW configured value for Paging Policy Indic.

To be discussed: Possibly configuration of bearers or APNs for which generation of PPI should apply (does it have less SGW performance impact?). 

SGW needs to be configured with PPI values for mapping DCSP values which are set at the operator controlled entity (e.g. local P-CSCF). 
	Same as 1a
	Same as 1b
	Same as 1b

	
	Evolutions e.g. non-IMS APNs, etc. but except HR case
	Future evolution to using other input for PPI is hindered.
	Future evolution possible to analyze GTP-U or other packet header info and map it to PPI.
	Same as 1a
	Same as 1b
	Same as 1b

	
	Home Routed case
	Home routed case: no additional task
	Home routed case: configuration to be discussed (ALU believes it complex as PPI value has an absolute/standard meaning).
	Home routed case: no additional task
	Home routed case: no additional task
	Home routed case: no additional task

	MME task
	APN = IMS only, and non-roaming or LBO
	Paging strategy based on PPI value.

MME configured for taking PPI value into account when determining paging strategy.

Configuration of bearers or APNs to which the feature should apply.
	Same except in home routed cases
	Same except in home routed cases
	Same except in home routed cases
	Same except in home routed cases

	
	Evolutions e.g. non-IMS APNs, etc. but except HR case
	non-IMS APNs: normal per APN configuration
	Same as 1a
	Same as 1a
	Same as 1a
	Same as 1a

	
	Home Routed case
	Home routed case: MME needs to be configured with HPLMN dependent information
	Home routed case: Same as 1a.
	Home routed case: Same as 1a.
	Home routed case:  Same as 1a.
	Home routed case: no Same as 1a.


Proposal

It is proposed to discuss the above topics and to agree on one of the above options among 1a, 2a, 2b. 
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