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1
Proposal
According to [1] [2], there are two use cases for out of coverage discovery:

1) Determination is needed regarding within the D2D ProSe Communication which user(s) are in-D2D ProSe Communication-coverage at any given time.

2) Maintaining concurrent D2D ProSe Communication (off-network) and LTE connectivity to EPC is required regardless of whether UEs are in network coverage or out-of-network-coverage (see [10]). The LTE connectivity to EPC for out-of-network-coverage UEs are provided via UE-to-Network Relays.

While the second use case is related to Relay discovery, the first use case is generic.

Model A and Model B discovery are described in more detail, taking into account the requests for two types of public safety discovery ([1], [2]).

References
[1] R1-140426 “Out of network coverage discovery for public safety in Release 12”, U.S. Department of Commerce

[2] R2-140506 “Out of network coverage discovery for public safety in Release 12”, U.S. Department of Commerce

###################### NEW CHANGE ####################
6
Direct discovery (public safety use)
Editor’s note:
This clause is intended to document the agreed architecture solution for Direct Discovery (public safety use).
6.1
Solution for Direct Discovery (public safety use)

6.1.1
Functional Description
Editor’s note:
General description, assumptions, and principles of the solution. 
6.1.1
General
Public Safety direct discovery is supported with discovery protocol messages carried within Layer-2 frames used for ProSe One-to-Many Communication defined in Rel-12.
The discovery protocol messages are identified with a dedicated PDU Type value in the PDCP header.

Both Model A and Model B discovery are supported:
· Model A uses a single discovery protocol message (Announcement);
· Model B uses two discovery protocol messages (Solicitation and Solicitation Response).

The use of signalling messages and the associated Layer-2 IDs is described in detail in the procedures:
6.1.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

6.1.2.1
General
The following use cases for public safety discovery are supported:
· UE-to-Network Relay discovery.

· Determination is needed regarding within the ProSe Communication which user(s) are in ProSe Communication coverage at any given time (shortly referred to as “Group member discovery”).

6.1.2.2
UE-Network Relay discovery
6.1.2.2.1
Model A
Depicted in Figure 6.1.2.2.1-1 is the procedure for Relay discovery Model A.
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Figure 6.1.2.2.1-1: Relay discovery with Model A
1.
The Relay UE (UE-1) periodically transmits a discovery message including information for enablement of Relay discovery. The Source Layer-2 ID parameter is set to the link-layer identifier of the Relay UE and is used to enable subsequent one-to-one communication between the Remote UE and the Relay UE. The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the announcement (e.g. it can be set to the pre-configured ProSe Group Layer-2 ID if the announcement is targeting only UEs affiliated with this group identifier or it can be set to a well-known broadcast ID if the announcement targets all users in vicinity). The Type parameter is set to “Announcement”. The ProSe App ID parameter describes the provided relay service. The PLMN ID parameter indicates the identity of the PLMN to which radio frequencies used on the link to the Remote UE belong. The Status flags indicate the Relay status.

After successful decoding of the discovery message, a monitoring UE wishing to access the advertised relay service can attempt connecting with the Relay UE.

7.1.2.2.2
Model B
Depicted in Figure 6.1.2.2.2-1 is the procedure for Relay discovery Model B.
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Figure 6.1.2.2.2: Relay discovery with Model B

1.
The Remote UE in the role of Discoverer transmits a discovery message when it wishes to discover a Relay. The Source Layer-2 ID parameter is set to (or derived from) the ProSe UE ID of the Remote UE and is used to enable subsequent response messages from Relay UEs (in the role of Discoverees). The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the solicitation message (e.g. it can be set to the pre-configured ProSe Group Layer-2 ID if the relay service is being solicited only from UEs affiliated with this group identifier or it can be set to a well-known broadcast ID if the relay service is being solicited from any users in vicinity). The Type parameter is set to “Solicitation”. The ProSe App ID parameter describes the desired relay service. The PLMN ID parameter indicates the identity of the PLMN to which radio frequencies used on the link to the Remote UE belong. The Status flags indicate the Relay status.

2.
Assuming that UE-2 and UE-3 are in network coverage and their users are willing to provide relay service, they each respond with a discovery message including parameters for enablement of relay service. The Source Layer-2 ID parameter is set to the link-layer identifier of the Relay UE and is used to enable subsequent one-to-one communication between the Remote UE and the Relay UE. The Destination Layer-2 ID parameter is used to identify the discoverer UE (it was provided in the Source Layer-2 ID parameter in step 1). The Type parameter is set to “Solicitation Response”. The ProSe App ID parameter describes the provided relay service. The PLMN ID parameter indicates the identity of the PLMN to which radio frequencies used on the link to the Remote UE belong. The Status flags indicate the Relay status.

7.1.2.3
Group member discovery
7.1.2.3.1
Model A
Depicted in Figure 6.1.2.3.1-1 is the procedure for group member discovery Model A.
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Figure 6.1.2.3.1-1: Group member discovery with Model A
1.
A group member UE (i.e. a UE that is associated with a specific ProSe Layer-2 Group ID) periodically transmits a discovery message including information for enablement of group member discovery. The Source Layer-2 ID parameter is set to link-layer identifier of the announcing UE and is used to enable un-optimized one-to-one communication with monitoring UEs (if needed). The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the announcement and is set to the pre-configured ProSe Group Layer-2 ID corresponding to the targeted population. The Type parameter is set to “Announcement”. The ProSe App ID parameter indicates that this is an announcement for group member discovery. The status information is set to a suitable value.
After successful decoding of the discovery message, the monitoring UEs can build a presence list for the group members in vicinity. The user of a monitoring UE may also decide to engage in one-to-one communication with the announcing UE.
6.1.2.3.2
Model B
Depicted in Figure 6.1.2.1.2-1 is the procedure for group member discovery Model B.
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Figure 6.1.2.3.2: Group member discovery with Model B

1.
The discoverer UE transmits a discovery message when it wishes to discover the presence of group members in vicinity. The Source Layer-2 ID parameter is set to the link-layer identifier of the discoverer UE and is used to enable subsequent response messages from discoveree UEs. The Destination Layer-2 ID parameter is used to identify the population of public safety UEs that is targeted with the solicitation message and is set to the pre-configured ProSe Group Layer-2 ID corresponding to the targeted population. The Type parameter is set to “Solicitation”. The ProSe App ID parameter indicates that this is a group member discovery request.The status information is set to a suitable value.
2.
The discoveree UEs that are associated with the Destination Layer-2 ID received in step 1respond with a discovery message including parameters for enablement of group member discovery. The Source Layer-2 ID parameter is set to the link-layer identifier of the discoveree UE and is used to enable subsequent un-optimized one-to-one communication with the discoverer UE (if needed). The Destination Layer-2 ID parameter is used to identify the discoverer UE (it was provided in the Source Layer-2 ID parameter in step 1). The Type parameter is set to “Solicitation Response”. The ProSe App ID parameter indicates that this is a group member discovery response.

6.1.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

No impact expected on the PHY/MAC interface defined for Rel-12 One-to-Many ProSe direct communication. RAN2 only needs to assign a new PDU Type value in the PDCP header.
6.2 
Topics for further study for Direct Discovery (public safety use)

Editor’s note:
Topics for FFS will be collected for this particular functionality. 

It is FFS whether inter-PLMN direct discovery is needed for Public Safety, given that UE is unable to engage in inter-PLMN direct communication.

6.3
Conclusions on Direct Discovery (public safety use)

Public Safety direct discovery is supported with discovery protocol messages carried within Layer-2 frames used for ProSe One-to-Many Communication defined in Rel-12.

The discovery protocol messages are identified with a dedicated PDU Type value in the PDCP header.

Both Model A and Model B discovery are supported:
· Model A uses a single discovery protocol message (Announcement);
· Model B uses two discovery protocol messages (Solicitation and Solicitation Response).

Expected work in other working groups to support Direct Discovery:

· RAN2 needs to assign a new PDU Type value in the PDCP header that is reserved for DtC signalling.

· CT1 will define the DtC signalling protocol and message format.

· No work expected in RAN1 to support DtC.
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