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Abstract of the contribution: This contribution focuses on the PCC impacts of NBIFOM
Discussion 

This contribution focuses on the PCC impacts of NBIFOM. These aspects are presented as a separate solution as the PCC impacts should be decorrelated from the network signalling (e.g. whether and how NBIFOM related signalling applies for SCM mode of TWAN, for the UE-ePDG signalling of Non trusted  access, etc…)
Proposal
· Update section 6.3.1

· Add a new solution
* * * First Change * * * * modification per the revision marks
6.3.1
Network based mobility management issues 

The following describes the design issues that are required to be considered for NBIFOM. 

Issue #1:  Simultaneous support of a PDN connection over 3GPP access and WLAN access.

In order to enable NB-_IFOM, it shall be possible for a UE to establish and maintain a PDN connection both over 3GPP  access and WLAN access simultaneously. This shall be supported both in case of S2b and S2a connectivity. while this is not supported by current specification

Issue#2:  Communication between the UE and the PGW to install the route rules (if needed).
For NBIFOM, in current specification there is no direct communication support between the UE and the PGW to install the routeing rules. 

For NBIFOM, the following cases will be studied:

· UE initiated NBIFOM: A signalling means allowing the UE to provide the PGW with the desired mapping between IP flows and access links.The network may either accept or reject UE’s request for IP flow mobility, but does not initiate IP flow mobility itself.  

· Network initiated NBIFOM: A signalling means allowing the PGW to provide the UE with the desired mapping between IP flows and access links. The UE may either accept or reject the network’s request for IP flow mobility (e.g. based on the suitability of the WLAN link conditions), but does not initiate IP flow mobility itself.
Issue #3: The same IP address on multiple IP interfaces

The assignment of IPv4 address, IPv6 prefix(es) and IPv6 interface identifiers, handling of multicast packets, including signaling messages that may be sent on a multicast link-local address (e.g. DHCPv6, RA/RS), etc. must be analysed.
Issue # 4: Loss of WLAN  access

For a UE with active flows on both WLAN access and 3GPP access, if the WLAN coverage is lost, a mechanism is needed to move the Service data Flows back to 3GPP access in order to minimise service disruption.
Issue#5: NBIFOM Capability discovery

 It shall be possible for the UE and the network to discover whether the network and the UE respectively support NBIFOM
Issue#6:  Conflict resolution between UE-initiated and network-initiated NBIFOM
A mechanism is needed to avoid that the application of both UE initiated and network  initiated NBIFOM to a PDN connection leads to conflicts.
Issue#7:  PCC policy for NBIFOM 
.Editor’s Notes:: further text is needed to clarify this issue
* * * next Change * * * * all text: with and without revsion mark is new
7.x
PCC based mechanism 

7.x.y
Solution y: PCC rules related with the Access Type – Notifications related with the Access Type

7.x.y.0
Definitions
NBIFOM allows a PDN connection to use simultaneously multiple access legs e.g.

· An access leg over a 3GPP access and connected over S5/S8 to a PGW

· An access leg over a Non 3GPP access and connected over S2a / S2b to a PGW

An access leg represents all the resources supporting a PDN connection over an access e.g.

· For an access leg over a 3GPP access: S5/S8 tunnels and the corresponding radio bearers over a 3GPP radio

· For an access leg over a TWAN: S2a tunnels and the corresponding resources over the TWAN

· For an access leg over a Non Trusted access: S2b tunnels and the corresponding IKE/IPsec resources 
Access legs that simultaneously support the same PDN connection are said to be bonded. As an extension a PDN connection where NBIFOM applies is said to be a bonded PDN connection.

Editor’s Note: the content of this sub-clause might be better moved to sub-clause 3.1

7.x.y.1
Overview
This sub-clause focuses on the PCC impacts of NBIFOM, i.e. on the key issue #7. The PCC mechanisms that are described are meant to be applicable in following cases:

· Usage of either S2a or S2b as NBM reference point for the Non 3gpp access leg of an IP-CAN session.

NOTE: The PCC interface is meant to be independent of the signalling means between the PGW and the UE 

· UE-initiated NBIFOM and Network-initiated NBIFOM
Editor’s Note: the current version of this solution focuses on GTP based NBM. Impacts of PMIP based NBM are FFS 
Due to NBIFOM, the Policy control interface (Gx) between the PCRF and the PGW is modified as follows: 

-
The PCRF can control whether a given IP-CAN session may benefit of NBIFOM and whether UE-initiated NBIFOM or Network-initiated NBIFOM applies on this IP-CAN session
-
UE-initiated NBIFOM and Network-initiated NBIFOM are assumed to be mutually exclusive.

-
For its decision, the PCRF decision may rely on UE request, network capabilities, user subscription (SPR) and on local policies.
-
The PGW can notify the PCRF with which access legs currently supports an IP-CAN session and for each of these access legs provide the PCRF with information such as the IP-CAN Type, RAT-Type, the UE location Information,  ….

-
The PCRF may decide that NBIFOM is no more possible for an IP-CAN session (e.g. when some traffic threshold has been crossed). When NBIFOM is not possible, the PCRF indicates to the PGW the access legs to release. Proper signalling is sent to the UE for the UE not to retry immediately bonding for the corresponding PDN connection. 
-
(when Network-initiated NBIFOM applies) The PCRF can control the (IP flow) access routing decisions by providing the PGW with Access-leg-routing information for a “bonded” IP-CAN session. 
-
(when UE-initiated NBIFOM applies) The PGW can notify the PCRF with the mapping between IP Flows and access legs as in case of S2c based IFOM. The corresponding Gx signalling is nevertheless modified as an access leg cannot be identified by a Care Of Address (as in case of S2c based IFOM). 
-
Usage Monitoring may apply per Access Type, i.e. the PCRF shall be able to set different Usage Monitoring Keys for traffic exchanged on different Access legs.
The Data model of an IP-CAN session is modified as follows: Over Gx an intermediate level of information i.e. the access leg is introduced between the IP-CAN session level and the SDF/PCC rule level. This leads to following split up of information handled over Gx 

· Parameters associated with an IP-CAN session: IMSI, IP address / IPv6 Prefix, APN, IP-CAN-APN-AMBR, etc…

· Parameters associated with an access leg: IP-CAN Type, RAT-Type, Location information (Cell Id, TWAN Id,…), Access-leg-APN-AMBR, etc..

· Parameters associated with a PCC rule: SDF description, Rating group, QCI, ARP, GBR, gate info, 
Two levels of DL APN-AMBR are defined for an IP-CAN session

· APN-AMBR per IP-CAN session that controls the overall DL traffic sent over all the PDN connections to the APN
· APN-AMBR per access Type of an IP-CAN session that controls the DL traffic sent over an Access  type for all PDN connections to the same APN,  The APN-AMBR per access Type relates to the per IP-CAN Type and not to whether S2a or S2b is used 
Editor’s Note:. APN-AMBR per access Type may require Further clarifications
7.x.y.2
Support of Traffic sharing for IP traffic (Network-initiated NBIFOM)
Editor’s Note: Whether and how this section applies in case of UE-initiated NBIFOM is FFS

The PCRF can send to the PGW Access-leg-routing rules. An Access-leg-routing rule controls over which access leg(s) of a bonded PDN connection an IP traffic identified by this rule may be sent.
The IP traffic identified by an Access-leg-routing rule may be allowed on only an access Type, or associated with a strict priority of access types (all traffic is sent on the allowed access type of the highest priority that is available) or shared on multiple access Types. When the IP traffic identified by an Access-leg-routing rule may be shared between multiple access types, this means that, at a given time, different IP flows of the IP traffic identified by an Access-leg-routing rule may be carried over different access legs. 
Nevertheless an IP flow cannot be shared i.e. all packets of an IP flow shall be sent on a single access leg.
NOTE: 
This is to avoid the reordering of the packets (of e.g. a TCP connection) that may occur when different access legs correspond to different transfer delays.

When IP traffic identified by an Access-leg-routing rule may be shared between different access legs, the PCRF sends “traffic-distribution” information to the PGW to indicate “traffic-distribution” information. Such information:
· Indicates per allowed access type, a “nominal-weight” that is used to determine which proportion of the IP traffic identified by the Access-leg-routing rule is to be sent on the different access legs currently supporting an IP-CAN session.
The PGW needs to create the corresponding routing rules. The PGW provides these rules to the UE in case there is an explicit signalling of these rules to the UE.
Editor’s Note: Whether Access-leg-routing rules correspond to evolved PCC rules is FFS. For example an Access-leg-routing rule may correspond to a PCC rule that associates a SDF with 

-
“common” parameters such as Precedence, QCI, ARP

-
parameters per allowed Access Type such as the Rating Group, a potential Monitoring Key and a weight for load sharing (between the access legs) of IP flows of the SDF. 
The requirement is to be able to associate traffic sent on different Access Types with different Rating Groups and Monitoring Keys 
7.x.y.3
PCRF control the (IP flow) access routing decisions of the PGW (Network-initiated NBIFOM)
As the lifetime a of a WLAN based access leg may be short, when an IP-CAN session can support NBIFOM it may be more efficient for the PCRF to indicate Access-leg-routing rules referring to access types that are not yet established.


NOTE:
 This is to avoid the PCRF having to update Access-leg-routing rules each time a WLAN access (leg) is added / removed

7.x.y.4
Flows
NOTE:
 The whole sub-clause focuses on the Gx additions related with NBIFOM. 

Editor’s Note: The Figures need to be revisited to be editable

7.x.y.4.1
Set up of an IP-CAN session
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Figure 7.x.y.4.1: Set up of an IP-CAN session
1. The UE sets up a new PDN connection (this may be as part of an initial ATTACH or be a stand-alone procedure). The PDN connection set-up may indicate the UE level of support of NBIFOM. This level of support of NBIFOM, is relayed to the PGW by the serving node MME/SGSN and SGW, / TWAG / … and indicates: 

-
Whether the UE supports NBIFOM
-
Whether for (IP flow) access routing the UE supports and desires UE-initiated NBIFOM / network initiated NBIFOM 
2. The PGW sets up the Gx session for this PDN connection / IP-CAN session (CCR-Initial), indicating

-
Whether it supports NBIFOM (bonding service) 
-
The UE level of support of NBIFOM (bonding service) (in case the UE has indicated it)  
-
The features of the access leg (IP-CAN-Type, RAT-Type, User Location Information) 

3. The PCRF takes decision about the support of NBIFOM (bonding service) for the PDN connection: whether the IP-CAN session may support bonding and in case it may support bonding, whether UE-initiated NBIFOM or network initiated NBIFOM applies for access routing of IP flows. This decision may take into account UE level of support of bonding service but may consider other input (such as the APN, the IMSI range etc… ). The PCRF notifies the PGW with its decision.
The PCRF may also provide Access-leg-routing policies that contain traffic-distribution information.. The PCRF may also subscribe to Event Triggers related with NBIFOM such as events asking to notify the PCRF of the addition / deletion of an access leg supporting an IP-CAN session.
4. When the UE has indicated its UE level of support of bonding service, the PGW indicates to the UE the network decision about the support of NBIFOM / bonding service for the IP-CAN session. This decision is relayed transparently by the serving node MME/SGSN and SGW, / TWAG / ...

7.x.y.4.2
Addition / removal of an access leg to an IP-CAN session
NOTE1: 
This sub-clause assumes this is neither the addition of the first access leg nor the removal of the last Access leg. It also assumes NBIFOM is allowed for the PDN connection / IP-CAN session.
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Figure 7.x.y.4.2: Addition / removal of an access leg to an IP-CAN session
1. The UE requests that an access leg is added / removed to the PDN connection. 
NOTE2: 
 no IP address / IPv6 Prefix allocation / de-allocation is carried out when an access leg is added / removed to a PDN connection.
2.  (When the PCRF has set the corresponding Event Trigger) the PGW notifies the PCRF of the addition / removal of an access leg with, in case of an access leg addition,  an indication of the features of this new access leg (RAT-Type, IP-CAN Type, Location information, etc…). 
When an IP-CAN session is associated with different access legs and thus different values of IP-CAN Type, RAT-Type, Location information are reported to PCRF, the PCRF reporting to the AF of IP-CAN Type, RAT-Type, Location information works as follows:

-
When an Application Function supports bonded IP-CAN connectivity, the PCRF may report to the AF the values of (IP-CAN Type, RAT-Type, Location information) that correspond to the different Access legs of the IP-CAN session
 -
When the Application Function does not support bonded IP-CAN connectivity, it is up to the PCRF policies to decide which IP-CAN Type, RAT-Type, Location information to report to the AF
3. The PCRF answers to the PGW. The answer may contain new rules determined based on the addition / removal of the access leg.
4. The PGW proceeds with the access leg addition / removal
The PCRF may ask the PGW to release / not to accept the set-up of a specific (IP-CAN Type, RAT Type) access leg supporting an IP-CAN session (a PDN connection). In the case where this is because NBIFOM access is not allowed by the subscription, proper signalling (error cause) is sent to the UE to prevent the UE from repeating its attempt to set NBIFOM. For example the UE may not be allowed to retry adding an access leg on a PDN connection to this APN until it reboots.

7.x.y.5
Charging impacts 
(when one Gy session per IP-CAN session applies) The Charging interfaces of the PGW are upgraded to support NBIFOM
· to support the notification to the charging entities (OCS/OFCS) that an IP-CAN session is simultaneously associated with different access legs that correspond to different values of parameters such as  IP-CAN Type, RAT-Type, Location.

-
This means event reporting on Gy is defined for the PGW to be able to report when an access leg is added / removed from a bonded IP-CAN session
-
The CDR (“Call Detailed Report”) associated with an IP-CAN session that supports bonding is updated to track when bonding has occurred and to store the corresponding features of the various access legs supporting the bonded PDN connection

· When a PGW asks the OCS for credit for a service Data flow, it indicates for which access type (IP-CAN Type, RAN Type) it is seeking credit. 
· Editor’s Notes: It is FFS whether this means that when one Gy session per IP-CAN session is deployed, quota per Rating Group and access type needs to be negotiated over Gy. 
The OCS/OFCS are upgraded to support the NBIFOM requirement that an IP-CAN session may be simultaneously associated with different access legs that correspond to different values of parameters such as  IP-CAN Type, RAT-Type, Location.
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2) CCRelnitial(.., IP-CAN-Type, RAT-Type, Supported-Features, [UE level of support of NB-IFOM] )

1) PDN connection set-up request([UE level
of support of NB-IFOM])

3) CCA-Initial(..,PCC-rules, Supported-Features, PCC hles, Event-Trigger, PCRF decision about NE-IFOM )

4)PON connection set-up answer ([network
decisionabout the level of support of NB-IFOM])
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