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1. Discussion
This contribution provides a solution to support NB-IFOM in eSaMOG MCM. 

In this solution, the PCRF generates the Routing Policy based on the current service data flows of UE and operator policy. The Routing Policy includes IP flow description and offloading indication (e.g., this IP flow is preferred to be routed via 3GPP or WLAN, this IP flow is forbidden to be routed via 3GPP or WLAN). The Routing Policy is sent to the PGW and the UE. PCC signalling, GTPv2, NAS and WLCP should be used to transfer the Routing Policy.
In order to enforce operator’s policy for traffic steering, the PGW generates Routing Rules according to the Routing Policy received from the PCRF and initiates the IP flow mobility procedure. Bearer update procedure is reused to transfer Routing Rules from the PGW to the UE. 
It is reasonable to perform user preference for traffic steering. Thus the UE-initiated IP flow mobility procedure is also allowed. However, the UE should not request to route an IP flow to the access network which is forbidden in the Routing Policy. In case such request happens, the PGW shall reject such request. 

In summary, both the PGW and the UE can initiate IP flow mobility procedure. The flow description is described in clause 7.3.X.3 and the conflict resolution between UE-initiated and network-initiated IP flow mobility is described in clause 7.3.X.3.3.2. 
2. Proposal
It is proposed to add NB-IFOM support for S2a GTP connectivity for trusted WLAN (MCM) in the TR 23.861 (IFOM) as shown below.
* * * Start of Change * * * *

7.3
IP flow mobility solutions for S2a (GTP)

7.3.X
Solution A: IP flow mobility routing rules negotiation in Multi-Connection mode (GTP) based on RAN policy
7.3.X.1
General
In this solution, the PCRF generates the Routing Policy based on the current service data flows of UE and operator policy. The Routing Policy is sent to the PGW and the UE. PGW can generate Routing Rules according to the Routing Policy received from the PCRF. Both the PGW and the UE can initiate IP flow mobility procedure to install Routing Rules to each other. The flow description is described in clause 7.3.X.3 and the conflict resolution between UE-initiated and network-initiated IP flow mobility is described in clause 7.3.X.3.3.2.
Routing Policy: Routing Policy includes IP flow description and offload indication (e.g., this IP flow is preferred to be routed via 3GPP or WLAN, this IP flow is forbidden to be routed via 3GPP or WLAN).
Routing Rule: Routing rule includes IP flow description and the target access technology selected for this IP flow.
Editor’s Note: The format of Routing Policy and Routing Rule are FFS.
Editor’s Note: In a scenario where one radio access deteriorates (e.g. coverage is lost), it is FFS what mechanism is used to detect such scenario and move flows to the other radio access type. 

Editor’s note: If ANDSF is used, co-existence aspects between network-initiated IP flow mobility and ANDSF is FFS.

7.3.X.2
System Impacts
7.3.X.2.1 PCRF
The PCRF generates and sends Routing Policy to the PDN GW.

7.3.X.2.2 PDN GW
The enhancements of the PDN GW are as follows:

-
to receive “NB-IFOM” capability from UE during attach procedure.
-
to receive “Multi Access” indication from the UE during addition of one access to a PDN connection.
-
to send “Multi Access” indication to PCRF during IP-CAN Session Modification procedure.
-
to receive Routing Policy from PCRF and send to Serving GW/TWAN via GTP message.

-
to generate Routing Rule according to Routing Policy and send to Serving GW/TWAN via GTP message.
7.3.X.2.2 Serving GW
The Serving GW receives Routing Policy or Routing Rule from the PDN GW and sends them to the MME via GTP message.
7.3.X.2.3 TWAN
The TWAN sends the Routing Policy or Routing Rule received from the PDN GW to the UE via WLCP message.
7.3.X.2.5 UE
The enhancements of UE are as follows:

-
to indicate “NB-IFOM” capability during the attach procedure.
-
to indicate “Multi Access” during addition of one access to a PDN connection.
7.3.X.3
Flows
7.3.X.3.1
PDN connection establishment over first access
7.3.X.3.1.1
PDN connection establishment over 3GPP access
The UE performs the initial PDN connection establishment over 3GPP access as following flows which is specified in TS 23.401 [8] clause 5.3.2.1 or 5.10.2 with the following additions:
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Figure 7.3.X.3.1.1-1 PDN connection establishment over 3GPP access with GTP based S5/S8
-
Step1. The UE sends PDN Connectivity Request, including a NB-IFOM capability indication in the PCO.
-
Step4. When the PCRF provides PCC rules to the PDN GW, the PCRF also sends the Routing Policy to the PDN GW.

-
Step5. The PGW sends Create Session Response message to the SGW. If the PGW supports NB-IFOM, it confirms the NB-IFOM support with the PCO if it receives the NB-IFOM capability indication in step3, and forwards Routing Policy to the Serving GW.

-
Step6. The Serving GW returns a Create Session Response to the MME, including Routing Policy received from the PDN GW.

-
Step7. The MME sends PDN Connectivity Accept to the eNodeB, including Routing Policy.

-
Step8. The eNodeB sends RRC Connection Reconfiguration to the UE, including the PDN Connectivity Accept message including Routing Policy with Transfer Parameters. 
Editor Note: it is FFS how discovery of MME support of NB_IFOM is performed.

Editor’s Note: How the Routing Policy is sent to the UE is FFS.
7.3.X.3.1.2
PDN connection establishment over WLAN access
The UE performs the initial PDN connection establishment over WLAN access as following flows which is specified in TS 23.402 [2] clause 16.8.1 with the following additions:

[image: image2.emf] 

Roaming  Scenarios  

UE  

AAA  Proxy   PD N   GW   HSS/   AAA  

hPCRF  

TWAN  

vPCRF  

1.  WLCP  PDN   Connecti on   Request  

2 . Create Session Request  

4 . Update PD N   GW Address  

 

6 . GTP Tunnel  

5 . Create Session Response    

3 .   IP - CAN   Session  Establishment  Procedure  

7 .  WLCP  PDN   Connecti on   Response    


Figure 7.3.X.3.1.2-1 PDN connection establishment over WLAN access with GTP based S2a
-
Step1. The UE sends PDN Connectivity Request, including a NB-IFOM capability indication in the PCO.

-
Step3. When the PCRF provides PCC rules to the PDN GW, the PCRF also sends the Routing Policy to the PDN GW.

-
Step5. The PDN GW sends Create Session Response message to the TWAN. If the PGW supports NB-IFOM, it confirms the NB-IFOM support with the PCO if it receives the NB-IFOM capability indication in step3, and forwards Routing Policy to the TWAN.

-
Step7. The TWAN sends WLCP PDN Connectivity Response to the UE, including Routing Policy.
Editor Note: It is FFS how discovery of TWAN support of NB_IFOM is performed.

Editor’s Note: How the Routing Policy is sent to the UE is FFS.
7.3.X.3.2
Addition of one access
7.3.X.3.2.1
 Addition of WLAN access
The UE has successfully attached to 3GPP access and established a PDN connection over 3GPP access using GTPv2 as described in clause 7.3.X.3.1.1. Subsequently the UE requests to establish a PDN connection using the same APN, and attempts to use both accesses for the same PDN connection simultaneously. The procedure is performed as described in TS 23.402 [2] clause 16.8.1 with the following additions:
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Figure 7.3.X.3.2.1-1 Additional of WLAN access to the PDN connection with GTP based S2a

1.
The UE sends WLCP PDN Connection Request message to the TWAN, including a “Multi Access” indication.

2.
The TWAN receives the “Multi Access” indication and then selects the same PDN GW as the UE connects in 3GPP access network.
3.
The PDN GW initiates an IP-CAN Modification Procedure, notify the PCRF about the additional of WLAN access by sending the “Multi Access” indication to the PCRF. When the PCRF provides PCC rules to the PDN GW, the PCRF also sends the Routing Policy to the PDN GW.

5.
The PDN GW sends Create Session Response message to the TWAN, including Routing Policy. The same IP address is allocated for the PDN connection as the one used in 3GPP access network.
7.
The TWAN sends WLCP PDN Connectivity Response to the UE, including Routing Policy.
7.3.X.3.2.2
 Addition of 3GPP access

The UE has established a PDN connection over WLAN as described in clause 7.3.X.3.1.2. Subsequently, the UE requests to establish a PDN connection using the same APN, and attempts to use both accesses for the same PDN connection simultaneously. The procedure is the same as specified in TS 23.401 [8] clause 5.3.2.1 or 5.10.2 with the following additions:
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Figure 7.3.X.3.2.2-1 Additional of 3GPP access to the PDN connection with GTP based S5/S8
1.
The UE sends PDN Connectivity Request, including a “Multi Access” indication.
2.
The MME receives the “Multi Access” indication and then selects the same PDN GW as the UE connects in WLAN access network.
The MME sends the Create Session Request to the Serving GW, including the “Multi Access” indication.
3.
The Serving GW sends the Create Session Request to the PDN GW, including the “Multi Access” indication.
4.
The PDN GW initiates an IP-CAN Modification Procedure, notify the PCRF about the additional of WLAN access by sending the “Multi Access” indication to the PCRF. When the PCRF provides PCC rules to the PDN GW, the PCRF also sends the Routing Policy to the PDN GW.

5.
The PGW sends Create Session Response message to the SGW, including Routing Policy. The same IP address is allocated for the PDN connection as the one used in 3GPP access network.
6.
The Serving GW returns a Create Session Response to the MME, including Routing Policy received from the PDN GW.

7.
The MME sends PDN Connectivity Accept to the eNodeB, including Routing Policy.

8.
The eNodeB sends RRC Connection Reconfiguration to the UE, including the PDN Connectivity Accept message with Routing Policy. 
7.3.X.3.3
IP flow mobility
7.3.X.3.3.1
Network-initiated IP flow mobility procedure

7.3.X.3.3.1.1
IP flow mobility within a PDN connection from 3GPP access to WLAN access
In the following signalling flow, the PDN GW moves one or more IP flow(s) from 3GPP access to WLAN access by updating the routing rules via GTPv2 and WLCP procedures. The routing rule is sent via WLAN access in this case.

[image: image5.emf]PDN GW VPCRF

AAA Proxy hPCRF

HSS/AAA

Roaming Scenarios

2. IP-CAN Session Modification Procedure

4. WLCP NB-IFOM Request

3. Update Bearer Request

6. Update Bearer Response

1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PDN 

connection

UE MME

TWAN

7. 3GPP EPS resource release or modification

5. WLCP NB-IFOM Response


Figure 7.3.X.3.3.1.1-1 Network-initiated IP flow mobility within a PDN connection from 3GPP access to WLAN access using GTP
1.
The UE is connected simultaneously to 3GPP and WLAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF may provide Routing Policy to the PDN GW during IP-CAN modification procedure.
3.
The PDN GW decides to move one or more IP flows from 3GPP to WLAN based on the received Routing Policy. The PDN GW generates the corresponding Routing Rules and sends them within an Update Bearer Request to the TWAN.
4.
The TWAN sends WLCP NB-IFOM Request message to the UE, including the Routing Rules.
5.
The UE sends WLCP NB-IFOM Response message to the TWAN, acknowledge of the Routing Rules.

6.
The TWAN sends Update Bearer Response to the PDN GW, acknowledge of the Routing Rules.
7.
Appropriate 3GPP resource release / modification procedures are executed for the resources associated with the flows that were removed in the 3GPP access as described in TS 23.401 [8].
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
7.3.X.3.3.1.2
IP flow mobility within a PDN connection from WLAN access to 3GPP access
In the following signalling flow, the PDN GW moves one or more IP flow(s) from WLAN access to 3GPP access by updating the routing rules via GTPv2 and NAS procedures. The routing rule is sent via 3GPP access in this case.
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Figure 7.3.X.3.3.1.2-1 Network-initiated IP flow mobility within a PDN connection from WLAN access to 3GPP access using GTP
1.
The UE is connected simultaneously to 3GPP and WLAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF provides some Routing Policy to the PDN GW during IP-CAN modification procedure.

3.
The PDN GW decides to move one or more IP flows from 3GPP to WLAN based on the received Routing Policy. The PDN GW generates the corresponding Routing Rules and sends them within an Update Bearer Request to the MME via the Serving GW.

4.
The MME builds a Session Management Request message including the Routing Rules. The MME then sends a Downlink NAS Transport (Session Management Configuration) message to the eNodeB.

5.
The eNodeB sends the Direct Transfer (Session Management Request) message to the UE, including Routing Rules.
6.
The UE sends a Direct Transfer (Session Management Response) message to the eNodeB, acknowledge of the Routing Rules.
7.
The eNodeB sends an Uplink NAS Transport (Session Management Response) message to the MME.
8.
The MME sends Update Bearer Response to the PDN GW via the Serving GW, acknowledge of the Routing Rules.

9.
Appropriate WLAN resource release / modification procedures are executed for the resources associated with the flows that were removed in the WLAN access as described in TS 23.402 [2].
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
7.3.X.3.3.2
UE-initiated IP flow mobility procedure

7.3.X.3.3.2.1
IP flow mobility within a PDN connection from 3GPP access to WLAN access
In the following signalling flow, the UE moves one or more IP flow(s) from 3GPP access to WLAN access by updating the routing rules via WLCP and GTPv2 procedures. The routing rule is sent via WLAN access in this case.
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Figure 7.3.X.3.3.2.1-1 UE-initiated IP flow mobility within a PDN connection from 3GPP access to WLAN access using GTP
1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends a WLCP NB-IFOM Request message to the TWAN, which includes the Routing Rules requested by the UE. 

3.
The TWAN sends a Bearer Resource Command message to the PDN GW. The message includes the Routing Rules. 

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN GW provides the Routing Rules to the PCRF.
5.
The PDN GW sends to the TWAN an Update Bearer Request which acknowledge of the Routing Rules.

6.
The TWAN sends an Update Bearer Response to the PDN GW.

7
The TWAN sends a WLCP Response to the UE which acknowledge of the Routing Rules.
8.
A TWAN specific resource allocation/modification procedure may be executed in this step. The details of this step are out of the scope of 3GPP.

9.
Appropriate 3GPP resource release / modification procedures are executed for the resources associated with the flows that were removed in the 3GPP access as described in TS 23.401 [8].
Editor’s Note: How the network rejects the Routing Rules during this procedure is FFS.
7.3.X.3.3.2.2
IP flow mobility within a PDN connection from WLAN access to 3GPP access
In the following signalling flow, the UE moves one or more IP flow(s) from WLAN access to 3GPP access by updating the routing rules via NAS and GTPv2 procedures. The routing rule is sent via 3GPP access in this case.

[image: image8.emf] 

       

PDN GW  

AAA  Proxy  

HSS   / AAA  

U E  

TWAN   eNodeB   hPCRF   vPCRF  

Roaming Scenario  

1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of the same PD N connection    

SGW   MME  

2 .  Request Bearer Resource Modification    

3 .  Bearer Resource Command    

4 .  Bearer Resource Command    

5 .  Bearer Resource Command    

6 .  IP - CAN Session Modi fication   Procedure    

7 . Dedicated Bearer Activated or  Bearer Modification   procedure in 3GPP    

8 .   WLAN resource release or modification    


Figure 7.3.X.3.3.2.2-1 UE-initiated IP flow mobility within a PDN connection from WLAN access to 3GPP access using GTP
1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends a Request Bearer Resource Modification message to the eNodeB, which includes the Routing Rules requested by the UE. 

3.
The eNodeB sends a Bearer Resource Command message to the MME, includes the Routing Rules. 

4-5.The MME forwards the Routing Rules to the PDN GW via the Serving GW.
6.
The PDN GW initiates an IP-CAN Modification procedure and provides the Routing Rules to the PCRF.
7.
The PDN GW performs the dedicated Bearer activation procedure or bearer modification procedure as described in TS 23.401 [8], which acknowledge of the Routing Rules.
8.
Appropriate WLAN resource release / modification procedures are executed for the resources associated with the flows that were removed in the WLAN access as described in TS 23.402 [2].
Editor’s Note: How the network rejects the Routing Rules during this procedure is FFS.
7.3.X.3.3.2
Conflict resolution between UE-initiated and network-initiated IP flow mobility
In this solution, both UE-initiated and Network-initiated IP flow mobility procedure are supported. The Routing Policy received from the PCRF can trigger the Network-initiated IP flow mobility procedure. 

The operator may have some services which need to be transferred via 3GPP only or via WLAN only. For these services, the Routing Policy shall indicate that WLAN or 3GPP is forbidden. The UE should not initiate IP flow mobility procedure which does not follow the forbidden Routing Policy for these applications. If the UE initiates IP flow mobility procedure which does not follow the forbidden Routing Policy, the network shall reject it. For other services, the UE-initiated IP flow mobility request takes precedence of the network-initiated IP flow mobility request.
7.3.2.3.4
Removal of one access

When the UE disconnects from the non-3GPP access and remains connected only to the 3GPP access, refer to TS23.402 clause 16.3.1.1. 
When the UE disconnects from the 3GPP access and remains connected only to the non-3GPP access, refer to TS 23.401 subclause 5.3.8.2. 
* * * End of Change * * * *
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