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1
Background
This Work Item (and documents such as S2-141884/1885 “Paging Optimization for the low mobility devices”) imply that paging within the EPS is not working as well as is desired.
2
Problem

The basic problem is that the node responsible for packet domain (re)paging (the MME/SGSN) does not get sufficient information to optimise paging (re)transmission decisions. 

3
Role of SA2

It is SA2’s responsibility to provide, where possible, generic solutions to problems rather than narrowly focussed solutions. 

4
Considerations

a) Paging is a VPLMN issue rather than a HPLMN issue: it impacts radio interface capacity and MME/SGSN load (both paging load and TA/RA update load).

b) The MME/SGSN paging retransmission strategy may be RAT specific and also depend upon RAN parameters (e.g. DRX settings).
c) The MME knows whether or not the RRC connection has recently been released cleanly, or, recently failed, or released a long time ago. 
In the period following a Release or Radio Link Failure, many mobile terminating internet packets will not be blocked by a firewall on the network side of the PDN-GW. Performing one set of paging (re)transmissions following a RLF may be useful but performing multiple sets is much less useful (as, following a RLF, the device is normally trying to re-establish radio connectivity – so if the device has not re-established the RRC connection it is probably out of coverage). 
Following the ‘clean’ Release of an RRC connection, the IP packet’s header may contain useful information on whether or not to perform paging. 

d) While IMS signalling can be encrypted between the UE and the P-CSCF, this is not mandatory, and hence it might not be encrypted by the P-CSCF.
Note: GSMA IR.92v8.0, section 2.2.2 states “Support of integrity protection is mandatory for both UE and network. Support of confidentiality protection is optional in the network, considering that lower layer security is available. “

e) The background to the UPCON work is that much of the traffic shares the same QCI: hence providing the bearer’s QCI from the SGW to the MME only provides limited information.

f) For each Downlink Data Notification from the SGW, the design of the EPS is such that the MME should immediately page all eNBs in the Tracking Area list. Typically this means that one DDN leads to a large quantity (potentially thousands) of S1 interface and ‘broadcast’ radio signalling messages. Hence message size on the S11 interface is not a primary concern, and, the system design should not prohibit the MME from performing more internal processing in order to reduce S1 paging messages and radio interface broadcasts.

5 
Solution components
a) Other companies are expected to propose solutions with signalling (of some form) from IMS servers to the MME. This paper does not discuss these approaches.

b) A complement to (a) is to enhance the S11 signalling so that the SGW provides a copy of the IP packet to the MME. This would permit (but does not require) the MME to analyse the packet and come to its best decision on paging (re)transmission strategy. The current mechanism of hiding the IP packet within the SGW prevents the MME from performing such optimisations.
6
Proposal

It is proposed that the CR 2742 to TS 23.401 in S2-142622 is discussed, revised and agreed.
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