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***** Start 1st Change *****
. U.1.2
Architecture and reference model

Figure U.1.2-1 shows the WebRTC IMS architecture. The WWSF (WebRTC Web Server Function) is located either within the operator network or within a third party network and is the web server contacted by the user agent (generally after clicking on a link or entering a URL into the browser). The P-CSCF enhanced for WebRTC (eP‑CSCF) is the endpoint for the signalling connection from the client and is located in the operator network.

NOTE 1:
The presence of dashed elements in the figure depends on the configuration.


PCC functional elements are present only for EPC access with QoS.


The corresponding PCC elements for fixed access are also optionally supported but not shown.


The NAT in figure U.1.2-1 is meant for non-cellular access to IMS.
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Figure U.1.2-1: WebRTC IMS architecture and reference model

NOTE 2:
W3 corresponds to the output of the IETF RTCWEB discussions.

NOTE 3:
The enhanced network entities, such as the eP-CSCF, might be decomposed into multiple network elements (e.g. P-CSCF and WebRTC Signalling Function) in future Releases to address additional use cases and configurations.

NOTE 4:
The W5 reference point is an optional signalling interface between the WAF and the eP-CSCF. The W5 reference point is not specified and is implementation specific.
***** End 1st Change *****
***** Start 2nd Change *****
U.1.3.5
WAF (WebRTC Authorisation Function)

The WebRTC Authorisation Function (WAF) has the following characteristics and functions:

-
The WAF shall issue the authorisation token to WWSF.

-
The WAF may either authenticate the user itself as part of the token issuance process, or it trusts the user identity provided by the WWSF.

-
The WAF may either reside in the operator domain or the third party domain.

The WAF is an optional entity that is not used in case of IMS registration scenario using IMS Authentication, described in section U.2.1.1.
***** End 2nd Change *****
***** Start 3rd Change *****
U.1.4.5
W4 (WWSF to WAF)

The W4 reference point is the signalling interface between the WWSF and the WAF. The WWSF obtains an authorisation token from the WAF which asserts the user's identity in case of IMS registration scenarios based on web authentication or from a pool of Public User Identities (as described in section U.2.1.1) are used.
.

***** End 3rd Change *****
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