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1. Introduction

This contribution is based on current ETSI TCCE working document on PTT stage 3 procedures. It explores the use of the procedures defined for the UE client to infrastructure protocol in the context of ProSe relays and UE to UE communications to derive architecture requirement for the corresponding bearers and addressing modes.
2. Channel structure

The various communication channels between the UE application and the Application Function (AF) are described below, together with some of the management principles.
2.1
Signalling channel

The signalling channel is setup between the UE application and the MCPTT C-Plane access point of the AF. It is a unicast channel which shall meet proper security requirements. As it shall support a message oriented protocol (based on SIP) while offering a much shorter detection of lost messages that the one provided natively by the SIP timers, a structure similar to WebRTC data channel is used as a working assumptions, i.e. SCTP/DTLS/UDP. The IMMEDIATE SACK feature of SCTP is used therefore.
UDP messages are used in a symmetric way, i.e. source address/port of a message is used as the destination address/port for the response. Address discovery may be based on UE client configuration but as roaming to different networks and NAT traversal may happen, DNS based discovery has also to be supported.
2.2
Unicast media and associated signalling channel

Unicast media transport channels are carrying both the call related media, usually as (S)RTP packets, plus the associated signalling, for example Push to Talk management signalling.
To minimize the total number of underlying bearers, several (S)RTP flows may be sharing the same set of transport addresses and ports (5-uple) and they may be distinguished using the available multiplexing techniques described by IETF. The various flows may for example be distinguished by the use of different SSRCs.
As the establishment of a (S)RTP bearer trough a NAT or a firewall (using ICE) is likely exceeding the setup performance requirement for Mission critical PTT, the setup of the 5-uple shall be done in advance (at registration time) and the 5-uple shall be maintained using IETF standardised techniques (periodical STUN heartbeats). 

The procedure for establishment of an initial session is presented in Figure 1 below.
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Figure 1 Setup of initial 5-uple

Note: it is up to application to decide how many different 5-uples are necessary to support the different media flows with different requirements in term of priority, QCI, reserved bandwidth,…

Then, for each time critical media flow, the establishment shall reuse one the pre-established 5-uples by using in the connection lines of the SDP bodies the IP address and port information of the corresponding 5-uple.
Note: The SIP session shall be different to allow releasing the media flow, without releasing the permanent 5-uple.

Note: Some user mobiles may have a specific behaviour known and managed by the application and remain silent for covert operations for example.

2.3
Broadcast media and associated signalling channel

The media flow(s) over (S)RTP and the associated signalling ad described in section 2.2 may be multiplexed over broadcast bearers (corresponding to a set of given TMGIs) in the downlink direction only.
The same multiplexing techniques as the one used to share several (S)RTP flows and associated signalling over a 5-uple as described in section 2.2 may be used by the application to perform multiplexing over a broadcast bearer.

Note: The broadcast bearer shall be setup in advance to call setup(s), due to establishment delay of eMBMS bearers.

Additionally, it is assumed in the TCCE working document that some non-PTT signalling shall be able to be broadcast on a broadcast downlink channel for the following function: group call setup, group call modification and group call release. This technique allows for a quick setup with a large number of users in some cells, but does not provide the acknowledgement which can be obtained in case of unicast setup (see section 4 below).
2.4
Management of alternating use of media and associated signalling channels

As the broadcast downlink channel cannot be used when a given user wants to take the floor and moves out of the coverage area of the broadcast service, it is mandatory to have a procedure to establish or re-establish a unicast bearer for the media flow of a given call.
Alternatively, if a user enters a coverage area of a broadcast service for a given call and does not use the uplink path, it is also mandatory to have a procedure to release a unicast bearer for the media flow of a given call.

The corresponding procedures are presented on Figure 2 and Figure 3 respectively.
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Figure 2 Setup of unicast media channel

The decision to make inactive the session (similar to SIP call hold procedure) may be taken either by the mobile or by the infrastructure as described in Figure 3. A consequence of this release is the potential release of a dedicated bearer by the Application server using Rx interface if one dedicated bearer was allocated.
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Figure 3 Release (hold) of unicast media channel

3. Examples of one-to-one procedures under infrastructure control

The following Figure 4 presents an example of one-to6one procedure for the setup of a one-to-one call without alert (direct call) as specified in the TCCE working draft.
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Figure 4 One-to-one direct call setup with infrastructure
From the addressing point of view, the following rules apply:
· The addresses of both UEs are defined by the access network DHCP function at attachment time
· The ports numbers for the signalling channels is defined by the corresponding UE client applications for the mobile UE end.

· The address and port number for the infrastructure end of the signalling channel is discovered by DNS search

· The addresses for the (S)RTP channel are discovered during the ICE establishment of the initial 5-uple as described in section 2.2. They should be reused in the SDP bodies of the INVITEs and 200 Oks. 
4. Examples of one-to-many procedures under infrastructure control

The following Figure 5 presents an example of one-to-many procedure for the setup of a one-to-many call as specified in the TCCE working draft. 
Two cases should be distinguished for the called party procedure, depending on whether or not the UE is known by the AS to be under eMBMS coverage or not, through location reporting process.
The procedures for the calling party and the called parties which are not known as under eMBMS coverage are similar to the one described in section 3 above and the addressing rules are the same.
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Figure 5 One-to-many call setup with infrastructure

In the case where the called party is known to be under eMBMS coverage by the AS, the called party does not receive the setup signalling as described in right lower part of Figure 5, but receives a broadcast setup message over the eMBMS bearer which will also be used for the transport of the corresponding call media.
From the addressing point of view, the rules states for one-to-one calls applies for the calling party and the called parties which are not known to be under eMBMS coverage.
For the called parties under eMBMS coverage, the addressing requirements are as follows:
· The TMGI of the broadcast bearer carrying the media and associated signalling shall be known by all corresponding UEs. It may be given at affiliation time, or at any time before actual setup.
· The SETUP message carried in the signalling part of the broadcast bearer shall contain necessary “applicative level” addressing to be properly managed by all intended recipients as the signalling part of a broadcast bearer may be multiplexed between different calls.
5. Transposition of one-to-one procedures in the various ProSe Configurations

Two cases of transposition of the one-to-one procedures outlined in section 3 are presented below in Figures 6 and 7 below.
When a relay is involved, the first message shall be sent to the relay and it may be assumed that the address of the functional entity managing the setup signalling is known by the calling UE client. This implies that the L2 address of the relay has to be known by some discovery mechanism.
However, a routable encapsulation of messages (IP) may eventually be omitted in UE to UE relay as the signalling management entity shall be located in the UE-to-UE relay, while this assumption cannot hold in the case of UE-to-network relay where the managing entity may be the same as the one used for infrastructure mode and should probably be the same for service continuity.
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Figure 6 One-to-one direct call setup with ProSe relay

For the transport of the setup message from the relay to the called UE client, two options may apply:
· The L2 address is known by some preliminary discovery mechanism, i.e. a preliminary discovery mechanism allows mapping the URI of the called party (in SIP message) with the L2 address of the corresponding UE either directly or indirectly through the UE IP address when IP address continuity is supported. In the case of a UE-to-network relay, this may be achieved by having the URI to IP address mapping being managed by the signalling management entity (in the infrastructure) while the IP address to L2 address being managed in the relay.
· The L2 address is unknown by the relay. In that case, the only option is to use a L2 broadcast mechanism for the transport and to rely on applicative level means to allow the intended recipient to be reached. In that case, the response (200 OK) will be addressed to the relay based on source address of the INVITE and the L2 source address of the response may be further used in the following transactions. When routing is required (UE-to-network relay), IP encapsulation shall be used and IP address of the recipient is known in the same cases as indicated above. Otherwise, broadcast destination for INVITE and implicit discovery based on use of the source addresses of a message for the addressing of the response works also for the IP layer.
When IP encapsulation is required, NAT traversal may also apply. When no routing is required (signalling managing entity is in the relay), NAT traversal doesn’t apply.
For the transport of media and associated signalling, two distinct sessions have to be established, between the calling UE and the relay and between the relay and the called UE. Necessary connection information will be carried by the SDP bodies. The nature of the connection information may depend on whether the endpoints of a session are able to perform the required IP to L2 address resolution. If they are, connection information may be based on the IP addresses of the endpoints. Otherwise, L2 addresses with the corresponding alternate addressing scheme in the SDP body should be considered.
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Figure 7 One-to-one direct call setup using ProSe without relays

Similar arguments may be used for the analysis of addressing in the case of setup of a one-to-one communication without relay. In this case, only the non-routable case has to be considered as there is no intermediate node involved, neither for the setup signalling, nor for the transport of the media and associated signalling. Thus, only L2 addressing may be used and the discovery may be explicit (URI to L2 address mapping done in advance) or implicit (broadcast transport of the INVITE) and use of source address of a message as the destination for the response.
6. Transposition of one-to-many procedures in the various ProSe Configurations

Two cases of transposition of the one-to-many procedures outlined in section 4 are presented below in Figures 8 and 9 below. 
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Figure 8 One-to-many call setup with ProSe relay

From calling party point of view, the procedure presented in Figure 8 is equivalent to the procedure presented in Figure 6 for the one-to-one case and the comments and conclusions apply without any change.
From the called party point of view, the addressing requirements are much simpler that the cases studied in section 5 as addressing is unilateral and the only knowledge required for a called party to recover the setup signalling and then the media is the knowledge of the group address of the multicast ProSe bearer used for the group.
The source L2 address of the relay can be recovered from the broadcast setup message and then further be used for the transmission from a UE to the relay of any later floor request message.
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Figure 9 One-to-many call setup using ProSe without relays

In the case covered in Figure 9, the same conclusions apply.
Two options may apply for the PTT arbitration:
· The first unit which has taken the floor initially remains the “PTT master”, receives the request from the other units and makes the arbitration until releasing the control. [Application level PTT management]
· The first unit releases the control after the first talk spurt or an interrupt managed at transport level and arbitration is performed by the lower layers. [Low layer PTT management]

7. Conclusion

This contribution for discussion highlights the relation between MCPTT and eProSe work. If the procedures defined for network based MC PTT may be reused without modifications, they imply some architectural decisions on address discovery and/or resolution and, in the case of non-relayed communications, a choice between “temporary master” versus “fully distributed” mode for the management pf PTT.
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