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Abstract of the contribution: A corollary to exposing 3GPP system unique core assets is management within the 3GPP domain of the availability of external applications to support effective use of resources both within the 3GPP domain and externally. The 3GPP network needs a means to mitigate the effects of a problem with an application on a third party server while not affecting traffic to other applications on third party servers functioning normally.

Discussion
A corollary to exposing 3GPP system unique core assets, as described for Key Issue 1, is management within the 3GPP domain of the availability of external applications. The purpose of such management is to make effective use of resources both within the 3GPP domain and, indirectly, also externally.

Applications on UEs that interact with applications (peer or otherwise) on external-to-3GPP servers need to be controlled so that excessive use of 3GPP network resources is avoided while not affecting other applications and associated servers that are functioning normally. To achieve this, the 3GPP network needs to be made aware of when the server is experiencing a problem
(and also its return to normal operation). The 3GPP network needs a means to mitigate the effects of the problem while not affecting traffic to other servers functioning normally.

If the volume of traffic for the target third party applications is not large enough to impact the 3GPP network, this may not be necessary. However, it is difficult to predict which application(s) will become popular so this capability should be required for all third party application servers, but could be enabled only for popular applications as determined by the operator according to its own criteria, and as agreed with the third party.
This arrangement can also benefit third parties by helping them avoid being flooded with repetitive requests when a partial failure is resulting in slowed responses, that is this would help avoid drowning a struggling server.
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Key Issue x - Service Capability Exposure Management
5.x.1
Description

A corollary to exposing 3GPP system unique core assets, as described for Key Issue 1, is management within the 3GPP domain of the availability of external applications. The purpose of such management is to make effective use of resources both within the 3GPP domain and externally.

Applications on UEs that interact with applications (peer or otherwise) on external-to-3GPP servers need to be controlled so that excessive use of 3GPP network resources is avoided while not affecting other applications and associated servers that are functioning normally. To achieve this, the 3GPP network needs to be made aware of when the server is experiencing a problem
(and also its return to normal operation). The 3GPP network needs a means to mitigate the effects of the problem while not affecting traffic to other servers functioning normally.

This arrangement can also benefit third parties by helping them avoid being flooded with repetitive requests when a partial failure is resulting in slowed responses, that is this would help avoid drowning a struggling server.

5.x.2
Required Functionality

· A third party application should be able to report when it is encountering difficulties (e.g., congested, failed).

Note 1:
If the volume of traffic for the target third party applications is not large enough to impact the 3GPP network, this may not be necessary. However, it is difficult to predict which application(s) will become popular so this capability should be required for all third party application servers, but could be enabled only for popular applications as determined by the operator according to its own criteria, and as agreed with the third party. The management effort should not exceed the impact of doing nothing for a low volume application.
Note 2:
Failure may be “soft”: it may be due to traffic overload or due to partial loss of capacity (e.g., loss of an HDD, loss of a processor card, etc.), but with retention of communication capabilities and ability to report degradation. A partial failure that does not affect a third party application’s ability to handle current traffic volume should not be made visible to the 3GPP network.

· The 3GPP network should be able to inform applications on UEs that attempt to access applications on servers that have reported difficulties that their target application server is encountering difficulties.

· A UE should be able to control (e.g., block, restrict) interaction between an application on a UE and an application on a third party server based on indication from the network that the target third party server has encountered problems.

· The 3GPP network should be able to detect unresponsive application servers.

Note 3:
By awareness of UEs attempting to access apps on servers encountering difficulties, traffic to these servers, as well as unproductive traffic in the network, can be reduced. This can improve network efficiency and could also ameliorate the server’s situation.
Note 4:
Failure may be “hard”: the application itself is unresponsive, and the platform is unable to provide any status indication.
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