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oneM2M would like to thank 3GPP SA WG3 for their Reply LS on interactions of oneM2M with Underlying Networks.
Topic 1: SA3 would like to get further information on the following feature:

6. It should be possible to provide the oneM2M Service Enablement Framework with information regarding whether a M2M Device is authorized to access the Operator Network.
Regarding Topic 1, the second interpretation is correct. Furthermore, we would like to clarify as follows:

· The M2M Service Enablement Framework may need to know from the home PLMN if a specific M2M device 
· Is authorized to receive services from the Home PLMN suitable for M2M communication (Subscription)
· Is authorized to receive services under roaming conditions in the specific network

Topic 2: SA3 would like to get further information also on the following feature:

8.
It should be possible to leverage on 3GPP security capabilities such as GBA for the benefit of oneM2M Services and Applications. Alternatively it could be possible to leverage oneM2M security capabilities for the benefit of Operator Network security.

Regarding Topic 2 OneM2M was considering to offer support for end-to-end security for “small data”, which are no longer part of 3GPP Rel-12. So the question is not relevant anymore.

oneM2M thanks 3GPP SA WG3 for their cooperation and looks forward to fruitful interactions in the future.
Actions:
3GPP SA WG3 is kindly requested to keep oneM2M informed of new Machine Type Communications security features considered for inclusion in future releases.
Dates of next oneM2M TP meetings:
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