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	Reason for change:
	At SA2-101 the treatment of a 380 response for an undetected IMS emergency call was studied and this resulted in a change to TS 23.167.
The new behaviour is such that when receiving a 380 response without contact header field the UE retrying in the CS domain will perform a normal call setup. 
Subsequent to receiving this 380 the UE can -- upon performing domain selection for the emergency session as defined in Annex H.5 -- select the CS domain for the first EMC attempt, even though the UE is not CS attached (see column "CS attached")):

H.5
Domain Priority and Selection Rules for Emergency Call Attempts

[..]

Table H.1: Domain Selection Rules for emergency call attempts for UTRAN and E-UTRAN radio access networks
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If after receiving a session rejection, a UE detects emergency services are needed, it can attempt an emergency call in limited service mode when it is not CS attached, even though the CS domain is selected (see table H.1). 

Therefore, the UE must continue to attempt making an emergency call in limited service state, upon receiving a session rejection and upon determining that the UE is not CS attached. This has been clarified (the current procedure without clarification requires that a UE sometimes only attempts a TS 11, and TS 11 is not allowed in limited service state).

However, as can be derived from TS 22.101, the UE may have received the session rejection in response to an undetected request to establish an emergency session, the undetected request also including a request that the delivery of public user identifiers and location information to the PSAP is prevented. 
10
Emergency Calls

10.1 
General requirements

[..]

If permitted by local regulation, it shall be possible for the user to prevent the sending of his public user identifiers and the location information to the PSAP (i.e. emergency response centre).

NOTE 3:
Operator policies (e.g. requirements for support of emergency communications) may over-ride the user request for suppression.

In this case, to prevent undesirable delivery of any location or public user identifier information when an attempt to establish an emergency call in limited service mode succeeds, the UE shall not attempt to establish an emergency call in limited service mode. According to the current procedure, to prevent undesirable delivery of any location or public user identifier information to the PSAP, the P-CSCF includes emergency service information with a country specific emergency subservice type in the session reject. The presence of the country specific emergency subservice type will cause a TS 11 to be attempted (with the dialed number).
Sidebar:

Based on the same requirement in TS 22.101, the reader should also consider the case where a network is configured to not deliver any public user identifiers and location information, even during an emergency call, unless the user explicitly consents delivery of the information. 

Additionally, note that a P-CSCF typically only includes an indication IMS emergency registration is required when IMS Emergency Services are supported, e.g. as indicated by Emergency Service Support indicator defined in TS 23.401 and TS 23.060. According to table H.1, when IMS Emergency Services are supported the UE will select the PS domain for the first EMC attempt (i.e perform procedures in subclause 7.1.1). 

The scenario where the P-CSCF includes an indication that IMS emergency registration is required when IMS Emergency Services are NOT supported can be used to prevent an attempt in limited service state at the CS domain, if the P-CSCF also included a emergency service information with a country specific emergency subservice type.

Therefore the procedure in 7.1.2 has been further clarified to enable handling of emergency calls without leaking of public user identifiers and location information: a UE that:

· 
receives an indication that IMS emergency registration is required; and

· 
receives emergency service information with a country specific emergency subservice type;

must not attempt an emergency call in limited service state on the CS domain, to prevent undesirable delivery of any location or public user identifier information to the PSAP.

	
	

	Summary of change:
	The possibility for a UE to attempt an emergency call in limited service state (while the user is not requesting that the sending of public user identifiers and the location information is prevented (see TS 22.101), is re-introduced (after accidental removal at SA2-101). 
However, to prevent unwanted disclosure of public user identifiers and location information, it is specified that the UE shall not attempt a TS12 in limited service state on the CS domain, when it receives an emergency service information with a country specific emergency subservice and an indication that IMS emergency registration is required, in a 380 response.

	
	

	Consequences if not approved:
	In some cases, a UE may be able to make normal voice/VoLTE call on PS domain, but the UE is unable to make an EMC with first attempt on CS domain subsequent to receiving a 380 response for an undetected IMS emergency call. 
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7.1.2
Non UE detectable Emergency Session

As the UE could not detect the emergency session, the session establishment request will be sent to a P‑CSCF in the visited PLMN or a P‑CSCF in the home PLMN as per a normal session establishment procedure. The former is only applicable to a roaming situation whereas the latter can apply to both a roaming and non-roaming situation. Prior to sending the session establishment request the UE must be registered in the IMS as per the normal registration procedure.

In the case that the P‑CSCF detects that this is a request to establish an emergency session, based upon operator policy (e.g., checking access type):

-
the P‑CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection then the UE shall:

-
select a domain for the emergency session;

-
if the PS domain is selected, follow the procedure in clause 7.1.1;

-
for systems based on TS 24.008 [13], if the CS domain is selected and a dialled number is available, attempt a normal call (i.e. TS 11, see TS 22.003 [26]) using the dialled number if:

-
an emergency service information is included by the P-CSCF with either a country specific emergency subservice type (see TS 24.229 [19]) or a emergency subservice type (see TS 24.229 [19]) that does not map into an emergency service category for the CS domain; or

-
no emergency service information is included by the P-CSCF and the UE:

-
is CS attached; or

-
is not CS attached and successfully updates its registration with the CS domain;

-
for systems based on TS 24.008 [13], if the CS domain is selected, attempt an emergency call (i.e. TS 12, see TS 22.003 [26]) if:

-
the UE is not CS attached, and the received session rejection excludes:

-
an indication that IMS emergency registration is required; and

-
emergency service information with a country specific emergency subservice type (see TS 24.229 [19]);

NOTE:
When a UE is not CS attached, it will not attempt an emergency call (i.e. TS 12, see TS 22.003 [26]) in limited service state if it receives a session rejection including a country specific emergency subservice type (see TS 24.229 [19]) and including an indication that IMS emergency registration is required: the UE could be attempting to prevent the sending of public user identifiers and the location information (see TS 22.101 [8]).

-
a dialled number is not available; or

-
an emergency service information is included by the P-CSCF with no emergency subservice type or a emergency subservice type (see TS 24.229 [19]) that maps into an emergency service category for the CS domain;

-
if the CS domain is selected and for CS systems that do not support emergency call handling procedures (e.g. as described by TS12 in TS 22.003 [26] for systems based on TS 24.008 [13] or in systems providing access to IM CN subsystem using a cdma2000 network, for example) a normal call is made;

-
If prior attempting the call in the CS domain the UE receives a list of local emergency numbers, the UE may verify if and recognizes the dialled number is an emergency number and if verified, the UE shall attempt an emergency call set up indicating the appropriate emergency call type.

-
Alternatively, the P‑CSCF in the visited PLMN or the P‑CSCF in the home PLMN for a non-roaming UE may allow the session initiation request to continue by inserting the explicit emergency indication in the session request. The P-CSCF in the visited PLMN forwards that request to an Emergency CSCF in the same network. The P-CSCF in the home PLMN for a non-roaming UE may forward that request to a Serving CSCF or to an Emergency CSCF in the same network, based on local regulation or operator policy. The E‑CSCF shall inform the UE that the session has been marked as an emergency session so the UE can treat the session as an emergency session establishment.

If the AS detects that this is a request to establish an emergency session, the AS shall handle the request as specified in clause 6.2.8 and forward the request marked as an emergency services request to the S-CSCF.

