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1. Introduction
This P-CR proposes the direct discovery procedures based on the conclusions documented in clause 8.5 and using user plane procedures (reasons explained in S2-14xxy1). 

The basic principles of this solution that is based on the conclusions of clause 8.5 are as follows: 

1. Authorization procedure: The UE contacting the ProSe function(s) in order to obtain authorisation to use direct discovery in the various PLMNs. This step also includes the ability for the network to revoke authorisation via a push message. The proposed protocol for this is OMA DM.

2. Discovery Request procedure: This allows an announcing and monitoring UE to obtain the necessary configuration information to announce a code or monitor for codes on a particular PLMN. Among other things, the configuration information includes the codes to be announced or monitored for, and corresponding security materials.

3. Discovery over the air (PC5) procedure: The codes are announced by the announcing UE and received by the monitoring UE. Details of the over the air transmission are defined in RAN WGs.
4. Discovery Match procedure: This allows a code received by the monitoring UE to be checked and confirmed by the network. As part of this procedure, the network checks the integrity protection on the received code and can also provide the UE with meta-data corresponding to the received code.
The text follows the skeleton structure of TS 23.303 and should be transferred to the TS together with the rest of the procedures.

2. Proposal

It is proposed to capture the proposed text in a new technical annex in TR 23.703
>>>>First change<<<<
8.5
Conclusions for ProSe direct discovery

Normative work needs to proceed as follows:

-
PC3 interface is used for ProSe configuration and the functional entity that provisions the UE with some necessary parameters is a new EPC node and named Direct Provisioning Function (DPF);
-
Authorisation for the UE in order to perform discovery in a specific PLMN is provided from ProSe Function or based on UE pre-configuration information for ProSe-enabled Public Safety UEs that may be out of coverage;
-
Authorisation for applications to be able to use direct discovery is provided from the ProSe Function;


-
Necessary subscription parameters in HSS will be defined for ProSe direct discovery as will be determined by the related procedures;

-
For operator controlled open discovery the allocation and processing mechanisms via PC3 for ProSe Application Identities is based in principle on solution D13;
-
The allocation and processing mechanism for ProSe Application Identities uses user plane PC3;

-
The format of ProSe Application Identities for open discovery may have a structure so as to allow partial matching at the UE side reflecting application-specified interests, and thus reduce the number of processing of discovered ProSe Application Identities;

-
The values of ProSe Application Identities as defined in D13 for open discovery is not expected to be specified in 3GPP, but another organization is expected to specify that on behalf of operators' community (e.g. GSM Association).

-
ProSe Application Identities for open discovery shall have a standards defined format in 3GPP to allow the 3GPP function to process them. The exact format is FFS.

-
Both discovery models "I am here" (model A) and "who is there"/"are you there" (model B) as described in clause 4.1.4 are relevant.


As the result of the SA2 study phase the solution may require at least the definition of the following functionality by the RAN groups:

-
Discovery message format and signalling in the access stratum;

-
Mechanism for radio resource management and how to signal the radio resources to the UE. This includes also allocation of radio resources of each sharing operator in the network sharing case.
>>>>Second change (new text)<<<<
Annex X:
ProSe direct discovery

This annex is a temporary placeholder for the endorsed solution for ProSe direct discovery.

The description in this annex uses the same clause numbering as the ProSe technical specification (TS 23.303) and the text in each clause below targets the corresponding clause in TS 23.303. It is agreed that the contents of this annex shall be moved to TS 23.303.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[x2]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

ProSe-enabled UE: A UE that supports ProSe requirements and associated procedures. Unless explicitly stated otherwise, a ProSe-enabled UE refers both to a non-public safety UE and a public safety UE. 

ProSe-enabled Public Safety UE: A ProSe-enabled UE that also supports ProSe procedures and capabilities specific to Public Safety.

ProSe-enabled non-public safety UE: A UE that supports ProSe procedures and but not capabilities specific to public safety.

ProSe direct discovery: A procedure employed by a ProSe-enabled UE to discover other ProSe-enabled UEs in its vicinity by using only the capabilities of the two UEs with rel.12 E-UTRA technology. 

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ProSe
Proximity-based Services
TTL
Time to Live
4
Architecture Model and Concepts
4.1
General Concept

Editor’s Note: This clause will describe the overall concept of ProSe e.g. a short description of  the features supported.

4.1.1
Direct discovery

ProSe discovery is defined as the process that identifies another UE in proximity using E-UTRA direct radio signals. 
There are two types of discovery: open and restricted. Open is the case where there is no explicit permission that is needed from the UE being discovered, whereas restricted discovery only takes place with explicit permission from the UE that is being discovered. 

ProSe direct discovery can be a standalone service enabler that could for example use information from the discovered UE for certain applications in the UE that are permitted to use this information e.g. "find a taxi nearby", "find me a coffee shop". Additionally depending on the information obtained ProSe discovery can be used for subsequent actions e.g. to initiate direct communication. 

The UE can act as "announcing UE" only in the band designated by the serving PLMN but act as a "monitoring" UE also in the resources of other PLMN(s) in the same area if authorised. These PLMNs are called local PLMNs. 
ProSe-enabled non-Public Safety UEs which have obtained authorization to participate in discovery procedures shall not continue in participating in discovery procedures as soon as they detect loss of E-UTRA coverage in the serving PLMN. 



4.2
Architectural Reference Model

Editor’s Note: This clause will describe the high-level non-roaming and roaming architecture for ProSe.

Figure 4.2-1 shows the high level view of the non-roaming architecture.
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Figure 4.2-1: Non-Roaming Reference Architecture 

The following figure 4.2-2 shows the high level view of the roaming architecture.
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Figure 4.2-2: Inter-PLMN Reference Architecture 
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Figure 4.2-3: Roaming Reference Architecture
EPC here represents the E-UTRAN Core Network architecture as represented in TS 23.401 [x2].  

Editor's Note: How EPC "box" maps to the different nodes inside EPC needs to be updated.

More details on the different instantiations of the reference points to interfaces to the different EPC network nodes is provided in other clauses.
4.3
Reference points

Editor’s Note: This clause will list the reference points that will be defined to support ProSe.

4.3.1
General

4.3.2
List of Reference Points

PC1:
It is the reference point between the ProSe application in the UE and in the ProSe App Server. It is used to define application level signalling requirements. This interface is out of scope of 3GPP in this release of the specification.
PC2:
It is the reference point between the ProSe Application Server and the ProSe Function. It is used to define the interaction between ProSe App Server and ProSe functionality provided by the 3GPP EPS via ProSe Function. This interface is out of scope of 3GPP in this release of the specification.
PC3a:
(as defined for EPC-level discovery)

PC3b:
It is the reference point between the UE and ProSe Function that is used to authorise direct discovery requests, and perform allocation of ProSe Application Codes and ProSe Application Identities used for direct discovery. 
PC3c:
It is the reference point between the UE and ProSe Function. It is used to define the authorisation policy per PLMN for ProSe direct discovery (for Public Safety and non Public Safety) and communication (for Public Safety only) between UE and ProSe Function. 
PC4a:
It is the reference point between the HSS and ProSe Function. It is used to provide subscription information in order to authorise access for direct services in a PLMN.

PC4b:
It is the reference point between the HSS and ProSe Function. It is used to provide subscription information in order to allow the ProSe Function to authorise direct discovery requests.
PC4c:
(defined for EPC-level discovery)
PC4d:
(defined for EPC-level discovery)
Editor's Note: Depending on the function needed, PC4 and PC7 may terminate in different EPC entities and may reuse existing interfaces.  This will be further defined as work progresses.
PC5:
It is the reference point between UE to UE directly used for control and user plane for direct discovery and communication.

PC6b:
It is the reference point between the ProSe Functions in different PLMN (when not roaming) and the ProSe Function in the HPLMN. It is used to authorise direct discovery requests, and perform allocation of  ProSe Application Identity Codes and ProSe Application Identity Names  from the HPLMN. 
PC6c:
It is the reference point between the ProSe Functions in different PLMN (when not roaming) and the ProSe Function in the HPLMN. It is used for HPLMN control of ProSe service authorization. 
PC7b:
It is the reference point between the ProSe Function in the VPLMN or ProSe Functions in different PLMN (when roaming) and the ProSe Function in the HPLMN. It is used to authorise direct discovery requests, and perform allocation of  ProSe Application Identity Codes and ProSe Application Identity Names  from the HPLMN. 
PC7c:
It is the reference point between the ProSe Function in the VPLMN or ProSe Functions in different PLMN (when roaming) and the ProSe Function in the HPLMN. It is used for HPLMN control of ProSe service authorization. 
SGi:
 In addition to the relevant functions defined in TS 29.061 [10] via SGi, it  may be  used for application data and  application level control information exchange.

4.4
Network Elements

4.4.1
General
4.4.2
ProSe Function

The ProSe Function is the logical function that is used for network related actions required for ProSe. The ProSe Function plays different roles for each of the features of ProSe. 


[image: image5.emf]DPF

Direct 

Discovery 

Name Mgmt 

Server

EPC-level 

Discovery 

Function

HPLMN 

ProSe Function

DPF

VPLMN 

ProSe Function

DPF

Local PLMN

ProSe Function

UE

DPF

PC3c

PC3b

PC3a

PC3c

PC3c


Figure 4.4.2-1: UE to ProSe Function Interfaces for each sub-function

[image: image6.emf]DPF

Direct 

Discovery 

Name 

Server

EPC-level 

Discovery 

Function

HPLMN 

ProSe Function

HSS MME

DPF

Direct 

Discovery 

Name 

Server

VPLMN 

ProSe Function

DPF

Direct 

Discovery 

Name 

Server

Local PLMN

ProSe Function

PC4a PC4a

PC4b

PC4c

PC4d

PC6c/PC7c

PC6b/PC7b

PC7c

PC7b


Figure 4.4.2-2: ProSe Function Interfaces to other network elements and PLMNs

The ProSe Function consists of three main sub-functions that perform different roles depending on the ProSe feature:

- 
Direct Provisioning Function (DPF) is used to provision the UE with necessary parameters in order use ProSe direct services. It is used to provision the UEs with PLMN specific parameters that allow the UE to use ProSe in this specific PLMN. For direct communication used for Public Safety DPF is also used to provision the UE…. 

- 
Direct Discovery Name Management Server is used for open direct discovery to allocate and process the mapping of ProSe Applications IDs and ProSe Application Codes used in direct discovery. It uses ProSe related subscriber data stored in HSS for authorisation for each discovery request.
-
EPC-level ProSe Function is used…

ProSe Function provides the necessary charging functionality for usage of ProSe (via the EPC or for direct services). 
Editor's Note: Each sub-section specifies a new network element required for ProSe.
4.5
High Level Function

Editor’s Note: This section explains the high level functions (e.g. charging, triggering, etc) for ProSe 
4.5.1
Provisioning for direct discovery and communication

4.5.1.1
Authorization for ProSe
The basic principles of service authorization for ProSe direct discovery and communication are as follows:

- 
UE gets authorization from HPLMN for using direct discovery in certain PLMNs per country. These PLMNs are called local PLMNs and their ProSe Functions, local ProSe Functions. The authorisation policy can authorise the UE from HPLMN to use discovery in local PLMN without need to contact these PLMN first, conditionally authorise the UE requiring to also receive authorisation from the ProSe Functions of local PLMNs or not authorise the UE at all.
NOTE 1: The UE does not need to be registered in local PLMNs to get authorization (if required) from local ProSe Functions since authorisation is performed "over IP". 
- 
If the UE is required to get authorisation from local ProSe Functions, it accesses local ProSe Functions to get PLMN specific Authorisation Information; these ProSe Functions include the one of the registered PLMN and those of other local PLMNs (of that specific country).
-
In that case, the local ProSe Function always contacts the ProSe Function in HPLMN to check authorization and consolidates the authorization info. Final authorization info always comes from local ProSe Functions.
The authorization can be revoked at any point by any of  the local ProSe Functions or the ProSe Function in HPLMN if the UE is de-authorized to use to use ProSe either from the local PLMN or HPLMN.
OMA DM is used as the protocol to authorise the UE via the PC3c reference point.
4.5.1.1.1
Provisioning information for ProSe direct services
The following information can be contained in the authorisation info that is provided by the ProSe Function to the UE for authorisation of using direct services in a particular PLMN:

4.5.1.1.1.1
Authorisation for direct discovery (non-Public Safety UE)
The following information is provisioned to the UE for direct discovery authorisation: 

1) Direct discovery monitoring authorisation policy

- PLMNs that the UE is authorised to perform direct discovery monitoring

- 
For each PLMN in the list also indicate whether the UE is pre-authorised by HPLMN to perform direct discovery monitoring or it is conditionally authorised, in which case the UE would need to contact the ProSe Functions of these PLMNs (when it is in this country) in order to obtain authorisation. 

2) Direct discovery announcing authorisation policy

- Authorised discovery range (short/medium/long) for announcing per PLMN

NOTE: Given that direct discovery announcing can only be performed in the bands of the registered PLMN this policy can only be provided by the registered PLMN. In other cases a default discovery range would apply.
4.5.2
Subscription of ProSe direct discovery service (non-Public Safety UE)
When the user subscribes the ProSe discovery service, a corresponding entry is inserted in the user's profile in the HSS, to give the user permission to use the ProSe discovery service. Additional parameters related to the ProSe discovery service are stored in the user profile, e.g. whether the user is authorized to perform inter-PLMN discovery or not.

The operator can remove at any time the ProSe UE subscription from user's profile in the HSS, and revoke the user permission to use the ProSe. 

4.6
Identifiers

Editor’s Note: This clause will describe the new identifiers added in order to support ProSe.

4.6.1
General

4.6.2
Identifiers for direct discovery

4.6.2.1
ProSe Application ID

The ProSe Application ID is an identity used for direct discovery, identifying application related information for the ProSe enabled UE. Each ProSe Application ID is globally unique and unambiguously identifies a service across the 3GPP PLMNs. 
For open discovery, the ProSe Application ID is called Public ProSe Application ID.  The Public ProSe Application ID can be PLMN-specific or country specific or global. 
Each Public ProSe Application ID is composed of the following parts:

a. ProSe Application ID Name is described in its entirety by a data structure that could be a tree data structure characterized by different levels e.g., broad-level business category (Level0) / business sub-category (Level1) / business name (Level2) / shop ID (Level3). For the purpose of presentation, a ProSe Application ID Name is usually displayed as a string of labels in which the labels represent hierarchical levels. 
b. ProSe Application ID Operator Identifier that corresponds to the PLMN id that assigned the ProSe Application ID Name 

NOTE: If the public ProSe Application ID is country specific then the Mobile Network Code (MNC) of the ProSe Application ID Operator Identifier is wild carded. If global, both the MCC and MNC are wild carded.
In case of open discovery: 

-
when the "announcing" UE wants to indicate to the ProSe Function what is interested to announce, in order to be assigned a ProSe Application Code it contains in the discovery request a Public ProSe Application ID that indicates its interest

-
when the "monitoring" UE wants to indicate to the ProSe Function what to monitor, it contains in the discovery request the full or a subset of the public ProSe Application ID e.g. it can contain 2 out of the n levels of the full Public ProSe Application ID 
NOTE: The ProSe Application ID Name tree data structure is not expected to change often. 
4.6.2.2
ProSe Application Code

The ProSe Application Code is contained in the message that is actually transmitted "over the air" (on PC5) by a UE engaged in the ProSe direct discovery procedure. 

Each ProSe Application Code is composed of the following parts:

a. A temporary identity that corresponds to the ProSe Application ID Name. Given the tree structure associated with public ProSe Application ID, each is associated with a different temporary identity that is built appending a new piece of identifier (specific to that node) to the identifier inherited by the predecessor node: this allows partial matching at the UE side using a mask, making more effective and flexible the filtering of the received temporary identity in a monitoring UE.
b. The PLMN id that assigned the ProSe Code, i.e. Mobile Country Code (MCC) and Mobile Network Code (MNC)
c. The ProSe Function Identifier of the Prose Function that has assigned the ProSe Code.
Editor's Note: The need for ProSe Function Identifier as part of the ProSe Application Code is FFS.
NOTE: In this release of the specification the ProSe Application Code is always assigned by a ProSe Function in HPLMN.
A ProSe Application Code is allocated per "announcing" UE and per application and has an associated validity timer that runs both in the ProSe Function and in the UE. 
The ProSe Function may decide at any time to replace a previously allocated ProSe Application Code providing the UE with a new ProSe Application Code, where the temporary UE specific identifier is changed. Replacing a ProSe Code resets the corresponding validity timer both in the ProSe Function and in the UE.

Editor's Note: Each sub-section specifies a new identifier required for ProSe.
5
Functional Description and Information Flow
5.1 
Control and user plane stacks

Editor's Note: This section specifies the protocol stacks on the control and user planes for each of the interfaces required for ProSe.
5.2
Service authorisation for ProSe direct services
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Figure 5.2-1: Service authorisation for ProSe direct services
The UE gets the service authorisation for direct services (i.e. direct discovery and/or communication) from the ProSe Functions of HPLMN and optionally from local PLMNs. The authorisation is happening using "over IP" mechanisms and only IP connectivity is required to allow the UE to access this ProSe Function

In this signalling flow the following steps are performed:

Step 0: HPLMN configures UE with PLMN list that support direct services. 
Step1~3: If the UE is conditionally authorised for direct services for local PLMNs, the UE contacts the local ProSe Functions to receive authorization info applicable to this PLMN. The address of the ProSe Function in local PLMN, can either be provided from HPLMN or self-constructed by the UE e.g. derived from PLMN id of the local PLMN.

Step 4: The local ProSe Function obtains authorization info from HPLMN and merges with own policy.
Step 5: Local ProSe Function provides authorisation info to UE. This authorisation info applies to this PLMN. The UE stores the authorisation information obtained from local ProSe Function in a secure way. If needed at any point the authorization can be revoked by the Local ProSe Function or Prose Function in the HPLMN e.g. by sending an OMA DM push message.

5.3
Procedures for direct discovery

5.3.1
Overall procedure for direct discovery
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Figure 5.3.1-1: Overall procedure for direct discovery
1. Service authorisation for ProSe direct services is performed for direct discovery as defined in clause 5.2, and 4.5.1.

If the UE is authorised to announce: 

2a. When the UE is triggered to announce then it sends a discovery request for announcing to the ProSe Function in HPLMN as defined in clauses 5.3.2.1 and 5.3.2.2.

3a. If the request is successful and is provided with ProSe Application Code then it starts announcing on PC5 interface. 

NOTE : More details on the Access Stratum protocol of this step are provided in RAN specifications.

If the UE is authorised to monitor: 

2b. When the UE is triggered to monitor, it sends a discovery request for monitoring to the ProSe Function as defined in clauses 5.3.2.3 and 5.3.2.4.

3b. If the request is successful and the UE is provided with a Discovery Filter consisting of ProSe Application Code(s) or mask(s) starts monitoring for ProSe Application Codes on PC5 interface.
NOTE: More details on the Access Stratum protocol of this step are provided in RAN specifications.

4b. When the UE detects that one or more ProSe Application Code(s) that match the filter, it reports the ProSe Application Code(s) to the ProSe Function as defined in clause 5.3.3.
In the following sections non roaming direct discovery procedures cover the case where both the HPLMN of "announcing UE" and "monitoring UE" are from the same country. Roaming direct discovery procedures cover the cases that either the "announcing UE" or "roaming UE" or both are roaming in a different country.

5.3.2
Discovery request 

The discovery request is sent by the "announcing UE" or "monitoring UE" in order to be authorised to access the discovery resources and perform discovery. 

5.3.2.1

Announce request (non-roaming)
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Figure 5.3.2.1-1: Announce request procedure (non-roaming)
0. The UE is configured with offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to HPLMN. This step is performed using mechanisms out of scope of 3GPP. 
1. If the UE is authorised to announce in HPLMN and is triggered to announce, it shall establish a secure connection and it shall send a Discovery Request (ProSe Application ID, UE Identity, announce command, application identity) message for announcing. The ProSe Application ID indicates what the UE is interested to announce. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the UE application that has triggered the Discovery Request. This request is always sent to the ProSe Function in HPLMN. 

NOTE: The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. 
Editor's Note: It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. 

3. 3. If the Discovery Request is authorised, then the ProSe Function shall respond with a Discovery Response (ProSe Application Code, validity timer) message. ProSe Application Code is provided by the ProSe Function and corresponds to the ProSe Application ID that was contained in the Discovery Request. The validity timer indicates for how long this ProSe Application Code is going to be valid. The UE will be authorised to announce this ProSe Application Code for the duration of validity timer and if it does not change its registered or equivalent PLMN. When the validity timer expires or the UE changes its registered or equivalent PLMN the UE may need to request a new ProSe Application Code. 

4. The UE may start announcing the provided ProSe Application Code in HPLMN, using the radio resources authorised and configured by E-UTRAN to be used for ProSe. 

Editor's Note: The mechanism to protect the discovery message will be defined by SA WG3.
Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.2.2

Announce request (roaming)
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Figure 5.3.2.2-1: Announce request procedure (roaming)
The UE is only allowed to announce in the bands signaled from VPLMN.

0. The UE is configured using offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to HPLMN. This step is performed using mechanisms out of scope of 3GPP. 

1. If the UE is authorised to announce in VPLMN and is triggered to announce, it shall establish a secure connection with the ProSe Function in HPLMN and it shall send a Discovery Request (ProSe Application ID, UE Identity, announce command, application identity) message for announcing. The ProSe Application ID indicates what the UE is interested to announce. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the UE application that has triggered the Discovery Request. This request is always sent to the ProSe Function in HPLMN. 
NOTE 1: The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The HSS also provides the VPLMN id of where the UE is registered.

3. If the Discovery Request is authorised then the HPLMN ProSe Function shall inform the ProSe Function in VPLMN. The Announce Authorisation (ProSe Application ID, ProSe Application Code, UE Identity). The ProSe Application ID corresponds to the request from the UE, whereas the ProSe Application Code indicates the assigned code for this request. The request also includes the UE identity information e.g. IMSI or MSISDN in order to allow the ProSe Function in VPLMN to perform charging.

4. The ProSe Function in VPLMN authorizes the UE to perform direct discovery announcing. 

5. The ProSe Function in HPLMN shall respond with a Discovery Response (ProSe Application Code, validity timer) message. ProSe Application Code is provided by the ProSe Function in HPLMN and corresponds to the ProSe Application ID that was contained in the Discovery Request. The validity timer shall indicate for how long this ProSe Application Code is going to be valid. The UE will be authorised to announce this ProSe Application Code for the duration of validity timer and if it does not access a new PLMN that is not an equivalent PLMN. When the validity timer expires or the UE access a PLMN that is not an equivalent PLMN the UE needs to request a new ProSe Application Code. 
6. 
7. The UE may start announcing the provided ProSe Application Code in the VPLMN, using the radio resources authorised and configured by E-UTRAN to be used for ProSe. 

Editor's Note: The mechanism to protect the discovery message will be defined by SA WG3.
Editor's Note: It is FFS if assignment of ProSe Application Code from VPLMN also needs to be specified.
Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.2.3

Monitor request (non-roaming)



[image: image14.emf]UE

ProSe

Function

HSS

2.Discovery Auth (PLMN 

ids)

HPLMN

ProSe

Function(s)

Other PLMNs 3. Monitor Req. (ProSe App. ID name, UE identity information, 

command=monitor)

4. Monitor Resp. (ProSe App. ID code/mask)

1. Discovery Req. (ProSe App. IDs, UE 

Identity, command=monitor, application 

identity)

5. Discovery Resp. (Discovery filter)

6. Radio Resource 

Allocation

0. ProSe App. ID 

configuration


Figure 5.3.2.3-1: Monitor request procedure (non-roaming)
0. The UE is configured using offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to PLMNs the UE is authorised to monitor. This step is performed using mechanisms out of scope of 3GPP. 

1. If the UE is authorised to monitor in at least one PLMN and is interested to monitor certain ProSe Application ID(s), it shall establish a secure connection and shall send a Discovery Request (ProSe Application ID(s), UE Identity, monitor command, application identity) message for monitoring. The ProSe Application ID(s) indicate what the UE is interested to monitor and they consist a subset of the tree data structure of the PLMN. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the application that has triggered the discovery request. This request is always sent to the ProSe Function in HPLMN. 

NOTE 1: 
The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. 
Editor's Note: It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMNs that this UE is allowed to perform discovery. 
If the Discovery Request is authorised and the ProSe Application ID sent by the UE in step 1 indicates another local PLMN in the same country then steps 3-6 are executed, otherwise steps 5-6 only: 

3. The ProSe Function in HPLMN shall contact other local PLMNs in the same country in order to resolve the ProSe Application ID Name(s) to mask(s) that corresponds to this ProSe Application ID Name. The request shall also include the UE identity information e.g. IMSI or MSISDN in order to allow the ProSe Function in local PLMN to perform charging.

4. The ProSe Function of the local PLMN returns the related mask(s) and the corresponding TTL for each.

5. The ProSe Function in the HPLMN shall respond with a Discovery Response (Discovery Filter(s), Filter id) message. The Discovery Filter(s) consists of the ProSe Application mask(s). The Discovery Filter(s) include the TTL(s). The TTL(s) in the Discovery Filter(s) indicates for how long the Discovery Filter(s) is going to be valid. 
6. 
7. NOTE 2: The UE can randomize the request for assignment of new Discovery Filter in order to guard against a peak of  Discovery Requests when the TTL expires.
8. The UE may start monitoring using the Discovery Filter(s) in the radio resources that are authorized and configured by the PLMN(s)to be used for ProSe.
Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.

5.3.2.4
Monitor request (roaming)
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Figure 5.3.2.4-1: Monitor request procedure (roaming)
0. The UE is configured using offline mechanisms with the tree data structure of the ProSe Application IDs corresponding to PLMNs the UE is authorised to monitor. This step is performed using mechanisms out of scope of 3GPP. 

1. If the UE is authorised to monitor in at least one PLMN (in the country it is in) and is interested to monitor certain ProSe Application ID(s), it shall establish a secure connection with the ProSe Function in HPLMN and it shall send a Discovery Request (ProSe Application ID(s), UE Identity, monitor command, application identity) message for monitoring. The ProSe Application ID(s) indicate what the UE is interested to monitor and they consist a subset of the tree data structure of the PLMN. The UE Identity identifies the UE subscription and can be the e.g. IMSI or MSISDN. The application identity represents a unique identifier of the application that has triggered the discovery request. This request is always sent to the ProSe Function in HPLMN.

NOTE 1: 
The application identity uniquely identifies the application itself. All common mobile operating systems have namespaces that identify the applications within this operating system. 
Editor's Note: It is up to stage-3 to determine whether for the application identity the operating specific identity would suffice or a namespace needs to be defined by 3GPP that will be common across all operating systems.

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMNs that this UE is allowed to perform discovery. The HSS provides also the VPLMN id where the UE is registered.

If the Discovery Request is authorised and the ProSe Application ID sent by the UE in step 1 indicates another PLMN and not the HPLMN, then steps 3-6 are executed, otherwise steps 5-6 only: 

3. The ProSe Function in HPLMN shall contact other PLMNs that are indicated by the ProSe Application ID(s) sent by the UE, in order to resolve the corresponding ProSe Application ID Name(s) to mask(s). The request shall also include the UE identity information e.g. IMSI or MSISDN in order to allow the ProSe Function in local PLMN to perform charging.

4. The ProSe Function of the other PLMN returns the related ProSe Application mask(s) and the corresponding TTL for each. It also includes the PLMN id of the PLMN that the "announcing UE" is registered (if roaming). 

5. The ProSe Function in the HPLMN responds with a Discovery Response (Discovery Filter(s), Filter id) message. The Discovery Filter(s) consists of the ProSe Application mask(s). The Discovery Filter(s) include the TTL. The TTL(s) in the Discovery Filter(s) indicates for how long the Discovery Filter(s) is going to be valid.

NOTE 2: The UE can randomize the request for assignment of new Discovery Filter in order to guard against a peak of  Discovery Requests when the TTL expires.

6. The UE may start monitoring using the Discovery Filter(s) in the radio resources that are authorized and configured by the PLMN(s) to be used for ProSe.
Editor's Note: The correct representation of radio resource allocation from E-UTRAN needs to be revised.
5.3.3
Discovery reporting

5.3.3.1
Match report (non-roaming)
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Figure 5.3.3.1-1: Match report procedure (non-roaming)
1. If the UE finds ProSe Application Code(s) that matches the Discovery Filters and does not have ProSe Application ID(s) already locally stored that correspond to this ProSe Application Code(s), it shall (re)establish a secure connection and shall send a Match Report (ProSe Application Code(s), Discovery Filter id(s), UE Identity) to the ProSe Function in HPLMN. The ProSe Application Code is the code that the corresponding Discovery Filter of the UE matched. This request is always sent to the ProSe Function in HPLMN. 

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMN that this UE is allowed to perform discovery.

3. The ProSe Function analyses the ProSe Application Code received from the UE. 
If the PLMN id that assigned the given ProSe Application Code is another local PLMN in the same country then steps 4-7 are executed, otherwise step 7 only: 

4. The ProSe Function in HPLMN sends a Match Report (ProSe Application Code(s), UE identity) to the ProSe Function of the PLMN that assigned the ProSe Application Code. The UE identity information e.g. IMSI or MSISDN can be used by the ProSe Function in local PLMN to perform charging.

5. The ProSe Function analyses the ProSe Application Code(s) received from the UE. 

6. If the ProSe Application Code is confirmed then the ProSe Function in local PLMN shall send Match Report Acknowledgement (ProSe Application ID Name(s), validity timer(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. 

7. The ProSe Function in HPLMN shall respond to the UE with Match Report Acknowledgment (ProSe Application ID(s), validity timer(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. The validity timer(s)indicate for how long the ProSe Application ID(s) provided are going to be valid. The UE may store the mapping of ProSe Application Code(s) and corresponding ProSe Application ID(s) for the duration of their validity timer.

5.3.3.2

Match reporting (roaming)
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Figure 5.3.3.2-1: Match report procedure (roaming)
1. If the UE finds ProSe Application Code(s) that matches the Discovery Filters and does not have ProSe Application ID(s) already locally stored that correspond to this ProSe Application Code(s), it (re)establishes a secure connection with the ProSe Function in HPLMN and sends a Match Report (ProSe Application Code(s), Discovery Filter id(s), UE Identity, VPLMN id, Monitored PLMN id) to the ProSe Function in HPLMN. The ProSe Application Code is the code that the corresponding Discovery Filter of the UE matched.  

Editor's Note: The mechanism to establish a secure connection between the UE and the ProSe Function will be defined by SA WG3.

NOTE 1: The Monitored PLMN id is needed in order to cover the case that the announcing UE that broadcasted the ProSe Application Code was an inbound roamer in the same country. 

2. If there is no associated UE context, the ProSe Function shall check with HSS the authorisation for discovery and create a new context for this UE that contains the subscription parameters for this UE. The authorisation information also contains the PLMN that this UE is allowed to perform discovery. The HSS provides also the VPLMN id where the UE is registered.

3. The ProSe Function analyses the ProSe Application Code received from the UE to ensure that the ProSe Application Code is authorized to be transmitted in the monitored PLMN id. 

If the PLMN id that assigned the given ProSe Application Code is not the HPLMN, then steps 4-8 are executed, otherwise steps 7-8 only: 

4. The ProSe Function in HPLMN shall send a Match Report (ProSe Application Code(s), UE identity, monitored PLMN id) to the ProSe Function of the PLMN that assigned the ProSe Application Code (i.e. the ProSe Function of the HPLMN of the "announcing UE"). The UE identity information e.g. IMSI or MSISDN can be used by the ProSe Function in local PLMN to perform charging. The monitored PLMN id is the registered PLMN of the "announcing" UE and is derived from step 4 of clause 5.3.2.4. 
5. The ProSe Function ensures that the received ProSe Application Code is authorized to be transmitted on the monitored PLMN. The ProSe Function analyses the ProSe Application Code(s) received from the UE, and confirms the ProSe Application Code(s).
6. The ProSe Function shall send Match Report Acknowledgement (ProSe Application ID Name(s), validity timer(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. 

7. The ProSe Function in HPLMN shall respond to the UE with Match Report Acknowledgment (ProSe Application ID(s)). This message may also contain certain metadata corresponding to the ProSe Application ID Name e.g. postal address, phone number, URL etc. The validity timer(s) indicate for how long the ProSe Application ID(s) provided are going to be valid. The UE may store the mapping of ProSe Application Code(s) and corresponding ProSe Application ID(s) for the duration of their validity timer.
8. If in step 4 of clause 5.3.2.4 it was indicated that the "announcing UE" is roaming, the ProSe Function in HPLMN may optionally send a Match Report Info (ProSe Application ID(s), UE Identity) to the ProSe Function of the serving PLMN of the "announcing UE".

>>>>End of new text<<<<
�This section contains also some reference points that would be completed by other P-CRs e.g. for direct communication, EPC-level discovery etc.


�To be filled based on the content of Annex I of TR 23.703


�This is really HPLMNS?
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