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Abstract of the contribution: An estimation of the possible ProSe identity size and the (higher layer) discovery message format is made.  These estimates are used to propose the basis of a response to incoming LS R2-134591.
1.
INTRODUCTION
This contribution addresses related issues raised both in the ProSe exception sheet [1] and in an outstanding LS received from RAN2 [2] regarding the information (fields) and size of higher layer information that needs to be carried over the air in discovery messages.
Various assumptions are made based upon the approach to discovery agreed in the stage 2 study report [5].  Based upon these assumptions an estimated maximum size for a ProSe identity field is calculated. A proposal is made for the higher layer control fields (including their size) that will be required. The resulting estimate is that the maximum length of the higher layer information fields in a discovery message shall comprise a maximum of 148 bits (allowing 8 bits for control fields and a maximum size identity field of 140 bits).
A proposal is made for the information that should be contained in a response to the LS from RAN2.

1.1
Incomplete task from Exception Sheet
The work item exception sheet for ProSe [1] identifies a number of issues relating to ProSe direct discovery that require resolution including "Finalization of requirements on RAN discovery signaling and of the information that needs to be carried over the air from system point of view ".
1.2
LS from RAN2 on discovery message size
The LS from RAN2 [2] refers to questions raised by RAN1 in [3], namely:
	3GPP RAN1 is considering how the D2D discovery message size impacts discovery performance.
In RAN1, a wide range of discovery sizes has been suggested (between 32 and 256 bits). RAN1 is currently using 104 bits for simulation evaluations. However, RAN1 does not have a clear idea of which bits from higher layers need to be visible in the discovery message transmitted at the physical layer and thus, cannot properly assess the discovery message size. The message size is a critical parameter for the physical layer design. 

RAN1 would also like to know whether the discovery message size may be assumed to be the same for public safety and non-public safety use cases. 

RAN1 would also like to know what latency is required for D2D discovery, and what probability of successful discovery is needed within this latency.


In the body of the LS RAN2 list various agreements:
	1    ProSe UE Identities and ProSe Application Identities are assigned/re-assigned/allocated in upper layers and AS transmits them transparently.

2
RAN2 assumes that IP layer is not used.
3
Radio Protocol Stack for discovery comprises of at least a MAC layer. 

4     MAC header for discovery does not comprise any fields based on which filtering on L2 could be performed. 

5    The MAC receiver forwards all received discovery messages to upper layers. 


RAN2 then make certain statements including:
"RAN2 would like to inform RAN1 and SA2 that we seek information from SA2 about what is the expected overall size of discovery message, i.e. the expected size of ProSe Identities and size of any other expected fields to be transferred from upper layer. 

RAN2 would also like to inform SA2 that RAN2 is focusing on in-coverage discovery and ask SA2 whether the in-coverage discovery message size may be assumed to be the same for public safety and non-public safety use cases."

In the actions section of the LS RAN2 ask the following two questions of SA2:

"RAN2 respectfully asks SA2 to provide what is the expected overall size of discovery message, i.e. the expected size of ProSe Identities and size of any other expected fields to be transferred from upper layer. 

RAN2 respectfully asks SA2 to confirm that an IP layer is not needed for discovery messages."

1.2
Summary of issues to be resolved
The issues to be resolved by SA2 may be summarised as:
1. What is/are the message format(s) of the direct discovery messages?
2. What are the sizes of the ProSe identities that will be carried in the direct discovery messages?

3. What additional higher layer fields will need to be carried by the discovery messages and therefore what will be the overall size of the higher layer information?

4. Can the discovery message sizes be assumed to be the same for public safety and non-public safety use cases?
5. Can we confirm that discovery messages will not need an IP layer?

6. Does the RAN2 decision to focus upon in-coverage discovery raise any issues for SA2?
2.
DISCOVERY TYPES AND MODELS
2.1
Discovery types
ProSe discovery is defined as "the continuous process that identifies another UE in proximity using E-UTRAN". TR 22.803 [4] defines two types of discovery: open and restricted. Open discovery is the case where there is no need for the UE being discovered to give explicit permission before being discovered. Whereas, restricted discovery only takes place with explicit permission from the UE that is being discovered.

ProSe discovery can be a standalone service enabler that could for example use information from the discovered UE for certain applications in the UE that are permitted to use this information e.g. "find a taxi nearby", "find me police officer X". Additionally depending on the information obtained ProSe discovery can be used for subsequent actions e.g. to initiate direct communication.

2.2
Discovery models
SA2 have identified two potential discovery models.  SA2 has decided [5] that both models are relevant to ProSe direct discovery in Rel-12. However, these two models have different implications for the discovery message size.
Model A ("I am here")

This model defines two roles for the UEs that are participating in direct discovery.  The Announcing UE broadcasts discovery messages at pre-defined discovery intervals and Monitoring UEs, that are interested in these messages, read and process the discovery messages.

This model may be likened to shouting "I am here". The Announcing UE broadcasts information about itself e.g. its ProSe Application Identities or ProSe UE Identities in the discovery message.
In this discovery model the Monitoring UE is a passive receiver of presence information.  The RAN2 questions relating to message format and size obviously relate to the message broadcast by the Announcing UE. 
Model B ("who is there"/"are you there")

This model also defines two roles for the UEs that are participating in direct discovery. The Discoverer UE transmits a request message indicating which UE(s) are being asked to respond. (Discoveree) UEs receiving the request and matching the included description/address send a response.
This model may be likened to asking "who is there / are you there?" since the discoverer UE sends information describing the UEs from which it would like to receive responses, e.g. the information can be about a ProSe Application Identity corresponding to a group and any (or all) members of the group could respond. This discovery model has also been called "targeted discovery".
2.3
Network controlled and network independent discovery
The stage 1 requirement, at least on non-public safety networks, is that discovery must be under network control.
Network controlled open discovery has been identified (e.g. [6]) as the primary commercial application of ProSe discovery in order to facilitate the advertising of commercial services in the proximity of the UE.  The assumption is that discovery will usually be followed by communication in order to push or pull further information on the services being advertised.

Network controlled open discovery is also applicable for public safety UEs when served by an E-UTRAN network. However, public safety UEs may also employ ProSe discovery when not served by E-UTRAN.   Under such circumstances public safety users may use ProSe discovery to find other communications group members as well as in order to find UEs that are or may act as relays.

Proposal 1:
SA2 should allow for direct discovery message fields and formats that are inconclusive of the following: i) open and restricted discovery, ii) both discovery models A and B, iii) network controlled discovery and discovery when the UEs are not served by E-UTRAN.
3.
ESTIMATION OF PROSE IDENTITY SIZE
3.1
Discovery solution D13
Solution D13 "Network controlled ProSe discovery service" has been endorsed [5, clause 8.5] in principle for the purposes of operator controlled open discovery (i.e. the UE being discovered does not give explicit permission to be discovered). Solution D13 follows the principle of Model A (i.e. the "I am here" announcement/monitoring model). This solution is by intention strictly dependent upon control by EPS entities, in particular ProSe Server entities in the home and visited PLMNs.
The allocation and processing mechanisms of solution D13 have been endorsed in principle.  These mechanisms depend upon certain information being encoded (by the ProSe Server) into a "ProSe_Code" which may then be announced/monitored on the radio interface.  Solution D13 describes a ProSe_Code which is composed of the following parts:

i.
a PLMN specific part, i.e. Mobile Country Code (MCC) and Mobile Network Code (MNC),
ii.
the ProSe_Server_ID of ProSe Server that has allocated the ProSe_Code,
iii.
a temporary UE identifier (unique within the ProSe Server that has allocated the ProSe_Code),
iv.
an App_ID.
The principle is that a ProSe_Code is allocated per UE and per application.
Solution D13 suggests that each service is identified by an Application Identifier (App_ID) and that each App_ID is globally unique and unambiguously identifies a service across the 3GPP PLMNs.
Proposal 2:
The discovery message format shall accommodate UE and application IDs that are globally unique and that contain references to the PLMN and ProSe Server that assigned the identity.
The stated aim of solution D13 is that:

"the bit-streams announced and monitored over the radio interface are meaningless for the announcing/monitoring ProSe enabled UEs, if such UEs do not receive proper network support. There is a complete separation between the identifiers and the semantics used at the application layer and the bit-streams transmitted at ProSe layer over the air; in fact, the results of the discovery process are first elaborated by the network and then sent to interested applications that reside on the UEs."
Achieving this aim of a meaningless bit-stream transmitted over the air may require that the raw information fields be security encoded (to be addressed by SA3).  We will assume that such a process, if necessary, will not increase the size of the bit-stream.
Assumption:
Any necessary security encoding to ProSe identities and/or discovery messages will not increase the size of the bit-stream.
3.2
Identity field size estimation

3.2.1
APP_ID fields
Filtering of received ProSe_Codes within the UE, reflecting application-specific interests,may be beneficial in reducing the amount of network traffic required to refer ProSe_Codes with the ProSe Server. In order to make this filtering more effective and flexible it has been suggested that applications may be effectively described by a data structure permitting partial matching. Such a data structure could be a tree characterized by different levels/tiers e.g., broad-level business category (tier0) / business sub-category (tier1) / business name (tier2) / shop ID (tier3). Each node of the tree has associated a different App_ID that is built appending a new piece of identifier (specific to that node) to the App_ID inherited by the predecessor node.
The principle that ProSe Application Identities for open discovery shall have a standards-defined format in 3GPP to allow the 3GPP function to process them has been endorsed but the exact format is FFS. However, we can suggest at this stage code point ranges (bit field sizes) for such a 4 tier tree/field structure to permit progress on agreeing an overall ProSe_Code size.  The exact apportioning of bits to fields in the APP_ID can be the subject of future standardisation.
Table 1: Suggested business APP_ID field sizes

	Tier
	Field
	Suggested size (bits)

	0
	Broad level (business) domain
	8

	1
	Business sub-category
	8

	2
	Business name
	32

	3
	Shop ID
	8


Alternatively, we can consider example fields that might be used in a Public Safety context (Table 2). We here consider that group IDs are part of the application identity (rather than being an extra "group" address in the UE identity).  This example considers how application ID fields might be partitioned assuming the same overall APP_ID size as proposed for the commercial context.
Proposal 3:
The maximum number of bits allowed for the APP_ID field in a Public Safety context shall be the same as that allowed for the commercial context to facilitate common processing and firmware handling network controlled discovery.
Table 2: Example public safety APP_ID fields and sizes

	Tier
	Field
	Suggested size (bits)

	0
	Broad level (PS) domain
	8

	1
	PS Application
	16

	2
	Application group ID
	16

	3
	PS Authority/Region (optional)
	16


3.2.2
ProSe_Code fields
In order to assist RAN in estimating the size of the bit-stream to be transmitted over the radio interface, SA2 must decide upon the code point size required for each of the ProSe_Code information fields.  In order to initiate the decision making process we make the following proposals:

Table 3: Proposed ProSe_Code field sizes

	Field
	Proposed size (bits)
	Comments

	PLMN-Id
	24
	Max 6 BCD digits (MCC+ MNC)

	ProSe Server ID
	4
	Allows for 16 ProSe Server IDs per PLMN

	Temporary UE identifier
	56
	Allow for there being only 1 ProSe Server per PLMN. Equivalent to: <MME Identifier><M-TMSI>

	APP_ID
	56
	See Tables 1 and 2 for justification

	Total ProSE_Code
	140
	


3.3
Discussion
The ProSe_Code as described by solution D13 comprises a combination of a ProSe UE Identity and a ProSe Application Identity.  Each of these separate identities is defined to be globally unique.  Therefore, it is not surprising that the estimated combined identity size amounts to 140 bits.
APP_ID codes could be allocated per ProSe UE identity (by the ProSe Server) permitting a substantially smaller APP_ID field size.  However, this would result in a loss of flexibility in the search/filtering algorithm in the monitoring UE. 

Proposal 4:
The discovery message format shall accommodate a combined UE and application ProSe ID that comprises a maximum of 140 bits.
4.
PROSE MESSAGE FORMAT

In section 2 we identified two different discovery models and two discovery types which have been endorsed as being relevant to ProSe.  Message formats for these different types and models of discovery have not yet been agreed.  However, we can assume that higher layer messages appropriate to all combinations of discovery type and model will be required.

Solution D1 "LTE based solution for direct discovery" has described a message format that could accommodate each of these discovery type/model combinations on the assumption that only one identity will be required in any given message. In this document we extend this principle (see Figure 1) to allow for the identity being a combined ProSe UE Identity plus ProSe Application Identity as envisaged by Solution D13 for network controlled open discovery.
	Mode
	O / R
	Type
	Identity


Figure 1: Example direct discovery message format

The Mode field indicates whether the message is for a Discovery Request, a Discovery Response or an Announcement (2 bits).

The O/R field indicates whether the discovery type is open or restricted (1 bit).

The Type field indicates the type of content in the Identity field (2 bits)
The Identity field may comprise one of:

· ProSe UE Identity,
· ProSe Application Identity,
· Combined ProSe UE Identity and ProSe Application Identity.
In this contribution we do not try to anticipate the possible message sequences that may make use of these basic discovery messages, rather we are trying to allow for generic discovery messages that can accommodate the various discovery models and types identified. Given the generic nature of this message format proposal we suggest rounding these "header" bits up to one octet in length in order to allow for some extension.
Obviously, when considering the overall size of discovery message (i.e. the higher layer information fields of such a message), the maximum message size will be in the case where the identity field contains a combined identity (estimated as 140 bits)

Proposal 5:
SA2 to agree that the maximum length of the higher layer information fields in a discovery message shall comprises a maximum of 148 bits (accommodates control fields and a maximum size identity field).
5.
Liaison response to RAN2
SA#61 prioritised ProSe discovery in Rel-12 for both in-coverage and out-of-coverage scenarios.  Also, ProSe discovery should support discovery of UE-to-Network Prose Relays.
Based upon proposals in this document and decisions already made by SA2 it is proposed to send a liaison response to RAN2 reporting the following information:
1. The expected overall size of a discovery message, i.e. the expected size of ProSe Identities and size of any other expected fields to be transferred from the upper layer is 148 bits.

2. SA2 to confirm that an IP layer is not needed for discovery messages.

3. The in-coverage discovery message size may be assumed to be the same for public safety and non-public safety use cases.
4. SA have prioritised ProSe direct discovery for both in-coverage and out-of-coverage scenarios. In addition, ProSe direct discovery should support an out-of-coverage UE discovering a UE-to-Network relay.

Proposal 6:
SA2 should send a response LS to RAN2 providing the information listed above.
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