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Abstract of the contribution: This paper aims to evaluate solutions using per UE ProSe ID and using per application ProSe ID based on the criteria defined in subclause 7.2.
1. Introduction

In current TR 23.703, kinds of solutions are proposed to support ProSe direct discovery, in all solutions, ProSe ID is needed for identifying a application user or a UE user, therefore, for evaluating these solutions, it is proposed to divide all solutions into per UE discovery and per application discovery first, then analyse them based on criteria agreed in last meeting.

2. Discussion

In SA2#100 meeting, all solutions requiring allocation of identities for network-authorised direct discovery have been categorized for convergence. However, that categorization may not be enough to determine which solution should be adopted. So multi-dimension of comparisons should be performed for better convergence of solutions.

it is agreed that the following factors need to be considered for evaluating solutions describing allocation of identifiers for network-authorised direct discovery:

-
Signalling cost

-
Message size

-
Security/user privacy

-
UE power consumption

-
Degree of network control

-
Support of open/restricted discovery

-
Impacts on existing nodes

Therefore, the comparisons of per UE discovery and per application discovery are also based on such criteria:

	
	Discovery using per UE ProSe ID(Solution D9, I2, I3)
	Discovery using per application ID(Solution D1, D2, D3, D6, D7, D8, D11, D13, I7, I8)

	Signalling cost
	Granularity of ProSe discovery is per UE, the discovery result can be used by multiple applications on the UE, so signalling cost for direct discovery is lower.
	Granularity of ProSe discovery is per application, each application has to perform ProSe discovery procedure separately.

	Message size (considering length of ProSe ID only)
	Fixed Length of per UE ProSe ID
	D1, D2, D3, D8, D13, I7: length of per application ProSe ID

D6, D7, D11, I8: fixed length of per UE ProSe ID + length of per application ProSe ID

	Security/user privacy
	ProSe discovery procedure has to be authorized by network;

On UE side:

Using temporary ProSe ID prevents Proximity information of target user leaking to unauthorized applications.

On network side:

Dynamically allocated ProSe ID is used to protect user’s privacy.

I2: ProSe ID related information are managed by 3GPP entity;
	ProSe discovery procedure needs to be authorized by network.

Per application ProSe ID will not disclosed outside the application, which isolates each discovery procedure.



	UE power consumption
	For multiple ProSe enabled applications on same target UE, the times of ProSe discovery is reduced
	ProSe discovery procedure is performed for each application, even the target users on application level are using same UE.

	Degree of network control
	Each discovery procedure is under network control.
	D8, D11, D13: each discovery procedure is under network control;

D1, D2, D3, D6, D7, I7, I8: Once getting authorization and configuration from the network, ProSe discovery can be performed without network perception.

	Support of open/restricted discovery
	supported
	supported

	Impacts on existing nodes
	D9: UE, eNodeB, MME

I2, I3: UE, eNodeB, HSS
	D1, D2, D3: UE, eNodeB

D6, D7, D8, I8: UE, eNodeB, MME

D11, D13: UE, eNodeB, MME, HSS


By considering the advantages and disadvantages of ProSe direct discovery, it is helpful to adopt a way forward.

3. Proposal

Based on discussions above, it is proposed to include following changes into TR 23.703.

First change

7.2
Summary of solutions for allocation of identities for network-authorised direct discovery

…
When evaluating solutions describing allocation of identifiers for network-authorised direct discovery the following need to be addressed:

-
Signalling cost

-
Message size
-
Security/user privacy

-
UE power consumption

-
Degree of network control

-
Support of open/restricted discovery

-
Impacts on existing nodes
By applying above criteria to evaluate solutions requiring allocation of identities for network-authorised direct discovery, differences of evaluation results are noticed between solutions using per UE ProSe identifier and solutions using per application ProSe identifier, a summary of such differences are shown below:
	
	Discovery using per UE ProSe ID(Solution D9/I4, I2, I3, I9 option 1)
	Discovery using per application ID(Solution D1/I6, D2, D3, D6, D7, D8, D11, D13, I7, I8, I9 option 2)

	Signalling cost
	Granularity of ProSe discovery is per UE, the discovery result can be used by multiple applications on the UE, so signalling cost for direct discovery is lower if multiple applications have enabled discovery.
I3, D9: UE is required to send monitored expression codes to ProSe Function for authentication.
	Granularity of ProSe discovery is per application, each application has to perform ProSe discovery procedure separately.
D1/I6: expression code needs to be distributed to interested parties for restricted discovery.

D13: UE is required to send monitored expression codes to ProSe Function via MME for authentication.

	Message size (considering length of ProSe ID only)
	Fixed Length of per UE ProSe ID
	D1/I6, D2, D3, D8, D13, I7: length of per application ProSe ID

D6, D7, D11, I8: fixed length of per UE ProSe ID + length of per application ProSe ID

	Security/user privacy
	ProSe discovery procedure has to be authorized by network;

On UE side:

Using temporary ProSe ID prevents proximity information of target user leaking to unauthorized UEs/applications.

On network side:

Dynamically allocated ProSe ID is used to protect user’s privacy.

I2: ProSe ID related information are managed by 3GPP entity;
	ProSe discovery procedure needs to be authorized by network.
Temporary identifiers for direct discovery provide better security
Per application ProSe ID isolates each discovery procedure to avoid misuse of proximity information.



	UE power consumption
	For multiple ProSe enabled applications on same target UE, the times of ProSe discovery is reduced and congesting the LTE direct discovery spectrum can be relieved.
	ProSe discovery procedure is performed for each application, even the target users on application level are using same UE.
Broadcasting multiple identifiers may congest the LTE direct discovery spectrum and increase UE power consumption.

	Degree of network control
	Each discovery procedure can be under network control.
	D2, D6, D7, I7, I8, D8, D11, D13: each discovery procedure can be under network control;

D1/I6, D3: allocation of per application ProSe ID is controlled by application, once getting authorization and configuration from the networks, the UE can perform ProSe discovery without awareness of the networks.

	Support of open/restricted discovery
	I2: only restricted discovery is supported
	D11, D13: only restricted discovery is supported

	Impacts on existing nodes
	D9/I4: UE, eNodeB, MME

I2, I3: UE, eNodeB, HSS
	D1/I6, D2, D3: UE, eNodeB

D6, D7, D8, I8: UE, eNodeB, MME

D11, D13: UE, eNodeB, MME, HSS
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