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Abstract of the contribution: This paper extracts some of the proposals contained in SP-130640 and SP-130683 presented at SA#62 and proposes some additional conclusions for direct discovery in clause 8.5 of TR 23.703.
1. Status of ProSe Discovery in TSG SA WG 2

At SA2#100 the meeting agreed to a set of principles for guiding the normative work on ProSe discovery in clause 8.5 of TR 23.703. 

For open discovery, the conclusions already earmark one of the solution alternatives (namely D13) as the baseline for the development of the normative work. It provides guidance on how to format the ProSe Application Identity, a topic which has been debated for quite a long time during the development of TR 23.703. 

The conclusions also highlight the dependency on 3GPP RAN groups, 3GPP TSG SA WG3 as well as on external organizations for the definition of the values of the ProSe Application Identities.

This solution has not identified how the allocated codes and ProSe Application Identities can be used "out of coverage" or how they can be used for specific use cases of Public Safety such as Relay discovery. 

Observation 1: The conclusions for open discovery agreed at SA2#100 do not fulfil the requirements for Public Safety.

2. Open/restricted discovery and use for Public Safety
SP-130640 [1] highlighted the different use cases for open and restricted discovery for consumer use. General purpose restricted discovery for consumer use may require involvement of the operator network in the identity management procedures e.g. to manage friend lists for social networking applications. 

For the purposes of Public Safety cases it stated: 

"Another use of restricted discovery is to enable public safety users to find out other group members as well as UEs that act as relays. This out of coverage restricted discovery has therefore requirements in terms of identities and fulfilment of potential legal obligations such as lawful interception which are quite different from those applicable to a commercial service."
SP-130683 [2] also stated, referring to the discovery principles agreed in SA2#100 for "open discovery" : 
"This discovery mechanism however:

1) Does not allow (nor it is designed to let) the monitoring UE to retrieve a Layer-2 address of the announcing UE as the only information the UE is expected to process is a "code". 

2) The processing of the code relies on the existence of a network to which the detected code is sent for interpretation.

These two fundamental elements of this commercial solution do not enable the operation of UE-to-Network relay that also was agreed at SA2#100 to be based on a PC5+ Uu concatenation, the relay acting as a L3 or L7 gateway. As an example, step 1 in Figure 2 (taken from TR 23.703[1] solution R11 " ProSe UE-to-Network Relay as IP router") illustrates the need for relay discovery by an out-of-coverage UE. 

In addition as it can be observed from the solutions related to identity management documented in clauses 6.1 (D solutions) and 6.4 (I solutions) of TR 23.703 only few of them cater to "out of network" operation or relay discovery. The majority is suited for restricted discovery fulfilling consumer use cases such as social network external servers etc.

It becomes evident from the above that Public Safety use cases may be satisfied by simpler discovery solutions compared to those envisaged for open discovery (based on the conclusions in clause 8.5) or documented for restricted discovery for consumer use cases in TR 23.703.

Observation 2: Public Safety use cases may be satisfied from simpler solution re allocation and processing of ProSe identities from this envisaged for open discovery
Observation 3: Requirements of Public Safety e.g. Relay discovery, may require different identities that need to be discovered
3. Out of network discovery in RAN

In SP-130470 [3] and TR 36.843 [4] it was communicated to SA and SA2 respectively that RAN (in particular) RAN2 has deprioritised the study of "out of network" discovery from the D2D SID.

In RAN TR 36.843 [4] it is mentioned: 
"According to the RAN plenary prioritization, RAN1 and RAN2 will focus on a D2D ProSe discovery mechanism for in-coverage (scenarios 1C and 1D)." 
We believe that SA2 should not be restricted by this RAN decision, since either (a) the RAN discovery design can be extended e.g. in work item phase to also cover "out of coverage"; or (b) mechanisms similar to those defined in SA2 TR 23.703 under solutions D3, D6 or D7 can be used, i.e. design of discovery through communication for Public Safety UEs.

The choice of one or the other mechanism only affects access stratum signalling, and therefore it is deemed out of scope of SA2 to assess. In addition, SA2 cannot assess the impacts to UE power consumption and detailed overhead between the two choices.

Observation 4: Despite the fact that RAN has deprioritised studying "out of network" discovery in D2D SID, SA2 can indicate that a solution for direct discovery "out of coverage" is needed to fulfil the Public Safety use cases. 

Observation 5: The choice of whether the discovery messages in case of "out of coverage" will follow the discovery design of "in coverage" or use discovery through communication will be determined by RAN1/2.
4. Proposal
Given the limited time remaining for ProSe in rel.12 and the above observations it is proposed that: 
Specification of restricted discovery should be postponed to Release 13 except for an “out of network” discovery solution using simplified identities allocation and processing, aimed to fulfil the public safety discovery requirements only. 
In more detail it is proposed: 

- Allocation of ProSe UE/Relay Identity can follow the mechanism described in solution I8 (TR 23.703, clause 6.4.8) and allocated from EPS or locally generated in the UE/Relay itself be provisioned from DPF

- ProSe Access IDs for direct discovery required for relays can either be defined by the application as in solution I8 (TR 23.703, clause 6.4.8) or be provisioned from DPF

- No PC2 interface procedures are specified in rel.12

- Discovery messages for restricted discovery can either use discovery model A or model B, the structure of discovery messages over the air (on PC5) will be defined by RAN WGs

- SA2 can communicate to RAN and RAN1/2 in an LS that a solution for direct discovery "out of coverage" is needed to fulfil the Public Safety use cases. The choice of whether the discovery messages in case of "out of coverage" will follow the discovery design of "in coverage" or use discovery through communication will be determined by RAN1/2.
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