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Disclaimer: the co-signing companies state that they want to make sure that MCM is actually in Rel12.

This contribution contains 

1. Section 1 “List of technical criteria” contains a table listing the main technical criteria to be considered.

Following companies agree / can live with the content of this section: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, NSN

2. Section 2 “Listing Company Reasons to object” lists further statements made by companies who consider objecting to one solution. The statements shall refer to which technical criterion / criteria the company is objecting to. There is no need to agree / disagree with the text provided in this section, as this section just aims at listing the various positions of the companies.

The “company position” column is meant for companies to explain in a few words THE (1 or maximum 2) STRONG technical issues that explain their objection (and the risk of having eSAMOG/MCM failing to complete in Rel12).
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List of technical criteria

	Criteria
	Ethertype-based solution
	UDP/IP-based solution
	Remark

	Overview
	WLCP messages are encapsulated as Payload of MAC. A new Ethertype is used to identify the WLCP message.
	WLCP messages are encapsulated using UDP and IP. A new port number is required to identify the WLCP message.
	

	Network connectivity
	Mandates a Layer 2 connectivity between UE and TWAG
	The network will have to implement both WLCP IPV4 and IPV6 or we can mandate the use of a given IP version.
It requires IP connectivity between UE and TWAG.

Need to get or determine an IP address before sending WLCP signalling.
	

	Standard impact other than in 3GPP
	A new Ethertype X needs to be applied in IEEE.
	A new port number need to be applied in ICANN.
	

	Overhead
	MAC encapsulation
	MAC, IP and UDP encapsulation
	Overhead should not be a significant issue as the number of WLCP messages should be small wrt the number of User Plane packets being exchanged

	Architecture
	PDN connection setup is completely separated from NSWO setup.
	When NSWO authorized, then NSWO setup needs to be done before PDN connection setup.

When NSWO not authorized, the UE needs an IPv4 or link-local IPv6 address to be able to send WLCP signalling (and to send DHCP/DNS). The TWAN should prevent external packet forwarding with this link-local IP address.
	This issue may not be  a major problem because a similar requirement has already been addressed in case of s2b (e.g., in order to access ePDG via untrusted WLAN AP 

	UE impact / transport
	It requires new transport functions to be defined at Layer 2 (e.g. UL to encapsulate the WLCP signaling by the new Ethertype X and DL to forward WLCP frames to the WLCP application) and hence likely modification to the layer 2 driver. Such modifications may be operating system (and possibly WiFi driver) specific.


	It may use well defined IP socket programming and can be both OS and driver implementation agnostic. 
	Refer to section 3 of this Tdoc

	UE impacts / connection management 
	
	
	Some vendors want to be able to sell UE with a common Connection Manager that controls WiFi and 3GPP modems from different vendors.

Others consider a peer-peer co-ordination between the NAS and the WLCP

	Security
	Identity of the sender of the WLCP frame detected by the MAC address
	Need of a mechanism to authenticate the identity of the sender of a WLCP frame


	

	Network impact / TWAG
	1) Recognize and encapsulate the WLCP signaling by the new Ethertype X.


	1) Recognize and encapsulate the WLCP signaling by the new UDP port number X.
2) (in case NSWO not allowed) The network must ensure UE does not get Internet access using the IP address allocated for WLCP 
	

	Network impact / AP
	The AP should not be configured to filter out packets with the new EtherType.
	No impact.
	

	Fragmentation
	When fragmentation would be required, need to define a WLCP based fragmentation 
	Fragmentation per standard IP mechanism
	Fragmentation is not expected as most probably WLCP messages will be short and they can fit in a single Ethernet frame (1500 octets),
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Listing Company Reasons to object 
It is of ALU and NSN understanding that No technical reason that prevents the implementation of any of the options has been identified.
	Criteria
	Company positions

	Overview
	

	Network connectivity
	

	Standard impact other than in 3GPP
	

	Overhead
	

	Architecture
	QC: This is the secondary (but not less important) reason why Qualcomm objects to UDP transport

	UE impact
	Broadcom Corporation: An IP based transport fulfills the requirements of the WLCP. We do not see the need and benefits of re-inventing the wheel and propose a new transport mechanism.
LG: [LGE Position: Supporting  WLCP over UDP/IP solution while objecting Ethertype-based solution]
1) From the device vendor perspective,
we have a big concern with Ethertype-based solution because we need new Wi-Fi modules containing updated Wi-Fi driver which impacts OS part, and it requires chipset dependences. Also, it is harder for a device vendor to have the multiple Wi-Fi and modem chipset combinations. 
The specific Wi-Fi modules containing updated Wi-Fi driver which impacts OS part is not under control of device vendor. It makes blocking issue for a device vendor to initiate WLCP client development.
Samsung:  On the other hand, EtherType solution has a problem that it might have a driver (or firmware) impact where the different drivers are expected for all different WiFi chipsets, which may delay the UE implementation and SaMOG deployment. In addition, with EtherType solution, TWAN AP should be modified not to discard packet with specific EtherType. Thus, Samsung is objecting the Ethertype solution.

QC:: coordination between NAS stack and WLCP stack is required in order to support mobility and PDN connection management (including scenarios highlighted by WORM study). With the EtherType, coordination is easier since WLCP and NAS stacks are implemented at the same layer. If WLCP client is implemented on top of the OS, this requires new APIs for coordination with NAS stack. This is the main reason why Qualcomm objects to the UDP/IP solution.
ZTE position: ZTE's position is same as LG, Samsung and Broadcom

	Security
	

	Network impact / TWAG
	

	Network impact / AP
	

	Fragmentation
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Discussion on the impacts of eSAMOG VMAC and WLCP onto the Networking subsystem  and onto the L2 drivers of an UE

The content of this section is only indicative as this section contains considerations about the UE implementation, thus out of scope of standardization. According to the supporting companies of this contribution the complexity to solve the issues listed below strongly depends on the UE implementation architecture.

An UE is assumed to be made up of

· A  Networking subsystem (TCP/UDP/DHCP/DNS/IP/ARP stack) 

· Layer (L2)  drivers (3GPP/ WiFi) 

· Other parts that are out of scope for this discussion

For a Rel11
 UE supporting both 3GPP and WiFi, the Networking subsystem is able to deal with different kinds of links (L2):

· Links for which it has to get a L2 @ (using ARP) such as WiFi

· Links for which it does not have to get a L2 @ such as 3GPP
· Note that an UE supports multiple PDN connections, can be modelled as an UE with multiple similar L2 (one per PDN connection) coupled with a multi instance Networking subsystem (one per PDN connection)
Let’s now consider a Rel12 eSAMOG aware UE 
User Plane (VMAC) discussion

The support of eSAMOG (VMAC) in a Rel12 UE requires the creation of another L2/link layer which, from the perspective of the Networking subsystem, looks the same than a 3GPP link: the IP layer does not need ARP to determine a L2 @ (and we have gone towards that direction when we have said that the link model over eSAMOG is similar to the 3GPP link model)
.

So it is possible to assume that from user plane perspective, the eSAMOG driver (or the entity that implements the logical interface needed for eSaMOG) is acting as a shim layer that appears as a 3GPP link to the Networking subsystem and that appears as a Networking subsystem to the WiFi driver.  Whether the introduction of this shim layer requires SW change to the Networking subsystem or can be supported by a proper configuration of this Networking subsystem, depends on the implementation.
· In the uplink direction (UE to network) the Networking subsystem has no further impact.

· In the downlink direction (network to UE), in conventional Wi-Fi, the networking sub-system would first check Ethertype and if the protocol type is IP it would route to the correct socket based on source and destination IP address, UDP/TCP indicator and port number (assuming that it is an application unicast IP packet and not a broadcast packet).   

· The Multi-homing capability brings another dimension to downlink packet handling. Assuming that the WiFi driver provides its client with the source MAC @ of the frames it has received, the shim layer just needs to convert the MAC @ to an instance of the Networking subsystem (one per PDN connection).

In short User Plane Packet handling should not have further impacts to the Networking subsystem or to the WiFi driver
WLCP discussion

When WLCP runs over UDP/IP; WLCP runs over the socket layer and thus has no further impacts to Networking subsystem or to the WiFi driver. WLCP needs to control the shim layer introduced in the User Plane (VMAC) discussions.

How an application over UDP/IP can interface the Connection Manager and the transport shim layer is also a point for consideration.

When WLCP runs over EtherType, WLCP can be modelled as being in the shim layer introduced in the User Plane (VMAC) discussions. So Networking subsystem has no further impact. 

· In the uplink direction (UE to network) the WLCP provides the WiFi driver with the ETherType and destination MAC @ of the TWAG. This is an issue if the WiFi driver does not allow its client to set the EtherType.
· In the downlink direction (network to UE), when the shim layer receives (from the WiFi driver) frames with ETherType = WLCP, it knows it needs to handle the frame locally and does not report it to the Networking subsystem. This is an issue when the WiFi driver does not provide its client with the EtherType or discards frames with Ether Type = WLCP because this is an unknown EtherType
Note: It should also be considered whether it is more complex to build a hacked WLCP client running over UDP/IP or running directly over Layer 2. This point depends on the UE architecture.
� Rel11, means an UE that has no clue of what is eSAMOG or WLCP


� That just means that from the IP stack, a 3GPP and an eSAMOG link behave the same, which is good as an IP @ may move between both links









