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*** 1st change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [8].

ADC
Application Detection and Control

AF
Application Function

BBERF
Bearer Binding and Event Reporting Function

BBF
Bearer Binding Function

BBF AAA
Broadband Forum AAA

BNG
Broadband Network Gateway

BPCF
Broadband Policy Control Function

BRAS
Broadband Remote Access Server

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity

DRA
Diameter Routing Agent

H-PCEF
A PCEF in the HPLMN

H-PCRF
A PCRF in the HPLMN

HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

IP‑CAN
IP Connectivity Access Network

MPS
Multimedia Priority Service

NSWO
Non-Seamless WLAN Offload

OFCS
Offline Charging System

OCS
Online Charging System

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

QCI
QoS Class Identifier

RG
Residential Gateway

vSRVCC
video Single Radio Voice Call Continuity

SPR
Subscription Profile Repository

TDF
Traffic Detection Function

UDC
User Data Convergence

UDR
User Data Repository

V-PCEF
A PCEF in the VPLMN

V-PCRF
A PCRF in the VPLMN

*** Next change ***
Annex S (normative) :
Fixed Broadband Access 
S.1
General

This annex specifies the enhancement to PCC framework for supporting policy and charging control in the fixed broadband access network in the convergent scenario where a single operator is deploying both the fixed broadband access network and the Evolved Packet Core (EPC).

The scope of this Annex is to define requirements for the convergent scenario where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in Annex P.

Policy and charging control is provided for both Non-seamless WLAN offload traffic from a 3GPP UE and fixed devices.

The work in this annex takes the fixed broadband accesses as specified by BroadBand Forum in WT-300 [37] as a reference.

NOTE 1:
This does not preclude the applicability of the solutions described in this Annex to fixed broadband accesses not defined by Broadband Forum.

This annex is a realization of the main specification body for the Fixed Broadband Access IP-CAN. It describes only the exceptions and additions in respect the main specification body, therefore, if not explicitly mentioned thethe main specification body is applicable.
Editor's note:
PCEF based online and offline charging might require some alignment with SA WG5 based on on-going discussions with BBF. 

NOTE 2:
Support for MPS Services and IMS Emergency is not specified in this Release.
S.3
High Level Requirements
S.3.0
General 

The same requirements as defined in sub-clause, 4 4 to support usage monitoring and sub-clause 4.5 to support application detection and control applies.
S.3.1
General Requirements

The same requirements as defined in clause 4.1 applies with the following exception and addition:


-
For Fixed devices the policy and charging control shall be possible only in non- roaming scenario.


-
For Fixed Broadband Access, PCC decisions shall be based on subscription information  for both fixed device and/or fixed access line.

-
PCRF shall control directly the PCEF in the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [29].
NOTE 1:
In this Release only Policy and charging control for layer 2 sessions are out of the scope..
-
An IP-CAN session shall be established on the IP Edge per IPv4 address and/or IPv6 address or IPv6 prefix known in the IP-Edge.


PCC shall be supported for both the IP-CAN session established for the RG and for each IP-CAN session created for every device (i.e. fixed device or 3GPP UE) behind the RG that is visible in the IPEdge/PCEF. 
NOTE 2:
In this Release the identification of end-user devices behind a RG configured in routed mode is not supported.
NOTE 3: 
In this release of the specification, there is no support for IMS-based emergency services.
S.3.2
Charging Related Requirements

The same requirements as defined in sub-clause 4.2.1, 4.2.2 and 4.2.2.a applies with the exception and addition listed in the following:

-
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP IP Edge based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

Charging interaction per device (i.e. fixed device or 3GPP UE) is possible only when an IP-CAN session exists for the 3GPP UE or fixed device connected behind a RG.

NOTE:
For a 3GPP UE or a fixed device behind a NATed RG it is not possible to perform charging for that specific device.

Inter operator settlements are assumed to ensure support of the case of an UE receiving NSWO over a Fixed Broadband Access (FBA), when the HPLMN and the FBA Service Provider support different charging options.
It shall be possible for the charging system to select the applicable rate based on:

-
home/visited IP‑CAN;

-
QoS provided for the service;

-
Time of day;
- 
Location of the subscriber.
- 
Subscriber identifier
Home/visited IP-CAN is not applicable for charging of fixed devices.
S.3.3
Policy Control Requirements

The same requirements as defined in sub-clause 4.3 applies with the exception and addition listed below::

The PCEF in the IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to Broadband Forum specific parameters.

NOTE:
How the IP Edge performs such mapping is out of 3GPP scope.

PCC shall provide QoS control on a service data flow/detected application traffic basis, for IP traffic exchanged by fixed devices and for NSWO traffic exchange by 3GPP UEs in the fixed broadband access.
Requirements for QoS control at IP-CAN bearer level defined in sub-clause 4.3.3.2 are not applicable for Fixed Broadband Access.
*** Next change ***
S.4.1.1
General

The reference architecture described in clause 5.1 and shown in figures S.4.1.2-1 and S.4.1.3-1 applies with the exception and addition listed in the following:

-
PCEF resides in the IP Edge in the Broadband Forum access network;

-
Gxx reference point is not used.




NOTE 1:
Either SPR or UDR is used in this architecture.


NOTE 2:
The roaming scenario is not applicable to fixed device and RG.
*** Next change ***
S.4.2.1
Gx Reference Point

This reference point corresponds to the Gx which resides between the PCEF in the IP edge and the PCRF.
The same functionality as defined in sub-clause 5.2.2 with the following exceptions: 

-
No provisioning of IP flow mobility routing information from PCEF to PCRF is performed.

-
Negotiation of IP‑CAN bearer establishment mode (UE-only or UE/NW) does not apply.

For the purpose of convergence between 3GPP access and Broadband Forum access network, the Gx reference point enables the transfer of PCC rules for an IP-CAN session that exists in the PCEF for a fixed device or for a 3GPP UE.



S.4.2.2
Sp Reference Point

For the purpose of policy and charging control convergence between 3GPP access and Broadband Forum access network, the Sp reference point allows the PCRF to request subscription information  from the SPR based on a subscriber ID that is defined in sub-clause S.5.2.1. When the subscriber Id is an IMSI, the PDN identifier is the NSWO-APN. When the subscriber Id is used to identify a fixed device  no PDN identifier is applicable.
NOTE 1:
The naming convention of  NSWO-APN is left to operator's implementation decision.
S.4.2.3
Ud Reference Point

For the purpose of convergence between 3GPP access and Broadband Forum access network, the Ud reference point provides the same functionality as the Sp reference point described in sub-clause S.4.2.2.
S.4.2.4
Gy/Gz Reference Point

These reference points provide the same functionality  as defined in the clauses 5.2.4 and 5.2.5 respectively.

For the purpose of convergence between 3GPP access and BBF access network, the functions of credit management and reporting is defined in sub-clause S.5.1.x.



NOTE:
The detailed specification of Gy and Gz interfaces is outside the scope of this TS and it is left for consideration to 3GPP SA WG5.

S.4.2.5
Gyn/Gzn Reference Point

These reference points provide the same functionality as defined in the clause 5.2.10 and 5.2.11 respectively.

In addition for the purpose of convergence between 3GPP and BBF access network, the functions of credit management and reporting are defined in sub-clause S.5.1.x. 

NOTE:
The detailed specification of Gyz and Gzn interfaces is outside the scope of this TS and it is left for consideration to 3GPP SA WG5.
*** Next change ***
S.5.1
Overall description

The purpose of PCC convergence is to enable the policy and charging control for NSWO traffic from 3GPP UE connected fixed broadband access network and for traffic from fixed device with where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in TS 23.139 [20]. In this release, EPC-routed traffic from 3GPP UE connected to connected fixed broadband access network is considered outside the scope.

The binding mechanism, credit management, reporting, usage monitoring, termination actions, service data flow prioritization, ADC Rule authorization and Redirection, PCC Rule operations, ADC Rule definition, ADC Rule operations, Usage monitoring specific informationand standardized QoS characteristics as defined in clause 6.1 shall apply.
Handling of packet filters provided to the UE by the PCEF as defiend in sub-clause 6.1.9 is not applicable for Fixed Broadband Access.
*** Next change ***
S.5.1.2
Subscriber Identiifier
The Subscriber ID represents the identity of the User.

For the 3GPP UE the Subscriber-ID is the IMSI.

The Subscriber ID used by fixed device at establishment of Subscriber IP session in fixed broadband access network can be the Access Line Identifier (physical and logical circuit ID) or the username, for example when the Subscriber IP session is a PPP Session. For the RG and fixed device based on Broadband Forum specification, the SubscriberID is defined in Broadband Forum WT 134 [31].

S.5.1.x
Credit management

For the purpose of credit management of an IP-CAN session for a fixed devices or a 3GPP UE using NSWO the description in sub-clause 6.1.3 applies with the following exceptions, the subscription identity is provided by PCEF or TDF to the OCS as defined in S.5.1.2 and the applicable credit-reauthorization triggers are defined in table S.5.1.x:
Table S.5.1.x: Credit re-authorization triggers 
	Credit re-authorization trigger
	Description
	Applicable for

	Credit authorisation lifetime expiry
(see note 1)
	The OCS has limited the validity of the credit to expire at a certain time.
	PCEF, TDF

	Idle timeout
(see note 1)
	The service data flow identified by a PCC Rules or the application identified by an ADC Rule has been empty for a certain time.
	PCEF, TDF

	QoS changes

	The QoS of the access network progile has changed.
	PCEF

	NOTE 1:
This credit reauthorization triggers apply only when Gy and/or Gyn are deployed


S.5.1.3
Event triggers

The fixed broadband access network in the convergent scenario supports the Event triggering mechanisms described in clause 6.1.4.  The event triggers applicable are listed in the following:
Table S.5.1.3.x: Event triggers 

	Event trigger
	Description
	Reported from
	Condition for reporting

	QoS change
	The QoS of the Default Access Profile in AAA has changed 
	PCEF
	PCRF

	Out of credit  

(see note 1)
	Credit is no longer available.
	PCEF, TDF
	PCRF

	Enforced ADC rule request
	TDF is performing an ADC rules request as instructed by the PCRF.
	TDF
	PCRF

	Usage report


	The IP-CAN/TDF session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	PCEF, TDF
	PCRF

	Start of application traffic detection and

Stop of application traffic detection 
(see note 2)
	The start or the stop of application traffic has been detected.
	PCEF, TDF
	PCRF

	Credit management session failure
(see note 1)
	Transient/Permanent Failure as specified by the OCS
	PCEF, TDF
	Always set

	NOTE 1:
This event may apply only when Gy and/or Gyn are deployed
NOTE 2:   This event may only be triggered by a PCEF enhanced with ADC. 


	





















*** Next change ***
S.5.x
Policy Control
Policy control functionalities listed in sub-clause 6.1.5: binding, gating control, event reporting, QoS control and Redirection are applicable for Fixed Broadband Access. There is no support for NW init or UE init bearer establishment procedures; policy control is performed locally at the PCEF or TDF.
If the PCRF provides authorized QoS for both, the IP‑CAN session and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.
S.5.x.1
Default QoS Control

The BBF AAA may provide a default Access Profile QoS for the IP-CAN session that may contain QoS information. 

The PCRF may provide dynamically the default QoS for the IP-CAN session to the PCEF over Gx or alternatively may provide a default QoS profile name for those cases when the default QoS profile is provisioned in the IPEdge/PCEF. The PCEF enforces the default QoS or the default QoS profile for the IP-CAN session provisions over Gx. The PCEF does not enforce the default Access Profile QoS provided by BBF AAA for the IP-CAN session if PCRF is deployed.
The default QoS consists of a QCI and MBR. 
The IPEdge/PCEF shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. In the IP Edge, the QCI is mapped into e.g. DSCP code value or other transport specific information element and the MBR is used for bandwidth limitation for the DSCP code value. The PCEF/IP Edge shall enforce first  the QoS for the packets that matches a service data flow template in an installed PCC Rule for which specific QoS enforcement actions are provided then the IPEdge/PCEF shall enforce the default QoS for all downlink and uplink traffic for the IP-CAN session.
S.5.2.1
Policy and charging control rule

The definition of PCC rule and PCC Rule operations in clauses 6.3.1 and clauses 6.3.2  are applicable  except:

· PS to CS session continuity

· User Location Report
NOTE 1:
The procedure for provisioning predefined PCC rules at the IP Edge is out of 3GPP scope. 

S.5.2.x
IP‑CAN session related policy information

Table 6.4 applies with the following exceptions:
· Authorized QoS per bearer and authorized MBR per QCI are not applicable for Fixed Broadband Access.
· Charging characteristics profile for 3GPP UE is not available at the PCEF/IPEdge.

· No Charging Characteristics profile is defined for fixed devices.
S.5.2.2 void
. .





S.6
Functional Entities

The functional entities listed in clause 6.2 apply, except BBERF. Those functional entities that have specific values or specific functionality for Fixed Broadband Access are described in this clause.

NOTE:
Support for MPS Services and IMS Emergency is not specified in this Release.


*** Next change ***
S.6.1.1
General

The PCRF functionality defined in clause 6.2.1.0 shall apply, with the following exceptions:

· No negotation of IP-CAN bearer establishment mode applies.

· No subscription to changes of IP-CAN type, RAT type or Access Network Information applies to the PCEF.

· No events trigger, are provided to the TDF via Sd interface.
· Usage Monitoring Control as defined in sub-clause 6.6 applies with the following exceptions:
·    In the routed RG with NAT mode, the IP-CAN session is per RG in the PCEF/IPEdge, the PCRF retrieves the usage monitoring related information from the SPR using the subscriber-id provided over Gx. The PCRF decides how to allocate a usage threshold to each existing IP-CAN session and/or MK. 
·    In the bridge RG mode and in routed RG mode without NAT there may be a separate fixed subscriber session (i.e. IP-CAN session) for the each device behind the RG. The PCRF retrieves usage monitoring related information from the SPR using the subscriber-id and, if the request is for a 3GPP UE, the NSWO APN provided over Gx. The PCRF decides how to allocate a usage threshold to each existing IP-CAN session and/or MK. 
· 
*** Next change ***
S.6.1.2
Policy and Charging Enforcement Function (PCEF)

The PCC requirements for the PCEF  located in the Fixed Broadband Access are defined in WT-300 [V]. The PCEF performs  the following Fixed Broadband specific functions:

QoS enforcement:

-
The PCEF shall be able to convert a QoS parameters sent from PCRF to Fixed Broadband Access to specific QoS attribute and determine the QoS parameters sent to PCRF from the PCEF from a set of Fixed Broadband Access specific QoS attribute.
Application Detection: 

· The support of Application Detection functionality is considered a network operator choicein Fixed Boradband Access. If supported, the functionality defined in sub cluse 6.2.2.5 applies.
In addition, the following functions are not supported:

 
No UE and/or NW initiated bearer procedures and no enforcement of the authorized QoS for an IP-CAN bearer is supported for Fixed Broadaband Access.

*** Next change ***
S.6.1.8
Traffic Detection Function (TDF)

The TDF functionality defined in clause 6.2.9 shall apply. For Fixed BroadbandAccess, the TDF does not subscribe to event triggers indication from the PCRF at any IP-CAN session procedure.

*** Next change ***
S.7.2
IP-CAN Session Establishment

The PCEF located in the IP Edge initiates the Gx IP‑CAN Session establishment as defined in clause 7.2. The session is initiated after that the IP Edge becomes aware of an IPv4 address and/or an IPv6 prefix has been assigned to the fixed device and/or 3GPP UE.

In route mode configuration with NATed RG, the session is initiated after the RG has been connected to the network and has been assigned an IPv4 address and/or IPv6 Prefix. The IPv4 address and/or IPv6 Prefix are assigned as per Broadband Forum specifications and it is out of scope of 3GPP.

In bridge mode, the session is initiated after the device has been authenticated has been assigned an IPv4 address and/or IPv6 Prefix.

The IP Edge includes in the IP‑CAN Session establishment message the Subscriber-Id-ID, NSWO-APN if available, the Default QoS if available and the location information i.e Access Line Identifier.
The IP Edge maps the Default-Access-Profile QoS to Default-QoS as defined in clause S.5.3.
The PCRF may provision a Default QoS or a Default QoS profile, PCC Rules to activate and Events Triggers to report. 
S.7.3
IP-CAN Session Termination

This procedure is in accordance with clause 7.3.2 with the exceptions listed in this Annex. The UE-initiated IP-CAN session termination is not  applicable to Fixed Broadband Access.
The IP-CAN session termination is triggered by PCEF when Subscriber IP session is terminated. The trigger to terminate the Subscriber IP session may be HSS/AAA request to detach the UE or may be Broadband Forum specific (e.g. RG switch off, loss of transmission, IP address lease expiration PPPoE session termination, etc) and out of the scope of 3GPP, 
In routed mode configuration with NAT this procedure is applicable only when IP session from RG is terminated, e.g. when RG switches off or when public IP address assigned to the RG is released, etc. 
NOTE: 
In routed mode with NAT, the termination of connection from a device in LAN, e.g. when device releases the local IP address or it disconnects from WLAN does not trigger the IP-CAN session termination for IP session from RG.
*** Next change ***
S.7.4.1
PCEF-Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification initiated by IP Edge/PCEF for IP session. This procedure is in accordance with clause 7.4.1 with the exceptions listed in this Annex.
The IPEdge reports that an Event was met, including the Event Trigger and the affected PCC Rule. If TDF applies, PCRF provides ADC Rules to the TDF and the PCRF may provide PCC Rule, Event Triggers and may provide a Default QoS or a Default QoS profile to PCEF.
*** Next change ***
S.7.4.2
PCRF-Initiated IP-CAN Session Modification

This procedure is in accordance with clause 7.4.2 with the exceptions listed in this Annex.
The PCRF may also provide a Default QoS or a Default QoS profile to PCEF.
*** Next change ***
S.7.6
 PCRF Discovery and selection

PCRF discovery and selection follows the principles defined in TS 23.203 clause 7.6 with the following modification:

· The Subscriber ID specified in clause S.5.1.2 is used as user identity.

· For a 3GPP UE, the NSWO-APN is also available.

Editor's note:
Using the Access Line Identifier IE defined in BBF TR-134 [10] for PCRF discovery is FFS.
*** End of changes ***
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