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Overview

At SA2#99 a solution for a hybrid mode for 1-to-Many communication was approved (Solution C7 in [1]).  This contribution proposes modifications and clarifications to this solution to include scenarios which have not been addressed before.
In C7 the criterion when Public Safety ProSe enabled UEs fall back to the autonomous / ad-hoc mode was defined as “The fall back occurs when Public Safety ProSe enabled UEs are not in communication range of a group controller/owner nor are they in network coverage.”
However this criterion does not cover a legitimate scenario in which a Public Safety ProSe enabled UE is not in radio proximity to a group controller/owner and yet is in network coverage but unable to communicate with a group controller / owner via the network. 
Therefore for the scenario outlined above it is proposed that Public Safety ProSe enabled UEs should be allowed to initiate ProSe Group Communication provided that they have sufficient information pertaining to group configuration and they are authorised by the network to undertake such a communication. Due to the fact that Public Safety ProSe enabled UEs are in network coverage, the resources used for group communication are managed by the network (e.g. by pre-allocation/ pre-provisioning).
Based on configuration, a Public Safety ProSe enabled UE may initiate the “ad-hoc” mode or “ad-hoc group” mode of operation .If a Public Safety ProSe enabled UE wishes to initialise the “ad-hoc group owner” mode (i.e. to become a group owner for a group for which no preconfigured information is stored on a device), it must obtain relevant group information / authorisation from the network. The “ad-hoc group” mode besides the existing “ad-hoc” mode is proposed in this update.
The changes to solution C7 are marked in the text of P-CR below.
References

[1]
3GPP TR 23.703 “Study on architecture enhancements to support Proximity Services (ProSe)”
Proposed P-CR
>>>Start Changes<<<<

6.2.7
Solution C7: A hybrid mode for 1-to-Many communication

This solution addresses the issue of ProSe 1-to many communications in the scenario when availability of a group controller/group owner (GO) is intermittent. Devices which are not in proximity of a group controller nor are in network coverage can continue communicating in the group they participate in provided that they themselves are in proximity. The group owner communication mode is the preferred mode of communication for Public Safety ProSe enabled UEs with the fall back option to the autonomous/ad-hoc mode. The fall back occurs when Public Safety ProSe enabled UEs are not in communication range of a group controller/owner nor are they in network coverage. In the scenario when Public Safety ProSe enabled UEs are in network coverage but not in communication range (i.e. in radio proximity) of a group controller/owner, the “autonomous / ad-hoc” mode or the “ad-hoc group owner” mode may be selected provided that the communication with a group controller/owner is not possible and the mode of communication has been authorised by the network.
The solution can be seen as a framework used for a hybrid mode of operation.  Atomic solutions can be plugged in for the “group owner/coordinated” and “autonomous/ad-hoc” modes. 

When such an “out of network” and “not in proximity of a group controller” scenario occurs, the Public Safety ProSe enabled UEs use pre-authorised resources.

When Public Safety ProSe enabled UEs are in coverage of a group controller which is in network coverage, the resources are managed by the network.

When Public Safety ProSe enabled UEs are not in coverage of a group controller and they are in network coverage, the resources used for group communication are managed by the network (pre-allocation / pre-provisioning).
When Public Safety ProSe enabled UEs are in coverage of a group controller which is not in network coverage, the use of resources is pre-authorised. However the resources used are distinct from the case when Public Safety ProSe enabled UEs are “out of network coverage” and “not in proximity to a group controller”.

It is subject to configuration whether

· the ad-hoc communication mode is maintained by the Public Safety ProSe enabled UEs  when they are back in the group owner mode or not 
· the Public Safety ProSe enabled UEs can modify the setting configured by the network/service provider
· the Public Safety ProSe enabled UEs  can use the autonomous / ad-hoc communication mode when in network coverage 
· the Public Safety ProSe enabled UE can initiate the “ad-hoc group owner” mode when in network  coverage
· the network preference whether the” ad-hoc/ autonomous” and/or “ad-hoc group owner” mode should be invoked
Editor’s Notes:
· the rules governing when the ad-hoc communication mode is terminated when the Public Safety ProSe enabled UEs are back in network coverage is left FFS 
· solutions defined in TS 23.703 for the coordinated mode (e.g. solution C1) and autonomous mode (e.g. solution C5) may be used

6.2.7.1
Functional description

System architecture (assuming non roaming case see note below) supporting this solution is presented in Figure 6.2.7- 1. 
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Figure 6.2.7- 1: Architecture for ProSe 1-to Many Communication in Group Owner mode
Editor’s Notes:
· The roaming case does not have impact on this solution, and it is not presented

· Release 10 relays may be used as UE-to-Network relays

· The entities coloured in yellow are considered to form the same group. This is for illustration purposes and as such it does not restrict general applicability of the architectures.

The architecture in the ad-hoc mode used when Public Safety ProSe enabled UEs are not in proximity of a group owner nor are they in network coverage is presented in Figure 6.2.7- 2.
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Figure 6.2.7- 2: Architecture for Ad-Hoc mode (no network coverage and no proximity of a group owner)
The architecture used for communication by a dispatcher or Public Safety ProSe enabled UEs which are not in radio proximity to a group controller/owner but are in network coverage is presented in Figure 6.2.7- 3. 
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Figure 6.2.7- 3: Architecture used for group communication via E-UTRAN and/or EPC (no proximity of a group owner)
Editor’s Note: A dispatcher /interaction with the ProSe Application server is not in the scope of 3GPP
A Public Safety ProSe enabled UE might be pre-configured to be a group owner. The network (e.g. the ProSe server) is not required to facilitate its operations unless other Public Safety ProSe enabled UEs which are not in radio proximity to the group owner wish to participate in group communication via the network. At most one group owner shall exist for a particular group defined by a group id.
A Public Safety ProSe enabled UE might also become a group owner in an ad-hoc mode if it is not possible to communicate with a group owner for a particular group of interest (either for an existing group or for a new group to be initialised). However the network (e.g. ProSe server) must facilitate the initialisation of the “ad-hoc group “mode to prevent multiple group owners for a particular group. A Public Safety ProSe enabled UE which supports the “ad-hoc group owner” mode is provisioned by the network with group information when it initiates the “ad-hoc group owner” mode.  At any time any Public Safety ProSe enabled UE may become a group owner, however at most one group owner shall be initialised for a particular group defined by a group id.
ProSe Group Communication modes and their use in various scenarios are listed in Table 6.2.7- 1. 
	Operation mode
	In network coverage
	No network coverage
	Radio Proximity of group owner
	Notes

	Pr-configured group owner mode
	Yes
	Yes
	N/A
	

	Ad-hoc group owner mode (Initialisation)
	Yes
	No
	not used if in radio proximity
	subject to configuration.

	Ad-hoc group owner mode (Operation)
	Yes
	Yes
	not used if in radio proximity
	

	Autonomous/ ad-hoc mode
	Yes
	Yes
	not used if in radio proximity
	subject to configuration


Table 6.2.7- 1: ProSe Group Communication Modes

6.2.7.2
Procedures

The following procedures are defined:

· Initialisation procedures (section  6.2.7.2.1)
· Ad-Hoc mode initialisation (section 6.2.7.2.2)
· Activation of “ad-hoc group owner” mode (6.2.7.2.3)
· Re-entering the “group owner/coordinated” mode (section 6.2.7.2.4)
· Communication via E-UTRAN / EPC (section 6.2.7.2.5).

6.2.7.2.1
Initialisation procedures

High level signalling for the initialisation procedure and group activation/deactivation is presented in Figure 6.2.7- 4. 
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Figure 6.2.7- 4: Initialisation and Group activation / deactivation
0. In network coverage a Public Safety ProSe UE which functions as a group controller and UE-to-Network relay is required to register with the EPC network – step 0b. The “out of network” coverage scenario is also supported in which case step 0b is optional.  If Release 10 UE-to-Network relays are used, the relay needs to be initialised/ registered with the network – step 0a (the Public Safety ProSe UEs are unaware of the fact that release-10 relays are used). 
1. After registering with the EPC network, the group controller initiates the registration with the ProSe function. During registration, the group controller obtains information about authorised services, group management information (e.g. permissions to create new groups, restriction on groups which can be activated, authorisation information for group participants etc.). This information is supplied by the ProSe function and ProSe Application server. The Public Safety ProSe UE which functions as a group controller also registers its IP address (this is required to enable e.g. a dispatcher or another Public Safety ProSe UE which is not in proximity but forms part of a group to participate in group communication). If the EPC network is not available, the pre-provisioned configuration information is used. 

2. The group controller advertises its presence and the group information (e.g. available/active groups). The presence information contains the identity of the group controller and information about the application instances (e.g. PTT application). It may also include some control information to users such as e.g. group management information (e.g. only predefined groups are handled and the list of these groups is advertised or new groups may be created). 
3. Depending on group management information, the UE may be required to join/create a group (step 3a). Although it is considered as the application layer signalling (see notes below) it may impact the information advertised by the group controller (e.g. the supported groups / active groups, control information) – step 3b. Once a group is activated, a group participant is required to monitor the availability of a group owner (step 3c). The monitoring may be based on the detection of presence information and /or indication of active groups. Note that once a group has been activated, Public Safety ProSe UEs may participate in group communication provided that they are in proximity and have or have been pre-configured with the relevant data (e.g. access information).
4. Steps 4a/ 4b are similar to 3 for other Public Safety ProSe enabled UEs forming a group except that step 3b is not required.

5. A group controller may monitor whether groups are active i.e. the communication occurs for a group. Should there be no communication for a predefined time; the group becomes/is marked as inactive. This step is optional.

For group communication in the group owner mode, a group owner (i.e. a data hub) functions as the UE-to-Network relay if it is in network coverage and has been successfully registered with the EPC and ProSe function.

Editor’s Notes:
· It is FFS whether group management is performed at the application layer or not

· Information provided by ProSe Application Server is left FFS as it depends on the agreements related to the layer at which the group management procedures are implemented

6.2.7.2.2 Activation of “autonomous / ad-hoc” mode

High level procedure to activate the “ad-hoc” mode when a Public Safety ProSe enabled UE  is neither in network coverage nor in proximity of a group owner (case A) is presented in Figure 6.2.7- 5. 
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Figure 6.2.7- 5: Activation of “ad-hoc" mode (case A)
0. A group owner is not in proximity to the Public Safety ProSe enabled UE which currently participates in group communication.

1. Public Safety ProSe enabled UE discovers that it is no longer in proximity to the group owner of interest.  The discovery process may be based on the lack of advertised information (e.g. no reception of the ProSe discovering signals/messages and/or no broadcast information. That includes the case when the signal/message is present but the relevant information is absent e.g. another group owner is present which does not handle communication for a group). 

2. Public Safety ProSe enabled UE switches to the “ad-hoc” mode of operation for which distinct resources are used. The resources have been defined by the configuration parameters pre-provisioned by the network 
A high level procedure to activate the “ad-hoc” mode when a Public Safety ProSe enabled UE  is in network coverage but neither in radio proximity of a group owner nor is able to establish communication with the group owner via the network (case B) is presented in Figure 6.2.7- 6.
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Figure 6.2.7- 6: Activation of “ad-hoc" mode (case B)
0. The group owner for a particular group is not accessible (it is either not in proximity nor is accessible via the network by the Public Safety ProSe enabled UE which is part of a group).
1. Public Safety ProSe enabled UE discovers that it is no longer in proximity to the group owner of interest.  The discovery process may be based on the lack of advertised information (e.g. no reception of the ProSe discovering signals/messages and/or no broadcast information. That includes the case when the signal/message is present but the relevant information is absent e.g. another group owner is present which does not handle communication for a group). A Public Safety ProSe enabled UE has also failed communicating with the group owner with the assistance of the network (the ProSe Application) via the EPC. 
2. (Optional) If a Public Safety ProSe enabled UE does not have group information, it obtains the relevant information from the network.
3. (Optional) If a Public Safety ProSe enabled UE is not pre-provisioned with the information pertaining to EPC/E-UTRAN (e.g. resources to be used), it obtains the relevant information from the network.
4. Public Safety ProSe enabled UE makes decision whether it wishes to initiate the “ad-hoc” mode, then it checks whether it is permitted to initiate the ad-hoc mode. The decision may be based on user preference and/or the preferred mode set by the home network.
5. If the Public Safety ProSe enabled UE is permitted to initiate the “ad-hoc” mode it switches to (if already participating in group communication but the GO becomes not accessible) or activates the “ad-hoc” mode of operation for which distinct network resources are used. The network resources used have been pre-configured or provisioned by the network. 
The ad-hoc mode of operation is characterised by the fact that there is no group controller assigned to handle the communication for a group.
6.2.7.2.2 Activation of “ad-hoc group” owner
This procedure may be used to activate the ad-hoc group owner mode to facilitate group communication between Public Safety ProSe enabled UEs. Any Public Safety ProSe enabled UE which supports the ad-hoc group owner mode may become a group owner on an ad-hoc basis which differs from the procedure presented in Figure 6.2.7- 4which assumes the pre-configured Public Safety ProSe enabled UEs. Due to the ad-hoc nature of the group configuration and the requirement to have at most one group owner for a particular group, the network access the ProSe server is required to initialise the “ad‑hoc group owner” mode. The ProSe server is the coordination entity which makes sure that at the same time no other Public Safety ProSe enabled UE becomes a group owner for the given group (i.e. at most one group owner exists at any given time for a particular group). 
A high level procedure to activate the “ad-hoc group owner” mode when a Public Safety ProSe enabled UE is in network coverage is presented in Figure 6.2.7- 7.
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Figure 6.2.7- 7: Activation of “ad-hoc group" mode
0. A Public Safety ProSe enabled UE mode is required to register with the EPC and the ProSe function if the “ad-hoc group owner” mode is to be initialised (step 0a).
1. A  Public Safety ProSe enabled UE detects that there is no group owner of interest available (i.e.no group owner for a particular group in radio proximity or it is not possible to access a group owner via the network) (step 1a).  If a Public Safety ProSe enabled UE is still in network coverage, it may choose to attempt to obtain authorisation to become an ad-hoc group owner. The group identity might be proposed by a Public Safety ProSe enabled UE but it is ultimately assigned by the ProSe server. The ProSe server manages identities so that at any given time there is at most one group owner for a given group identity (step 1b).  Optionally if a Public Safety ProSe enabled UE is not pre-provisioned with the information pertaining to EPC/E-UTRAN (e.g. resources to be used), it obtains the relevant information from the network (step 1c.).
2. A  Public Safety ProSe enabled UE based on information received from the network and its configuration makes the decision to initialise the “ad-hoc group owner” mode.  A  Public Safety ProSe enabled UE acting as an ad-hoc group owner/controller advertises its presence and the group information (e.g. available/active groups). The presence information contains the identity of the group owner/controller and information about the application instances (e.g. PTT application). It may also include some control information to users such as e.g. group management information (e.g. only predefined groups are handled and the list of these groups is advertised or new groups may be created). 
3. Depending on group management information, a Public Safety ProSe enabled UE may be required to join/create a group. Once an ad-hoc group has been activated, Public Safety ProSe UEs may participate in group communication provided that they are in proximity and have the relevant group information (e.g. access information).
Once the “at-hoc group owner” mode has been initialised, the fallback principles should also be applied. When a Public Safety ProSe enabled UE stops serving as a group owner initialised on an ad-hoc basis, the ProSe Server must be notified. 
6.2.7.2.3 Re-entering the “coordinated” mode

High level procedure to enter the “coordinated” mode is presented in Figure 6.2.7- 8.
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Figure 6.2.7- 8: Re-entering the “coordinated/group owner” mode
0. Public Safety ProSe enabled UE discovers that it is in proximity of the group owner of interest. The group owner advertises its presence along with group information. 

1. Public Safety ProSe enabled UE checks whether it is authorised to communicate with the group owner (e.g. based on, application type running, the identity of the application instance and group information).  

2. Public Safety ProSe enabled UE switches to the “group owner” communication mode if it wishes to re‑enter the communication with a group owner/controller. The decision is based on the group information advertised by a group controller and the groups the Public Safety ProSe enabled UE participates in)

3. Subject to the configuration, Public Safety ProSe enabled UE may maintain its ad-hoc mode of operation

4. If the group, which Public Safety ProSe enabled UE is interested in, is not active, the joining procedure may be invoked. (not described – see notes below)

Public Safety ProSe enabled UEs which participate in group communication and have regained communication with the group controller, do not relay communication from Public Safety ProSe enabled UEs in the ad‑hoc mode.
Editor’s Note: It is left FFS whether group management is performed at the application layer or not. The joining procedure may be considered as out of scope if it is the application layer procedure. 
6.2.7.2.4 Communication via E-UTRAN/EPC
High level procedure outlining the communication option via the E-UTRAN/EPC is presented in Figure 6.2.7- 9. 
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Figure 6.2.7- 9: Communication with a dispatcher or UE via E-UTRAN/EPC
Dispatcher communicating via E-UTRAN/EPC:

0. If a dispatcher has not been communicating with a group, it needs to obtain information how to reach a group controller. At this stage the application server will authenticate the dispatcher and authorise the request made by a dispatcher. Means how to achieve it is not in the scope of 3GPP specification. Once the request has been authorised and dispatcher authenticated, the ProSe Application server will request from the ProSe function further information about the target.  The ProSe Server  based on group identity supplied by a dispatcher and response from the ProSe function provides the information associated with the group owner which contains at least the following:

· the IP address assigned to the group owner (GO) (mandatory)
· Authorisation information

1. The dispatcher initiates the application layer signalling based on the information provided by the ProSe application server. The communication occurs over the SGi and IP routing/ 3GPP tunnelling is used to deliver the communication to the group controller.  The dispatcher may be required to join the group in order to inform the group controller that it should pass communication also to the dispatcher. From now on the dispatcher may request “the floor” or issue the control commands (not in the scope of 3GPP) 

UE communicating via E-UTRAN/EPC:

0. As a pre-condition the Public Safety ProSe enabled UE is required to be registered with the EPC and with the ProSe function so the Public Safety ProSe enabled UE is authenticated, authorised to use ProSe services and obtained the relevant configuration parameters.  If the so the Public Safety ProSe enabled UE has not been communicating with a group, it is required to obtain information how to reach the group controller. The group controller is typically identified by the application layer identifier however some further assisting information may also be present (e.g. ProSe identity, application instance etc.). The query is made to the ProSe Application server which in turn queries the ProSe function in a similar fashion as in the case presented above. The response message contains at least the following:
· the IP address assigned to a group owner (GO) (mandatory)

· Authorisation information
· Relevant ProSe identities should ProSe Group communication be used when in proximity of a group owner.
1. Once the Public Safety ProSe enabled UE is able to communicate via the E-UTRAN/EPC with the group controller, the control signalling may be invoked (if it is at the application layer it is not in the scope of 3GPP). The data may be routed via the E-UTRAN (see notes) or EPC (intra PLMN case) or via the PLMNs (inter PLMN case). 

When the Public Safety ProSe enabled UE is in proximity to the GO, it shall attempt to communicate with the GO first using the ProSe Group Communication regardless if in network coverage or not.
Editor’s Notes:

· Depending on trust relationship, the ProSe Server may be required to authenticate the Public Safety ProSe enabled UE /authorise its request (not in the scope of SA2) 

· Depending on trust relationship, the ProSe function may be required to authenticate the ProSe server /authorise the request.  (not in the scope of SA2)

· Routing via E-UTRAN is not supported in Release 12 due to the prioritisation activity

6.2.7.3
Impact on existing entities and interfaces

UE:

· stores groups configuration / authorisation information such as e.g. group members /access information (as a group controller)

6.2.7.4
Solution evaluation

Editor’s Note: The fulfilment of requirements in section 4.2 needs will be evaluated. 

>>>End of Changes<<<<
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